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* This diagram depicts the recommended order to take each course. Newly commissioned examiners are only
required to take ITEC and Introduction to Security which must be completed within 12 and 24 months of
commissioning, respectively. Introduction to Telecommunications is a foundational course that should be taken
before starting the Intermediate courses. At least most Intermediate courses should be taken before starting the
advanced courses.




