
FEDERAL DEPOSIT IleTSUREINCE CORPORATION

Pxivacy Act of 1974, as Amended; System of Records

AGENCY: Federal Deposit Insurance Corporation

ACTTOI~: Privacy Act of 1974: Republication of Notice of Systems o~Records

S~(TNIlVIAR.Y: Pursuant to the provisions of the Privacy Act of 1974, as amended, 5 U.S.C.

552a(a)(4) and OIV~ Circular A-130, the Federal Deposit Insurance Corporation ("FDIC") is

republishing in full a notice of the existence and character of each FDIC system of records.

FDIC is rrzaking minor acl~ninis~rative and editorial revisions to make several of the notices

clearer, more accivate, and up to-date.

DATES: This notice sha11 become final and effective on f Date of 1pnblication 1

FOR FURTHER INFORMATION CONTACT: Gaay Jackson, Counsel, FDIC, 550 17
tH

Street, NW, Washington, DC 20429, (703) 562-2677.

SUPPLEMENTARY INFORMATION: Zn accordance with the Privacy Act of 1974, as

amended, the FDIC publishes in the Federal Register and posts on its Web site a system of

records notice for each system of records about individuals that the FDIC currently maintains

within. the meaning of the Privacy Act of 1974, as amended, 5 U.S.C. 552a. Each system of

records notice describes the records maintained in that particular system, the categories of

individuals that the records in. the system are about, the purpose for the systerrz, the intended use

of the information in the system including any routine disclosures outside the FDIC, the

safeguards used to prevent misuse of the info nation, and ho w individuals may exercise their

rights under the Privacy Act to deteriniile if the system contains information about them. FDIC

last published a co~npl.ete list of its system notices in the Federal Regzste~ on October 23, 2013,

Volume 78, Number 205 (78 FR 63320). This publication may be viewed at
http://www.fdic.gov/about/privacy/ on the FDIC's Privacy web page. With the present notice,

the FDIC is publishing the complete text of all of its system notices to incorporate minor
adlnitlistrative anc~ editorial revisions and to provide a current, easily accessible compilation.

Informa-~on about the acln~_il~istrative revisions is noted below.
The Attorney acid Legal Intern Applicant Records (FDIC 30-64-0001) system was used to

manage applicatzo~s for the positions of honors attorney or legal intern with the Legal Division

of the FDIC. Due to the implementation of the Pathways Program. (Exec. Order No. 13562),

applications foz the position of legal intern are notiv received through USAJOBS and processed

directly by the Human Relations Branch of the Division of Aclrnnistration. The System Name

has been revised to reflect the new title, Honors Attorney Applicant Records (FDIC 30-64-0001),

and the Purpose and Categories of Individuals Covered by the System have been revised to

delete reference to applicants for the position of legal intern.
The Employee Confidential Financial Disclosure Records (FDIC 30-64-0006) system is

f used to process and maintain information to ensure compliance with applicable Federal Ethics

Regulations and supplemental FDIC Standards of Ethical Conduct. The Categories of



Individuals Covexed by the System has been revised to clarify that the systen:z also includes

prospective employees.
The Online Oxdering Request Records (FDIC 3p-64-0031) system is used to pxocess

ozders for FDIC publications axzd pxoducts. The Categories of Recoxds has been zevised to delete

the collection of debit axzd/or cxedit card payment infox~znation because all available pxoducts axe

now provided at no cost to the public. The Routine Uses of the :records has also been revised to

delete the routine disclosure of information to Pay,gov foxmerly xequired in oz~der to process

debit oz cxedit card transactions.
The Investigative Files of the Office of Inspectox General (.FDIC 30-64-0010) system is

used to docurr~ent investigations by the OIG ox other investigative agencies regarding FDIC

pzogranas and operations. The Categories of Records in the System. has been revised to clarify

that cozzespondence maintained in the system may include payxoll., telephone, aid exn.ail records.

The System Managex andlor System Locatzon has been revised to reflect current

administrative responsibility for the following systex~ns of recoxds: Employee Training

Information records (FDIC 30-64-0007); Safety and Security Incident Recozds (FDIC 30-64-

0009); Fizlancial Information Management Records (FDIC30-64-0012); Transit Subszdy

Program Records (FDIC 30-64-0026); Packing Pxogxam Records (FDIC 30-64-0027); and

Identity, Credential and Access Management Records (FDIC 30-64-0035).

The FDIC is not adding any new systems, or making any system alternations that would

require prior public comment ox notice to the Office of Management and Budget arr.d Congress.

See S U.S.C. SS2a(e)(11) and 552a(r); OMB Circular A~130, Appendix I at § 4(c)(1). More

detailed information on the revised systems of records zn.ay be viewed in the complete text

below.

INDEX OF FDIC PRIVACY ACT SYSTEMS OF RECORDS IN TI~[S PUBLICA'~'IOI~T:

FDIC 30-64-0001 Honors Attorney Applicant Records

FDIC 30-64-0002 Financial Institution Investigative and Enforcement Records

FDIC 30-64-0003 Adrninistxative and Personnel Action Records

FDIC 30-64-0004 Chaa~ges in Financial Institution Control Ownexship Records

FDIC 30-64-0005 Consumer Corrzplaint and Inquiry Records

FDIC 30-64-0006 E~rrzployee Confidential Fi~iancial Disclosure Records

FDIC 30-64-0007 ~'DZC Learnz~lg and Development Records

FDIC 30-64-0008 Chain Banking Organizations Identification Records

FDIC 30-64-0009 Safety and Security Incident Records

FDIC 30-64-0010 Investigative Files of the Office of Inspector General

FDIC 30-64-0011 Corporate Applicant Recruiting, Evaluating, ar~d Electronic Referral

Records

FDIC 30-64-0012 Financial Information Management Records

FDIC 30-64-0013 Insured Financial Institution`Liquidatiorz Records

FDIC 30-64-00X4 Personnel Benefits and Enrollment Records

FDIC 30-64-0015 Pexsonnel Records

FDIC 30-64-0016 Professional Qualification Records for Municipal Securities Dealers,

Municipal Securities Representatives ar~d U.S, Government Securities

Brokers/Dealers

FDIC 30-64-0017 Employee Medical and Health Assessment Records
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FDIC 30-64-0018 Grievance Recoxds

FDIC 30-64-0019 Potential Bidders List

FDIC 30-64-0020 Telephone Call Detail Records

FDIC 30-64-0021 Fitness Center Recoxds

FDIC 30-64-0022 Freedom of Infoxx~ation Act and Privacy Act Request Records

FDIC 30-64-0023 Affordable Housing Program Records

FDIC 30-64-0024 Unclaimed Deposit Account Records

FDIC 30-64-0025 Beneficial Ownership Filings (Securities Exchange Act)

FDIC 30-64-0026 Transit Subsidy Program Records

FDIC 30-64-0027 Parl~ing Pxogram Records

FDIC 30-64-0028 Office of the Chairman Correspondence Records

FDIC 30-64-0029 Congressional Correspondence Records

FDIC 30-64-0030 LegisJ.ative Information Tracking System Records

FDIC. 30-64-0031 Online Ordering Request Records

FDIC 30-64-0032 (Reserved)

FDIC 30-64-0033 Emergency Notification Records

FDIC 30-64-0034 O~fxce of Inspector General Inquiry Records

FDIC 30-64-0035 Identity, Credential and Access Management Records

FDIC-30-64-0001
SYSTEM N11ME: Honors Attorney Applicant Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Legal Division, FDIC, 550 17th Street, NW, Washington, DC 20429;

and Atlanta Regional Office, FDIC, 10 Tenth Street, Suite 800, Atlanta, Georgia 30309.

CATEGORIES OF ]NDIVIDU.ALS COVERED BY THE SYSTEM:.Applicants for the

position of honors attorney v,Tith the Legal Division of the FDIC.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains correspondence from the

applicants and individuals whose names were provided by the applicants as references;

applicants' resumes; application forms; and in some instances, comments of individuals who

interviewed applicants; documents reJ.ating to an applicant's suitability or eligibility; writing

samples; and~copies of academic transcripts and class ranking.

AUTHORITY FOR MAINTEIOTTANCE OF THE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819).

PURPOSE: The information in this sgstem is used to evaluate the qualifications of individuals

who apply for honors attorney positions in the Legal Division.

ROUTYNE USES OF RECORDS MAINTAINED 1N THE ~Y~TEM, INCLUDING

CATEGORIES OF USERS AND THE PITRPOSES OF SUCH USES: 7n addition to those

disclosures ge~.erally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all ox a portion of the



records or information confiained i~ this system may be disclosed outside the FDIC .as a xoutina

use as follows:
(1) To appropriate Fedexal, State, and local authorities responsible for investigating ox

prosecuting a violation of, ox for enforcing or implementing a statute, ~-~tle, regulation, or

order issued, when the information indicates a violation o:r potential violation of later,

whether civil, criminal, or regulatory in natuxe, and whether arisi~.g by general statute or

particular pxogram statute, or by regulation, rule, ox oxder issued pursuant thereto;

(2) , To a court, magistrate, or other admirust~ative body in the course of pxesenting evidence,

including disclosures to counsel or witnesses in the course of civil cliscovexy, litigation,

or settlement negotiations ox in connection with criminal proceedings, when the FDIC is

a pax-ty to the proceeding or has a significant interest in the proceeding, to the extent that

the information is determined to be xelevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the recoxd;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

or con~il7ned that the security or co~identiality of in£orn~atzon in the system has been

compromised; (b) there is a risk of harm -to economic or property intexests, identity theft

or fraud, ox harm to the security ox integrity of this system or othex systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such

agencies, entities, and persons who are reasonably necessary to assist in effox-~s to

xespond to the suspected or confirmed compromise and prevent, minimize, ox remedy

such harm;
(5) To appropriate Federal, State, and local authorities in connection with hiring ox xetaining

an individual, conducting a background security or suitability investigation, adjudication

of liability, ox eligibility for a license, contract, grant, oar other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other paz-tzes

zesponsible for processing any personnel action's or conducting administrative hearings or

corrective actions or grievances ox appeals, ox if needed in the performance of other

authorized duties;

(7) To appxopriate Fedexal agencies and other public authorities for use in xecords

management inspections;

(8) To contractors, grantees, volunteers, and others pexforrn_ixlg or worl~ing on a confract,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector

General, or the Federal Government for use an carzying out their obligations under such

contract, grant, agreement or project;

(9) To officials of a labor organization when relevant and necessary to their duties of

exclusive representation conce~nin.g ~erso~anel policies, practices, and ~nat~ers affecting

working conditions; and

(10) To individuals ox concerns whose names were supplied by the applicant as references

and/or past or present employers in requesting information about the applicant.

POLICIES AND PRACTICES FOR. ~TORTI~IG, RETRIEVII~tG, ACCES~TNG,

RETAINING, AND DI~PO~I1eTG OF RECORDS II~t THE SYSTEM:

storage: Records are stored in electrobic media and in paper format within. individual

file folders.
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Retrievability: Records are retrieved by name. Records of unsuccessful applicants are

indexed first by job position category and year and then byname.

Safeguards: Electronic records are password-protected and accessible only by

authorized personnel. Paper recoxds acre maintained in lockable metal file cabinets

accessible only to authorized personnel. Some paper records may be maintained isz a

locked room accessible only to authorized personnel during a mite initial review period.

Retention and Disposal: Records of unsuccessful applicants are retained two yea7's after

their submission; records of successful applicants become a part of the Personnel Records

system of records (FDIC 30-64-0015) arzd are retained two years after the applicant

leaves the ,employ of the FDIC.

SYSTEM MAl~TAGER(~) .AND ADDRESS: Assistant General Counsel, Open Bank Regional

AfFairs Section, Legal Division, FDIC, 550 17th S~teet, NW, Washington, DC 20429.

l~tOTIFICA.TION PROCEDTIRE: ~dividuals wishing to determine i~they axe named in this

system of records or who are seeping access or amendment to records maintained in this system

of records must submit their request in wrzt-~ng -~o the Legal. Division, FOIA &Privacy Act

Group, FDIC, 550 17th Street, NW, Washington, DC 20429; in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

adcXress and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system should specify the

information being contested, the reasons for contesting it, and the proposed amendment to such

information in. accordatice with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: The infozn~ation is obtained from -Ehe applicants;

references supplied by the applicants; current and/or foxmex employers of the applicants; and

FDIC employees who interviewed the applicants.

EXEMPTIONS CLAIlVIED FOR THE SYSTEM: Puxsuanf to 12 CFR Part 310.13(b),

investigatory material compiled solely for the purpose of determining suitability, eligibility, ox

qualifications for FDIC employment may be withheld from disclosure to the extent that

disclosure of such xnatexial would reveal the identity of a source -who fi.~rnished information to

the FDIC under an express promise of confidentiality.

FDIC-30-64-0002
SYSTEM IVAlVIE: Financial Institution Investigative and Enforcement Records.

SECURITY CLAS~IFICATIOI~T: Unclassified but sensitive.

~Y~TEM LOCATION: Division of Ris1~ Managemen-t Supervision, FDIC, 550 17th S~-eet,

NW, Washington, DC 20429.

CATEGORIES OF II~IDIVIDUALS COVIERED BY TIDE SYSTEM:



(1) Individuals who participate or have participated in the conduct o~ or who are ox were

connected with financial institutions, such as directors, off~icexs, employees, and customers, and

who have been ~.amed in suspicious activity reports or administrative enforcement orders or

agreements. Financial institutions include banl~s, savings and loan associations, credit unions,

other similar institutions, andtheir- affiliates whether or not federally insured and whether or not

established or proposed.

(2) Individuals, such as directors, officers, employees, controlling shareholders, or persons who

are the subject of background checks designed to uncover criminal activities beating on the

individual's fitness to be a director, officer, employee, or controlling shareholder.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains interagency or infra-agency

correspondence ox memoranda; criminal referral reports; suspicious activity reports; newspaper

clippings; Federal, State, or Ioca1 criminal law enforcement agency investigatory reports,

indictments andlor arrest and conviction information; and administrative enforcement orders or

agreements. Note: Certain records contained in this system (principally criminal investigation

reports prepared by the Federal Bureau of Investigation, Secret Servitce, and other federal lave

enforcement agencies) are the property of federal law enforcement agencies. Upon receipt of a

request fox such records, the FDIC will notify the proprietary agency of the request and seek

guidance with respect to disposition. The FDIC may forward the request to that agency for

processing in accordance with that agency's regulations.

AITTHORITY FOR MAINTENANCE OF THE SYSTEM: Sections 5, 6, 7, 8, 9, 18, and 19

of the Federal. Deposit Insurance Act (12 U.S.C. 1815, 1816, 1817, 1818, 1819, 1828, 1829).

PURPOSE: The information. is maintained to support the FDIC's regulatory and supervisory

functions by providing a centralized system.of i_nfoz7nation (1) for conducting and documenting

investigations by the FDIC ox other financial supervisory or law enforcement agencies regarding

conduct within. financial institutions by directors, officers, employees, and customers, which may

result in the filing of suspicious activity reports or criminal referrals, referrals to the FDIC Office

of the Inspector General, or the initiation of administrative enforcement actions; and (2) to

identify whether an individual is fit to serve as a financial institution director, officer, empJ.oyee

or controlling shareholder.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING

CATEGORIES OF USERS AN:D THE PURPOSES OF SUCH USES: In addition to those

disclosures generally pe~7ni~tted under 5 U.S.C. 552a(b) of the Privacy Act, all ox a poz-tion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating ox

prosecuting a violation of, or for enforcing ox implementing a statute, rule, regulation, ox

order issued, when the infozmation indicates a violation or potential violation of law,

whether civil, criminal, ox regulatory in nature, and whether arising by general statute or

particular program statute, ox by regulation, rule, or order issued plarsuant thereto;
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(2) To a court, magistrate, or other adm~nistratz-ve body an the course of presenting evidence,

including disclosures to counsel or witnesses in the course of civil dascovety, litigation,

or settlement negotiations or in connection with criminal proceedings, when the FDIC is

a party to the proceeding or has a significant interest in the proceeding, to the extent that

the information is determined to be relevant and necessary;
(3) To a congressional of~tce in response to an. inquiry made by the congressional office at

the request of the individual tivho is the subject of the record;

(4) To appropriate Federal, State, local authorities, anc~ other entities when (a) it is suspected

or con~Ct7.ned that tha seczarity or con~tdentiality of information in the s~stern has been

compromised; (b) there is a risk of ha~7n to economic ox properly interests, identity theft

o~ fraud, or harm to the security or integrity of this system ox other systems or programs

that rely upon the compromised information; and (c) the disc~osut'e is made fo such

agencies, entities, and persons vvho are reasonably necessary to assist in efforts to

respond to the suspected or con~med compzomise and prevent, aninirruze, or remedy

such harm.;
(5) To appropriate Federal, State, and local authorities in connection with hiring ox retaining

an individual, conducting a background security ox suitability investigation, adjudication

of liability, or eligibility for a license, contract, grant, or other benefit;

(6) To appropriate Federal, State, and local authoxiti.es, agencies, arbitrators, anc~ other parties

responsible for processing any personnel actions or conducting adn~_it~istrative hearings ox

corrective actions or grievances ox appeals, or if needed in the performance of other

authorized duties;
(7) To approp~7ate Federal agencies and other public authorities for use in records

management inspections;
(8) To contractors, grantees, volunteers, and others performiYzg or worl~ing on a contzact,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector

General, ox the Fede~tal Government for use in carrying out their obligations under such

contract, grant, agreement or project;
(9) To officials of a labor organization when relevant and necessaay to their duties of

exclusive representation concerning personnel policies, practices, and matters affecting

Working conditions;
(10) To a financial institution affected by enforcement activities or reported criminal

activities;
(11) To the Internal Revenue Service and appropriate State and J.oca1 taxing authorities;

(12) To other Federal, State ox foreign financial institutions supervisory or regulatorq

authorities; and
(13) To the Department of the Treasury, federal debt collection centers, other appropriate

federal agencies, and private collection contractors ox other third Parties authorized by

lativ, fox the piupose of collecting or assisting in the collection of delinquent debts owed

to the FDIC. Disclosure of information contained in these records will be limited to fihe

individual's name, Social Security number, and other information necessary to establish

the identity of the individual, and the existence, validity, amount, status and history of the

debt.

DI~CLO~URE TO CONSUMER REPORT7I~TG AGENCIES: Pursuant to 5 U.S.C.

552a(b)(12), disclosures may be made from this system to consumer reporting agencies as
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defined in the Fair Cxedit Reporting Act (l.5 U.S.C. 1681a(fl) or the Fedexal Claims Collection

Act of 1966 (31 U.S.C. 3701(a)(3)).

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSIl\IG,

RETAINII~TG, .AI D I)ISPO~Il~G OF RECORDS III THE SYSTEM:

Storage: Records are stoxed in. electronic media and in paper format-within individual

file folders.
Retrievability; Records are indexed and retrieved by name of the individual.

safeguards: Electronic files ~'e password protected a-nd accessible only by authorized

persons. File folders are maintained in lockable metal file cabinets.

Retention and Disposal: These records will be maintained until they become inactive, at

vahich time they will be retired or destroyed in accordance with FDIC Records Retention

Schedules and the National Archives and Records Admiilistra-tion. Disposal is by

shredding ox other appropriate disposal methods.

SYSTEM M~.N~AGEI2S AND ADDRESS: Directox, Division of Risk Management

Supervision, FDIC, 550 17th Stxeet, NW, Washington, DC 20429.

NOTIFICATIOIet PROCEDURE: Individuals wishing to determine if they are named in this

system of records or who ara seeking access or amendment to ~ecoxds maintained in this s3~stem

of records must submit their request in writing to the Legal Division, FOIA &Privacy Act

Group, FDIC, 550 17th Sheet, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Tndivzduals

'wishing to contest or amend information maintained in this system should specify the

information being contested, the reasons for contest7ng it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: Financial institutions; £financial institution supervisory

ox regulatory authorities; ne~vaspapers or other public records; witnesses; current or former FDIC

employees; cximinallaw enforcement and prosecuting authorities.

EXEMPTIONS CLEIIMED FOR THE SYSTEM: Portions of the records in this system of

records ~vexe compiled for law enfoxce~nent purposes and are exempt from disclosure under 12

CFR Part 310.13 and 5 U.S.C. 552a(k)(2). Federal criminallativ enforcement investigatory

reports maintained as pant of this system may be the subject of exemptions imposed by ~e

originating agency pursuant to 5 U.S.C. 552a(j)(2).

FDIC-30-64-0003
~Y~TEM NAME: Administrative and Personnel Action Records.



SECURITY CLA~SIFICATIOI~t: Unclassified bnt sensitive.

SYSTEM LOCATION: Legal Division, Executive Secretary Section, FDIC, 550 17th Street,

NW, Washington, DC 20429.

CATEGORIES OF ~NDIVIDUAL~ COVERED BY THE ~Y~TEM: Irzdivzduals who have

been the subject of administrative enforcement actions or othex personnel actions by the FDIC

Boaxd of Diractoxs or by standing comtnit~ees of the FDIC and individuals who have been the

subject of admi~i.st~ative actions by FDIC officials under delegated authority.

CATEGORIES OF RECORDS IN THE SYSTEM: Minutes of the meetings of the FDIC

Board of Directors or standing committees and orders of the Board of Directors, standing

committees, or other officials as well as annotations of entries into the minutes and orders.

AUTHORITY FOR MAII~TEl~tANCE OF THE SYSTEM: Sections 8, 9, and 19 of the

Federal Deposit Insurance Act (X2 U.S.C. 1818, 1819, 1829).

PURPOSE: The system is maintained to record the administrative and personnel actions tal~en

by the FDIC Board of Directors, standing committees, ox other officials.

ROUTINE USES OF RECORDS Mr-~INTAINED IN THE SYSTEM, INCLUDING

CATEGORIES OF USERS .AND THE PURPOSES OF SUCH USES: In addition to those

`~ disclosures generally permitted wider 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the

records or information contained in this system may be disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible fox investigating ~or

prosecuting a violation of, or fox enforcing or implementi~g'a statute, ru1o, regulation, ox

order issued, when the information. indicates a violation or potential violation of law,

whether civil, cr~lni_na1, or regulatory in nature, and ~vhethex arising by general statute ox

particular program statute, ox by regulation, rule, or ordex issued pursuant thereto;

(2) To a court, magistrate, or other administrative body in the course of presenting evidence,

including disclosures to counsel ox witnesses in -the coturse of civil discovery, litigation,

or settlement negotiations or in connection with criminal proceedings, when the FDIC is

a party to the proceeding or has a significant interest in the proceeding, to the extent that

the inforn~at~on is deterl~illed to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

ox confirmed that the security or confzdentiality of information in the system has been

compromised; (b) there is a risk of harm to economic or property interests, identity theft

ox fiaud, ox harm to the security or integrity of this system or other systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such

agencies, entities, and persons who are reasonably ~ecessaxy to assist in efforts to

xespond to the suspected or confzrxned compromise and pxevent, mile l~nize, or remedy

such harm;
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(S) To appropriate Federal, State, and local authorities in. connection with hiring or retaining

an inclividual, conducting a background security ox suitability investigation, adjudication

of liability, or eligibility for a license, contract, grant, or othex benefit;

(6) To appropriate Fedezal, Sfate, and J.ocal authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions or conducting adrnii~istrative hearings or

corrective actions ox grievances ox appeals, or if needed in the performance of other

authorized duties;
(7) To appropziate Federal agencies and other public authorities fox use in. records

management inspections;
(8) To contractors, grantees, volunteers, and others performing or working on a contract,

sexvice, grant, cooperative agreement, or project for the FDIC, the Office of Inspector

Genexal, or the Fedezal Government fox use in carrying out them obligations under such

contxact, grant, agreement or pzoject;
(9) To officials of a labor organization when xelevant and necessary to their duties of

exclusive representation concerning personnel policies, practices, and matters affecting

vaorl~ing conditions; and
(10) To the U.S. Office of Persoxin.el Management, General Accounting Office, the Office of

Government Ethics, the Merzt Systems Protection Board, the Office of Special Counsel,

the Equal Employment Opportunity Commission, or the Federal Labor Relations

Authority or its General Counsel of records ox poxtzons thereof determined to be relevant

and necessary to carrying out their authorized functions, including but not 1zmited to a

request made in connection with the Uiring or retention of an employee, the issuance of a

security clearance, the reporting of an investigation of an employee, the letting of a

contract or issuance of a grant, license, or other benefit by the requesting agency, but only

to the extent that the information disclosed is necessary and relevant to the requesting

agency's decision on the matter.

POLICIES AND PRACTICES FOR STORIlaTG, RETRIEVING, ACCESSING,

RETAINING, A.ND DISPOSING OF RECORDS JCN TF1E SYSTEM:

Storage: Records are stored in electronic media, microfilm, and paper format within

individual file folders, minute book ledgers and index cards.
Retrievability:. Records are indeed and retrieved by name.

Safeguards: Electronic files axe password protected and accessible only by authorized

personnel.. Paper format, index cards, and minute book ledgexs are stored in lockable

metal file cabinets or vault accessible only by authorized personnel. A security copy of

certain microfilmed portions of the records is retained at another location.

Retention and Di~posai: Perxnaa~ent.

SYSTEM lYI~NAGER(S) ~.ND ADDRESS: Legal Division, Executive Secretary.Section,

FDIC, 550 17th Street, NW, Washington, DC 20429.

I~OTIFICATI01\T PROCEDiJRE: Individuals wishing to determine if they are named in this

system of records or who are seeking access or amendment to records maintained in -this system

of xeco~rds must submit their request in writing to the Legal Division, FOTA &Privacy Act

Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC
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regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCE~~ PROCEDURE: See "Notification Procedure" above.

COl~TESTII~tG RECORl~ PROCEDURE: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained zn this system should specify the

infoz~nation being contested, the reasons fox contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Paa-t 310.

RECORD SOiTRCE CATEGORIES: Intra-agency records.

EXEMPTIONS CLAIMED FOIa THE SYSTEM: None.

k+'DIC-30-64-0004
SYSTEM DAME: Changes in Financial Institution Confrol Ownership Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Risl~ Management Supervision, FDIC, 550 17th Street,

NW, Washington, DC 20429.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

(1) Individuals who acquired or disposed of voting stock in an FDIC-insured financial institution

resulting in a change of financial institution control or ownership; and

(2) Individuals who filed or are included as a member of a group listed in a "Notice of

Acquisition of Control" o~ an FDIGinsured financial institution. Note: The information is

maintained only for the period 1989 to 1995. Commencing in 1996 the records were no longer

collected nor maintained on an individual name or personal identifier basis and aie not

ret~zevable by individual name ox personal identifier. Beginning in 1996, information concerning

changes in financial institution control is collected and maintained based upon the name of the

FDIC-insured financial institution or specialized number assigned to the FDIC-insured financial

institution.

CATEGORIES OF RECORDS Il~t THE SYSTEM: Records include the name of proposed

acquirer; statement of assets and liabilities of acquirer; statement of income and sources of

income for each acquirer; statement of liabilities for each acquirer; name and location of the

financial institution; number of shares to be acquired anal outstanding; date "Change in Control

Notice" or "Notice of Acquisition of Control" was filed; name and location of the newspaper in

which the notice was published and date of publication. For consummated transactions, names

of sellers/transferors; names of purchasers/transferees and nuxnbex of shares otivned after

transaction; date of transaction on institution's books, number of shares acquired and
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outstanding. If stocl~ of a holding company is involved, the name and location of the holding

company and the institutions) it controls.

AU'T'HORITY FOR M~.TIatTEI~TA.I~CE OF THE SY~TEIVX: Section 7(j) of the Federal

Deposit Insurance Act (12 U.S.C. 1817(j)).

PURPOSE: The system maintains information on individuals involved in changes of contxol of

FDIC-insured uncial institutions for the pexiod 1989 to 1995 and is used to suppo~.-t the FDIC's

regulatory aid supervisory functions.

ROUTINE USES OF RECORDS MAINTAINED 1N THE SYSTEM, INCLUDII~IG

CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES: In addition to those

disclosures generally permitted under S U.S.C. 552a(b) of the Privacy Act, all or a portion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To a~pxopriate Federal, State, and local authorities responsible for investigating ox

prosecuting a violation of, or for enforcing or implementing a statute, rule, regulation, ox

order issued, when the information indicates a violation or potential violation of law,

whether czvil, criminal, or regulatory in nature, and whether arising by general statute ox

particular program statute, ox by regulation, x-ule, or order issued pursuant thereto;

(2) To a court, magistrate, or other administrative body in the co~.use of presenting evidence,

including disclosures to counsel or witnesses in the course of civil discovery, litigation,

or settlement negotiations or in connection with criminal proceedings, when the FDIC is

' a party to the proceeding or has a significant interest in the proceeding, to the extent that

the information is determined to be relevant and necessary;
(3) To a congressional office in response to an inquiry made by the congressional office at

the request of -the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, anal other entities when (a) it is suspected

ox confirmed that the seclarity ox confidentiality of information in the system has been

compromised; (b) there is a risk of harm to economic or property interests, identity theft

or fraud, or harm to the security or integrity of this system or other systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such

agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected o~ confirmed compromise and prevent, minimize, or remedy

such harm;
(S) To appropriate Federal, State, and local authorities in connection with hiring or retaini~.g

an individual, conducting a background security ox suitability investigation, adjudication

of liability, ox eligibility fox a license, contract, grant, ox other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible fox processing any personnel actions or conducting ad1~~lzistrative hearings or

corrective actions or grievances or appeals, or if needed in the performance of other

auEhorized duties;
(7) To appropriate Federal agencies and other public authorities for use in records

management inspections;
1 (8) To contactors, grantees, volunteers, and others perform_i_~g or working on. a contract,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector
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Genexal, or the Federal Government for use in carrying out their obligations under such'
contract, grant, agreement ox project;

(9) To officials of a labox organization when relevant and necessary to their duties of
exclusive repxesentation concezning personnel policies, practices, and matters affecting
working conditions; and

(10) To other Fedexal or State financial institution supervisory authorities.

POLICXES .A.I~I) PRA.CTICE~ FOR STORII~TG, R.ETRIEVII~tG, ACCE~~II~tG,
RETAII~III~G, r~ND DISPOSING OF RECOI~IDS ][IeT THE SYSTEM:

storage: Recoxds are stoxed in electronic media and in paper format tivithin indzvidual
file folders.
Retrievability: Records for the pexiod 1989 to 1995 ate indexed and retrieved by name

of the individual.
Safeguards: Electronic files are password protected ar~d accessible only by authorized
persons. File folders are maintained in lockable metal file cabinets.
Retention and Disposal: These records will be maintained until they become inactive, at

which time they will be xetued or desi~-oyed in accordance with FDIC Records Retention

Schedules and the National Archives and Recoxds Administration. Disposal is by
shredding or other appropriate disposal methoc~s.

SYSTEM MANAGERS) AND ADDRESS: Director, Division of Risk Management

Supervision, FDIC, 550 17th Street, NW, Washington, DC 20429.

NOTIFICATION PROCEDURE: Tndi~duals wishing to deternvue if they are named in this

system of records ox who are seeking access or amendment to xecords maintained in this system

of ~ecoxds must submit them request in w~'i~ing to the Legal. Division, FOTA & Pxivacy Act

Group, FDIC, 550 17th Stxeet, NW, Washington, DC 20429, in accordance with FDIC
regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

RECORD ~.CCE~S PROCEDITRES: See "Notification Procedure" above.

COI~tTESTII~G RECORD PROCEDCJRES: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system should specify the

information being contested, the reasons for contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Pax-t 3 J. 0.

RECORD SOURCE CATEGORIES: Persons tivho acquired control of an FDIC-insured

financial institution; the insured financial institution or holding company in yvhich control

changed; filed "Change in Control Notice" form and "Notice of Acquzsition of Control" form

during the period 1989 to 1995; federal and state financial institution supeivisoxy authorities.

EXEMPTIOl~t~ CLAIMED FOR THE SYSTEM: No~.e.
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FDIC-30-64-0005
~Y~7CElVI l~TAM~: Consumez Complaint and Inquiry Recoxds.

SECURITY CLA~SII~'ICATIOI~: Unclassified but sensitive.

SY~TEIVI IGOCATJfOl~t: Division of Depositor and Consumer Protection, FDIC, SSO 17th
Street, NW, Washington, DC 20429, and FDIC regional offices for complaints or inquiries
originating within or involving an FDIC-insured depository institution located in an FDIC
region. (See Appendix A fox a list of the FDIC regional offices anal their addresses.)

CATEGORIES OF IlYDIVIDUAYLS COVERE]) BY TIDE ~XSTEM: Individuals who have
submitted complaints or inquiries concerning activities or practices of FDIC-ins~uxed depository
institutions.

CATEGORIE,~ OF RECORDS IIeT THE SYSTEM: This system contains correspondence and
records of other communications between the FDIC and the indzvidual submitting a complaint or
mal~ing an inquiry, including copies of supporting documents and contact information supplied
by the individual. This system may also contain regulatory and supervisory communications
between the FDIC and the FDIC-insured depository institution in question andlor intra-agency or
inter-agency memoxat~da or correspondence relevant to the complaint ox inquiry.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit
Insurance Act (12 U.S.C. 1$19) and Section 202(fl of Title II of the Federal Trade Improvement
Act (15 U.S.C. 57a(~).

PURPOSE: The system maintains coz~'espondence from individuals regarding complaints ox
inquiries concerning activities or practices of FDIC-insured depository ixastitutions. The
infozmation is used to identify concerns of individuals, to manage correspondence received from.
individuals and to accurately xespond to complaints, inquiries, and concerns expressed by
individuals. The information in this system supports the FDIC regulatory and supervisory
functions.

ROUTINE USES OF RECORDS MAINTATI~TEI) IImT THE ~'YSTEM, INCLUDING
CATEGORIES O]F' USERS AND TFIE PURPOSES OF ~UC]EI USES: In addition to f.~ose
disclos~,ues generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, alI or a portion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine

usa as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating or

prosecuting a violation of, or fox enforcing ox implementing a statute, rule, regulation, or

oxder issued, when the information indicates a violation ox potential violation of lativ,
whether civil, criminal, ox regulatory in nature, and whether arising by general statute or

paa-~icular program statute, or by regulation, rule, or order issued pursuant thereto;
(2) To a court, magistrate, or other administrative body in the course of presenting evidence,

including disclosures to counsel or witnesses in the course of civil discovery, litigation,
~.! or settlement negotiations or in connection with cximinal proceedings, when the FDIC is~,
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a pax-ty to the pzoceeding or has a significant interest in the proceeding, to the extent that

the infoxmat~on is determined to be relevant and necessary;
(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual ~vho is the subject of the record;
(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

or confirmed that the security or confidentiality of information in the system has been

compromised; (b) -there is a risk of harm to economic ox property interests, identity theft

or fraud, or harm to the security or integrity of this system or other systems ox pxograms

that rely upon the compromised znfozrnation; and (c) the disclosuxe is made to such

agencies, entities, and persons who aie reasonably necessary to assist in effox-ts -to

respond to the suspected or confirmed compromise and prevent, minimize, or remedy

such. harm;
(5) To appropriate Federal, State, and local authorities in connection with hiring or retaining

an individual, conducting a background secuxxty ox suitability investigation, adjudication

of liability, or eligibzli~ty for a Iicense, contract, grant, or other benefit;

(6) To app~opziate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions or conducting aclu~inistrative hearings ox

corrective actions or grievances or appeals, or if needed in the performance of other

authorized duties;
(7) To appropriate Federal agencies and other public authorities for use in records

management inspections;
(8) To confxactors, grantees, volunteers, and others performing or working on a contact,

service, grant, cooperative agreement, or project fox• the FDIC, the Office~of Inspector

General, or the Federal Government for use.in carrying out their obligations under such

contract, grant, agreement or proj ect;

(9) To officials of a labor organization when relevant and necessary to their duties of
exclusive representation concerning personnel policies, practices, and matters affecting

~voxking conditions;
(10) To the insured depository institution which is the subject of the complaint or inquiry

when necessary to investigate or resolve the complaint or inquiry;

(11) To authorized third-party sources during the course of the investigation in order to

resolve the complaint or inquiry. Information that maybe disclosed under this routine use

is limited to the name of the complainant or inquirer an:d the nature of the complaint or

inquiry and such additional information necessary to investigate the complaint ox inquiry;

and
(12) To the Federal oz State supervisory/regulatory authority that has clirect supervision over

the insured depository institution that is the subject of the complaint ox inquiry.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESS~tG,
AETA_II~IING, ~1ND DISPOSING OF RECORD, Il~T THE ~Y~TEIVI:

Storage: Records axe stored in electronic media.
Retrievability: Elecfironic media is indexed and retrieved by unique identification

number which maybe cross referenced to the name of complainant ox inquirer.

~afe~uards: Electronic files are password protected and accessible only by authorized

personnel.
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Retention and Disposal: These xecords wi11 be maixltained until they become inactive, at

vahich time they will be xetired or destroyed in accordance with FDIC Records Retention

Schedules and the National Archives and Records Acimil~i.stration. Dzsposal is by

shredding or other appropriate disposal methods.

SX~TEIi~ IV1Al~]~AGER(S) ~D ADDRESS: Associate Director, Division of Depositor aid

Consumex Pxotection ,FDIC, 550 17th Street, NW, Washington, DC 20429, ox the Regional

Director, Division of Supervision and Consumer Protection for records maintained in FDIC

regional offices (See A~~pendix A for the location of FDIC Regional Offices).

liTOTIFICA.TION PROCEDURE: Individuals wishing to determine if they are named in this

system of records ox tivho are seel~ing access or amendment to records maintained in this system

of recoxds must submit their request in writing to the Legal Division, FOIA & Pxivacy Act

Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance 'with FDIC

regulations at 12 CFR Pa7.-~ 310. Individuals requesting their records must provide ~liair name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notifica~zon Procedure" above. Individuals

wishing to contest or amend infoxmation maintained in this system should specify the

information being contested, the reasons for contesting it, and the pxoposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: The information is obtained from the individual on

whom the record is maintained; FDIC-insured depository institutions that are the subject of the

co~pJ.aint; the appropriate agency, whether Federal ox State, tivith supervisory authority over the

institution; congressional offices that may initiate the inquiry; and othex parties providing

infortnatzon to the FDIC in an attempt to resolve the complaint or inquiry.

EXEMPTIOIrTS CLAIMED FOR THE SY~TEIVI: None.

FDIC-30-64-0006
SYSTEM NAll~: Employee Confidential Financial Disclosure Records.

SECURITY CLAS~IFICATIOI~t: Unclassified but sensitive.

SYSTEM[ LOCATIOI~T: Records are Located in component divisions, offices and regional

offices to which individuals covered by the system are assigned. Duplicate copies of the records

are located in the Legal Division, Executive Secretary Section, Ethics Unit, FDIC, 550 17th

Street, NW, Washington, DC 20429. (See A~pendi~ A for a list of the FDIC regional offices

and their addresses).

CATEGO~IE~ OF 1NDIVIDU.ALS COVERED BY THE SYSTEM[: Current and foi~rner

officers and employees, prospective employees, and special government employees.
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CATEG012IE~ OF RECORDS III THE ~X~TEM: Contains statements of personal and

family financial holclings and other interests in buszness enterpxises and real pro~ex ty;listings of

creditors and outside employment; opinions ar~d determinations of ethics counselors; information.

related to conflict of interest determinations; relevant personnel information and ethics training

records; and information contained on the following forms:

(1) Confidential Financial Disclosure Report--contains lzsting of personal and family investment

holdings, interests in business enterprises and zeal property, creditors, and outside employment

fox covered employees.

(2) Confzdential RepoY-~ ofIndebtedness--contains information on extensions of credit to

employees, including loans and credit cards, by FDIC-insured depository institutions or their

subsidiaries; may also contain memoranda and correspondence relating to requests fox approval

of certain loans extended by i~suxed financial institutions ox subsidiaries thereof.

(3) Confidential Report of Interest in FDIC-Insured Depository Institution Securities--contains a

brief description of an employee's direct or inclixect interest in the securities of an FDIC-insured

depository institution or affiliate, including a depositozy institution holding company, and the

date and rx~a-nner of acquisition or divestit~.ra; a brief description of an employee's direct or

indirect continuing financial interest through a pension ar retirement plan, trust or other

arrangement, including arrangements resulting front any cut~ent or prior employment or business

association, with any FDIC-insured depository institution, affiliate, or depository institution

holding company; and a certification acknowledging that the employee has read and understands

the rules governing the ownership of securities in FDIC-insured depository institutions.

(4) Employee Certification and Acknowledgment of Standards of Conduct Regulation--contains

employea's cez~tificatiton and acknowledgment that he ox she has received a copy of the Standards

of Ethical Conduct for Employees of the FDIC.

(5)~ Public Financial Disclosure Form--contains a description of an employee's personal and

family investment holdings, including interests in business enterprises ox real property, non-

investment income, creditors, former or future employer information, outside positions, and

other affiliations for political appointees.

AUTHORITY FOR 1V~AIl\TTEI~TAletCE OF THE SYSTEM: Ethics in Government Act of

1978 (5 U.S.C. 7301 and App.); Section 9 a~td 12(fl of the Federal. Deposit Insuzance Act (12

U.S.C. 1819(a), 18220); 26 U.S.C. 1043; Executive Orc~ex Nos. 12674 (as modified by 12731),

12565, and 11222; 5 CFR Part 2634, 263 5, and 3201.

PTJRPO~E: The records are maintained to assure compliance with the standards of conduct fox

Government employees contained in the Executive Orders, Federal Statutes arzd FDIC

regulations and to deter~lzii~.e if a conflict of interest exists between employment of inclividuals by

the FDIC and their personal employment and financial interests.
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ROU'I'~E U~E~ OF 1~ECORDS 1V~A~TAiI~tJEi~ 11~ THE ~Y~TEM, II~TCLYTDIl~tG
CATEGORIES OF USERS AND THE PUI~PO~ES OF SUCH U~E~: In addition to those
disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, a11. or a portion of the
records or infoz~nation contai~.ed in this system maybe disclosed outside the FDIC as a routine
use as follows:
(1) To appropriate Fedexal, State, and local authorities responsible for znvestigatzng or

prosecuting a violation of, or for ex~foxcing or implementing a statute, z~ule, regulation, or
order issued, when the information indicates a violation or potential violation of law,
whether civil, criminal, or regulatory in nature, and whethex arising by general statute ox
particular program statute, or by regulation, rule, or oxder issued pursuant thexeto;

(2) To a court, magistrate, or other administrative body in the coiuse of presenting evidence,
including disclosw~es to counsel or witnesses in the course of civil discovery, litigation,
ox settlement negotiations ox in connection with criminal proceedings, when the FDIC zs
a party to the proceeding or has a significant interest in the proceeding, to the extent f at
the information is deteiinined to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at
the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities tivhen (a) it is suspected
or confi_rzned that the security or confidentiality of infoxxnation in the system has been
compxomised; (b) there is a risk of harm to economic ox pxoperty interests, identity theft
or fraud, or harm to the security or integrity of this system or other systems or programs
that rely upon the compromised information; aid (c) the clisclosure is made to such
agencies, entities, and persons who are reasonably necessary to assist in efforts to
respond to the suspected or confa~med compromise and prevent, minimize, ox remedy
such harm;

(5) To appropriate Federal, State, and local authorities in connection with hiring or retail~lg
an individual, conducting a bacicground security or suitability investigation, adjudication
of liability, or eligibility for a license, contact, grant, or other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other paa-tzes
responsible fox processing any personnel actions or conducting administrative hearings or
corrective actions or grievances or appeals, or if needed in the perfozman.ce of other
authorized duties;

(7) To appropriate Federal agencies and other public authorities for use in. records
management inspections; and

(8) To cont~actoxs, grantees, volunteers, and others performing or working on a contract,
service, grant, cooperative agreement, o~ project fox the FDIC, the Office of Inspector
General, or the Federal Government for use in carrying out their obligations under such
contract, grant, agreement ox project.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCE~~II~G,
RETr11NING, AI~1D AISPOSIl~TG OF RECORDS 1N THE SYSTEM:

Storage: Records are stored in electronic media and in paper format within individual
ale folders.
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retrievability: Records are indeed and re~tieved by name of individual. Electronic
media and paper foz7nat do not index the names of prospective employees who are not
selected fox employment.
Safeguards: Electronic files are password protected and accessible only by authorized
personnel. Papex format copies are maintained zn lockable file cabinets.
Retention and Disposal: Records concerning prospective employees who axe not
selected for employment are retained fox one year ar~d then destroyed, except that
documents needed in an ongoing investigation will be retained until no longer needed in
the investigation. All other records are retained fox six years and then destroyed. Entries
maintained in electronic rxzedia are deleted, except that papex format docuna.ents and
electronic media envies needed in an ongoing investigation will be retained until no
longer needed fox the investigation. Disposal is by shredding or other appropriate
disposal me~iods.

SYSTEM MANAGERS) Al~TD ADDRESS: Etl~r.cs Program Managex, Executive Secretary
Section, Legal Division, FDIC, 550 17th Street, NW, Washington, DC 20429.

NOTII'ICATION PROCEDURE: Individuals wishing to determine if they are named in this
system of records ox ~vvho are seeking access or amendment to xecords maintained in this system.
of records must submit their request in writing to the Legal Division, FOIA & Pxivacy Act
Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC
regulations at 12 CFR Part 310. Individuals requesting their records must provide theix name,
address and a notar.7zed statement attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Noti£zcatzon Procedure" above. Individuals
vvzshing to contest or amend information maintained in this system should specify the
info~txnation being contested, the reasons for contesting it, and the proposed amendment to such
information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: The information is obtained from the individual or a
pexson or entity designated by the inclividual; FDIC employees designated as Ethics Counselors '

ox Deputy Ethics Counselors; FDIC automated personnel records system; and other employees or
individuals to whom the FDIC has provided information in connection with evaluating tl~e
records maintained.

EAEMPTIONS CLAiNJfED FOR THE SYSTEIV~: ~ None.

FDIC-30-64-000'
SYSTEM I\TAME: FDIC Leaini~l~ and Development Records.

SECURITY CLASSIFICATION: Unclassi~i.ed but sensitive.
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SYSTEM[ 7C,OCA`~IOl~T: FDIC Coaporate University, 3501 Fairfax Drive, Arlington, VA
22226, and FDIC Office of Tn~pectox General, 3501 Fairfax Drive, Arlington, VA. 22226.

CATEGORIES OF INDIVII)UAL~ COVERED BY'I'HE ~Y~TEM: A11 cu~~ent and former
employees and other individuals that have attended training conducted or sponsored by the
FDIC.

CATEGORIES OF RECORDS lC(~ 7CHE ~Y~TEIVI: Records include the schedule of the
individual's training classes and other educational programs attended, dates of attendance,
continuing education credits earned, tuition fees and expenses, and related infoz~rn.ation. Also
contains information on careex development, certifications, commissions, and learner skills and
competencies. The system used by the Office of Inspector General xnay also contain infox~rnation
on educational degrees or pxofessional memberships and other similar information.

AUTI30RITY FOZa. MAII~TTEl~TAI~CE OF THE SYSTEM: Sectzon 9 of the Federal Deposit
Insurance Act (12 U.S.C. 1819); Sections 4(b) and 6(e) of the Inspector Genexal Act of 1978, as
amended (5 U.S.C. app).

PURPOSE: The system is used to recoxd and manage compxehenszve learning and development
information that is available to learners, training administrators, and management. The system is
also used to schedule tr~i1~i11g events, enroll students, launch online training, anal run reports.
The system is used to tracl~ i~raining, career development, certificatior~s, commissions, continuing
education and learner shills and competencies.

ROUTINE USES OF RECORDS Mr11NTAINED 1N TI3E SYSTEM, Il~TCLUDING
CATEGORIES OF U~ER~ AND THE PURPOSES OF SUCH USES: In addition to fhose
disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the
records or information contained in this system maybe disclosed outside the FDIC as a routine
use as follows:
(1) To appropriate Federal, State, and local authoxities responsible for i~vestiga~ing or

prosecuting a violation of, or fox enforcing or implementing a statute, xu1e, regulation; ox
order issued, 'when the information indicates a violation or potential violation of law,
whether civil, criminal, or regulatory in nature, and whether arising by general statute or
paxtzcular program statute, ox by regulation, xule, or order issued pursuant thereto;

(2) To a court, magistrate, or other administrative bndy in the course of presenting evidence,
including disclosures to counsel or witnesses in the course of civil discovery, litigation,
ox settJ.ement negotiations ox in connection with criminal proceedings, when the FDIC is
a party to the proceeding or has a significant interest in. the proceeding, to the event that
the information is determined to be relevant and necessary;

(3) To a congressional office in response ~o an. inquiry made by the congressional office at
the request of the individual tivho is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected
ox confirmed that the security or confiden-Eiality of information in the system has been
compromised; (b) there is a risk of harm to economic ox property interests, identity theft
or fraud, ox harm to the security or integrity of this system or other systems or programs
that rely upon the compromised information; and (c) the disclosure is made to such



agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected or confirmed compromise and pxevent, uznimi~e, or remedy

such harm;
(5) To appxopxiate Federal, State, and local authorities in connection with hiring or retaining

an individual, conducting a background security or suitability investigation, adjudication

of liability, or eligibility for a license, contact, grant, or other benefit;
(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions ox conducting ac~r~inistrative hearings or

corrective actions ox grievances or appeals, ox if needed in the performance of othex

authorized duties;
(7) To appropriate Federal agencies and other public authorities for use in records

management inspections;
(8) To contactors, grantees, volunteers, ar~d others perfo7~ning or worl~ing on. a contract,

service, grant, cooperative agreement, or project fox the FDIC, the Office of Inspector

Genexal, ox the Federal Government for use in carrying out their obligations under such

contract, grant, agreement or project;
(9) To officials of a labor organization when relevant and necessary to their duties of

exclusive representation concerning personnel policies, practices, .and matters affecting

woxking conditions;
(10) To educational institutions for purposes of enrollment and verification of employee

attendance and perfox~rnance;
(11) To vendors, professional licensing boards or other appropriate third parties, fox the

purpose of verification, confirmation, and substantiation of training or licensing
requaxements;

(12) To the U.S. Office of Personnel Management for purposes of tracking arzd analyzing

training and related information of FDIC employees; and
(13) To other Federal Offices of Inspector General or o~kher entities for purposes of conducting

quality assessments or peer reviews of the OIG or any of its components.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING, ANI~ DISPOSING OF RECORDS IN THE SYSTEM:

Storage: Records are stored in electronic meclia and in paper format within individual

file folders.
Retrievability: Electronic media are accessible~by unique identifier or name. File

folders are indexed and ret7rieved by name of individual.
safeguards: Electronic files are password protected and accessible only by authorized

personnel. Paper recoxds within individual file folders are maintained in lockable metal

file cabinets accessible only by authorized personnel.
Retention and Disposal: Permanent retention.

SYSTEIVI 1VIANAGER(S) h1i1D A,DDRE~~ES: Assistant Directox, Educational Support

Services, Corporate University, FDIC, 3501 Fairfax Drive, .Arlington, VA 22226; Deputy

Assistant Inspector General for Management, Office of Inspector General, FDIC, 3501 Fairfax

Drive, Arlington, VA 22226.
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~TOTIFICr~`~IOI~t PROCE]DUI~~: Individuals wishing to determine if they aye named in this

system of records or who a~'e seeking access or amendment to records maintained in this system

of recoxds must submit their request in writing to the Legal Division, FOIA. & Pxzvacy Act

Crxoup, FDIC, 55017th Street, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting their records must provide theix name,

address and a notarized statement attesting to then identity.

RECORD ACCESS PROCEDURE: Sea "Notification Procedure" above.

CONTESTING RECORD PROCEDURE: See "Notification Procedt~.re" above. Individuals

wishing to contest or amend information maintained in this system should speczfy the

information bezng contested, the reasons for contesting it, and the pxo~osed amendment to such

info~7nation in accordance with FDIC regulations at 12 CFR Part 3 J.O.

RECORD SOURCE CATEGORIES: The information is obtained from the employee about

whorl the recoxd is maintained, employee supervzsoxs, training adininistxators, the firailizng

facility or institution attended, and FDIC automated personnel records systems.

EXEMPTIONS CLAIMED FOR THE ~YSTElVI: None.

FDIC-30-64-0008
SYSTEM NAME: Chain Ba~_lt~ill~Or~anizations Identification Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Risk Management Supervision, FDIC, 550 17th Street,

NW, Washington, DC 20429, and FDIC regional offices. (See ,A~~endi~ A for a list of the FDIC

regional offices and their addresses.)

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals who

dixectly, indirectly, or in concert with others, own ox confxol two or more insured depository

institutions.

CATEGORIES OF RECORDS IN THE SYSTEMf: Contains the names of and contact

information fox individuals vvho, eithex alone or in concert with others, own or control two or

rn.ore insuxed depository institutions as well as the i~suxed depository institutions names,

locations, stock certificate nuJnbers, total asset size, and percentage of outstanding stock owned

by the controlling individual or gxoup of individuals; charter types and, if applicable, name of

intermediate holding entity and percentage of holding company held by controlling individual or

~'~up•

AUTHORITY FOR MA]~ITEI~AIVCE OF THE SYSTEM: Sections 7(j) and 9 of the Federal

Deposit Insurance Act (l.2 U.S.C. 1817(j),1819).
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P[J12P0~]E: This system identifies and maintains infoz~nation of possible linked FDIC-znstared

depository institutions oz holding companies which, due to their common ownership, present a

concentration of resouxces that could be susceptible to common risks. The information in this

system is used to support the FDIC's regulatory and supervisory functions,

ROUTINE USES OF RECORDS I1'Ir~.II~TTAIl~TEI) III THE ~Y~TEM, l[NCLUDIl`tG

CATEGORIES OF USERS .A.I~D 7CHE PURP~~ES OF SUCH USES: In addition to those

disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all ox a portion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating ox

prosecuting a violation of, or for enforcing ox irnpleme~.ting a statute, rule, regulation, ox

order issued, tivhen the iYformation indicates a violation or potential violation of law,

whether civil, crit~itlal, ox regulatory in nature, and whether arising by general statute or

particular program statute, or by regulafiion, rule, ox order issued pursuant thereto;

(2) To a court, magistrate, or other acllr~illi.strative body in the course of presenting evidence,

including disclosures to counsel or witnesses in the course of civil discovery, litigation,

ox~ settlement negotiations or in connection with criminal proceeclings, when the FDIC is

a party to the proceeding or has a significant interest in the proceeding, to the extent that

the information is detez~nined to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it~is suspected

or con~Crmed that the security or confidentiality of information in the system has been

compromised; (b) there is a risk of harm to economic or properly interests, iden~ty theft

or fraud, or harm to the security or integrity of this system or other systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such

agencies, entities, and persons who are reasonably necessary to assist in efForts to

respond to the suspected or confirmed compromise and prevent, mini111ize, or remedy

such harm;
(5) To appropriate Federal, State, and local authorities in connection with rzirzng or retaining

an individual, conducting a background security or suitability investigation, adjudication

of liability, or eligibility for a license, contract, grant, or other benefit;

(6) To appropriate Federal, State, and Ioca1 authorities, agencies, arbitrators, and other parties

responsible for pzocessing any personnel actions or conducting admi.nistxative hearings or

corrective actions ox grievances or appeals, or if needed in the performance of other

authorized duties;
(7) To appropriate Federal agencies and other public authorities for use in records

management inspections;
(8) To contractors, grantees, volunteers, and others performing ox working on a contact,

service, grant, cooperative agreement, ox project fox the FDIC, the Office of Inspector

General, or the Federal Government fox use in carrying out their obligations under such

contract, grant, agreement or project;

(9) To officials of a labor organization when relevant and necessary to then duties of
exclusive representation concerning personnel policies, practices, and utters affecting

working conditions; and
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(10) To other Fedexal or State financial instztution supexvzsory authorities for: (a) coordination

of exam_rning resources when the chain banking organization is composed of insured

depository instit~.itions subject to multipJ.e supervisory jluisdictions; (b) coordination of

evaluations and analysis of the condition of the consolidated chain organization; and (c)

coordination of supervisory, corrective ox enforcement actions.

POLICIES AIVD PRACTICES ~+'OR STOI~G, RETRIEVIl~G, ACCE~SIl~G,

RETAINING AND DI~POSII~IG OI{' RECORDS 1N THE SYSTEM:

storage: Records are stored in electronic media.
Retrievability: Indexed and retrieved by name of controlling individuals) or assigned

identification number.
~a~eguards: Electronic files are password protected and accessible only by authorized

personnel.
Retention and Disposal: Certain records are archived in off-line storage and all records

are periodically updated to reflect changes. These records will be maintained until they

become inactive, at which time -they will be retired or destroyed in accordance with FDIC

Records Retention Schedules and the National Archives and Recoxds Administration.

Disposal is by shredding ox other appropriate disposal methods.

SYSTEM MANAGERS) r~ND ADDRESS: Director, Division of Risk Management

Supervision, FDIC, 550 17th Street, NW, Washington, I'DC 20429.

NO'TII'ICATION PROCEDTTI2E: Individuals wishing to determine if they are named in this

system of records or who are seeking access or amendment to records maintained in this system

of records must submit then request in writing to the Legal Division, FOIA &Privacy Act

Group, FDIC, 550 17th Street, N~V, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROC~DIJRES: See "Noti~xcation Proceduz~e" above.

COI~ITESTING RECORD PROCEDURES: See "Notification Procedure" above. Individuals

wishing to contest oz amend information maintained in this system should specify the

information being contested, the reasons fox contesting xt, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: Examination reports and related materials; regulatory

filings; and Change in Financial Institution Control Notices filed pursuant to 12 U.S.C. 1817(j).

EXEMPTTOIiT,~ CLAIN~D FOIE THE+ SY~7CEM: None.

FDIC-30-64-0009
SY~TENJf NAME: Safety and SecutitY Incident Records.

24



SECURITY CLA~SIFICATy01~: Unclassified but sensitive.

SYSTEM LOCATIOliT: FDIC, Division of Administration, 550 17th Street, NW, Washington,

DC 20429, and the FDIC regional or axea ofFices. (See A~~endix A for a list of the FDIC

regional offices and them addxesses.)

CATEGORIES OF ~IVIDU~§.L~ COVERED ~Y THE SYSTEM: To the extent not

covered by any other system, this system covers current and past FDIC employees, contractors,

volunteers, visitors, and others involved in the investigation of accidents, injury, crimi~aal

conduct, and related civil matters involving the FDIC.

CATEGORIES OF RECORDS II~T THE SYSTEM: This system contains investigative

reports, coxxespondence and other communications that may include, without limitation, name,

home and office address and phone n.~.ur~bers, physical characteristics, vehicle information, and

associated information.

AUTHORITY FOR MAINTENAl>TCE OF THE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819):

PURP4SE(S): This system of records is used to support the adxnit~is~'ation and maintenance of

a safety and security incident investigation, tracking and reporting system involving FDIC

'~ facilities, property, personnel, co~t~actors, volunteers, or visitors.

ROUTINE USES OF RECORDS MAINTAINED Tl~t THE SYSTEM, INCLUDING

CATEGORIES OF USERS A1VD THE PITRPO~ES QF SUCH USES: In addition to those

disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all ox a portion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authoz7ties responsible fox investigating or

prosecuting a violation of, or for enforcing or implementing a statute, rule, xegulatxon, or

order issued, when the information i~.dicates a violation or potential violation of la-w,

whether civil, cxirrii_ual, or regulatory in nature, and whether arising by general statute or

particular program statute, or by regulation, rule, or order issued pursuant~thereto;

(2) To a court, magistrate, or other administrative body in the course of presenting evidence,

including disclosures to counsel ox witnesses in the course of civil discovery, litigation,

or settlement negotiations or in connection with criminal proceedings, when the FDIC zs

a party to the proceeding ox has a significant interest in the proceeding, to the extent that

the information is detez7nitled to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the zecord;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

or confirmed that the security ox confidentiality of information in the system has been

compromised; (b) there is a risk of harm to economic or property interests, identity theft

or fraud, or harm -to the security ox integrity of this system or other systems ox programs

that rely upon the compromised information; and (c) the disclosure is made to such
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agencies, entities, and persons who are reasonably necessary to assist in efforts to
xespond to the suspected or confixined compromise and prevent, minimize, or xemedy
such harm;

(5) To appropriate Fedezal, State, and local authorities in connection with hiring ox xetainil~g
an individual, conducting a background security or suitability investigation, adjudication
of Iiability, or eligibility for a license, contract, grant, ox other benefit;

(6) To appropriate Federal, State, and local. authorities, agencies, arbitrators, and other parties
responsible :For processing any personnel actions or conducting achninistrative hearings or
corrective actions ox grievances or appeals, or if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies and other public authorities for use in records
management inspections;

(8) To contractors, gxantees, volunteers, and others perfoxi11ii1g or working on a contract,
service, grant, cooperative agreement, ox project for the FDIC, the Office of Inspector
General, or the Federal Government for use in carrying out their obligations under such
contract, grant, agreement or pxoj ect; and

(9) To officials of a labor organization when relevant and necessary to their duties of
exclusive representation concerning personnel policies, practices, and maters affecting
working conditions.

POLICIES AND PRACTICES FOR STORil~TG, RETRIEVING, ACCESSING,
RETAIlVIl~TG, .AND DISPOSIleIG OF RECORDS IN THE SYSTEM:

Storage: Records are stored in electronic media and paper format within individual file
folders.
Retrievability: Records are indexed and retrieved byname, date, ox case nu~nbex.
Safeguards: Electronic records are password-protected and accessible only by
authorized personnel. Paper records are maintained in lockable metal file cabinets
accessible only to authorized personnel.
Retention and Disposal: Paper records and electronic media are retained fox five years
after their creation in accordance with FDIC Records Retention and Disposition
Schedules. Disposal is by shredding or other appropriate disposal methods.

SYSTEM MANAGER.(S) A.ND ADDRE~~: Chief, Security Operations, Security and
Emergency Preparedness Section, Corporate Services Branch, Division of Adrnii~istration, 3501
Fairfax Drive, Arlington, VA 22226.

l~TOTIFICATION PROCEDURE: Individuals wishing to determi~~e if they are named in this
system of records or who are seeping access or amendment to records maintained in this system.
of records must submit their request in writing to the Legal Division, FOIA &Privacy Act
Crroup, FDIC, 550 17th S~'eet, NW, ViTashington, DC 20429, in accordance with FDIC
regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

r RECORD A.CCES~ PROCEDURE: See "Notification Procedure" above.
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~ONTEST~G RECORD PJ[~OCICDtJI2~ES: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system of records should specify the

infoxrnatzon being contested, their reasons fox contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310,

RECORD SOURCE CATS+ GOI2IES: The sources of records in this categoxy include cux~xent

FDIC employees, contractors, members of the public, witnesses, law enforcement officials,

medical providers, and other parties providing information to the FDIC to facilitate an inquiry or

resolve the complaint.

]EXEMPTIOIoTS CLAIMED FOR THE ~Y~TEM: Certain records contained wifihin this

system o~recoxds maybe exempted from certain provisions of the Privacy Act (5 U.S.C. 552a)

pursuant to 5 U.S.C. 552a(c)(3), (d)(S), (e)(1), {e)(4)(G), (H), and (I), (~ and (~~).

FDIC-30-64-0010
SYSTEM NAML: Investi~ativa Files of the Office of Inspector General.

SECURITY CLASSIFICATION: Unclassified but sensitive.

~Y~TEM LOCATION: FDIC Office of Inspector General (OIG), 350J. Fairfax Dxive,

Arlington, VA 22226. In addition, xecoxds are maintained in OIG field offices. OIG field ofFice

locations can be obtained by contacting the Assistant Inspector General for Investigations at said

addxess.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Current and former

FDIC employees and individuals involved in ox associated tivith FDIC programs and operations

including contractors, subcontractors, vendors and othex individuals associated with investigative

inquiries and investigative cases, including, but not limited to, witnesses, complainants, suspects

and those contacting the OIG Hotline.

CATEGORIES OF RECORDS IN TFIE SYSTEM: Investigative files, including memoranda,

computer-generated background info nation, correspondence including payroll records, call

records, email records, electronic case management and tracking files, reports of investigations

with related e~ibits, statements, affidavits, records oz other pertinent documents, reports from or

to other law enforcement bodies, pertaining to violations ox potential violations of criminal laws,

fraud, waste, and abuse with respect to administration of FDIC programs and operations, and

violations of employee and contractor Standards of Conduct as set foz-th in section 12(fl of the ,

Federal Deposit Insurance Act (12 U.S.C. 18220), 12 CFR Parts 336, 366, and 5 CFR Parts

2634, 2635, and 3201. Records in this system may contain personally identifiable information

such as names, social security niur~bers, dates of birth and addresses.

AUT730RITY FOR MAIlVTEl~]~ANCE OF THE ~Y~TEM: Section 9 of the Federal Deposit

Tnsu~tance Act (12 U.S.C. 1819); the Inspector General Act of 1978, as amended (5 U.S.C. app.).

PURPOSE: Pursuant to -the Inspector General Act, the system is maintained for the purposes of
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(1) conducting and documenting investigations by the OIG or other investigative agencies
regarding FDIC programs and operations in ordex to determine vcThether employees or othex
inclividuals have been or axe engaging in waste, fraud and abuse with respect to the FDIC's
programs or operations and repox-ting the results of investigations to other Federal agencies, other
public authorities ox professional organizations vahich have the authority to bring criminal ox
civil or administrative actions, or to impose other disciplinary sanctions; (2) documenting the
outcome of OIG investigations; (3) maintaining a record of the activities which wexe the subject
of investigations; (4) reporti~.g investigative findings to other FDIC components or divisions fox
their use in operating and evaluating their programs ox operations, and in the imposition of civil
ox adr~nil~.strative sanctions; and (5) acting as a repository and source fox infox~rnation necessary
to fiilfill the xeporting requirements of the Lnspectox Ganexal Act or those of other federal
instrumentalities.

ROUTII~TE U~E~ OF RIECORD~ M1IINTAII~TED IloT THE SY~T~M, IleTCLUDIl~TG
CATEGORIES OF USERS AND PURPOSES OF SUCH USES: In addition to those
disclosu~'es generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the
records or information confained in finis system maybe disclosed outside the FDIC as a routine
use as follows:
(1) To the appxopxiate Federal, State, local, foreign or international agency or authoxity

which has responsibility for investigating or pxosecuting a violation of or fox enforcing or
implementing a statute, xu1e, xegulation, or order to assist such agency or authority in
fulfilling these xesponsibilities when the recoxd, either by itself ox in combination with
other information, indicates a violation or potential violation of law, or contact, whether
civil, crii~ii~al, ox regulatory in nature, and whether arising by general statute or particular
program statute, or by regulation, xule, ox ordex issued pursuant thereto;

(2) To a court,'magistrate, alternative dispute resolution mediator ox administrative tribunal
(collectively referred to as the adjudicative bodies) in the cotarse of presenting evidence,
includ~g disclosures to counsel or witnesses in the course o~ civil discoverq, litigation,
ox settlement negotiations or in connection with criminal proceedings (collectively, the
litigative pxoceedings)when the FDIC or OIG is a party to the proceeding or has a
significant interest in the proceeding and the information is determined to be relevant and
necessary in order for the adjudicatoxy bodies, or any of them, to perform their offzcial
functions in connection with the presentation of evidenca relative to the litigative
proceedings;

(3) To tha FDIC's ox another Fedexal agency's legal representative, including the U.S.
Department of Justice or othex retained counsel, when the FDIC, OIG or any employee
thereof is a party to litigation or administrative proceeding or has a significant interest in
the litigation ox proceeding to assist those representatives by providing them With
information or evidence for use in connection with such litigation or proceedings;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected
or confirmed that the security or confident~aliiy of information in the system has been
compromised; (b) there is a xislc of harm to economic or property interests, identity theft
ox fraud, or harm to the security or integrity of this system or ofihex systems or programs
that rely upon the compromised infox~nation; and (c) the disclosure is made to such
agencies, entities, and persons who are reasonably necessary to assist in efforts to



respond to the suspected or confn-med compromise and pxevent, minimize, or remedy
such harm;

(5) To a grand jury agent pursuant either to a Federal or State grand jury subpoena or to a
prosecution request that such record be xeleased for the purpose of its introduction to a
grandjury;

(6) To the subjects of an investigation and their representatives during the course of an
investigation and to any other person or entity that has or may have infoz~rnation relevant
or pertinent to the investigation to the extent necessary to assist in the conduct of the
investigation;

(7) To third-party sources during the course of an investigation only such information as
determined to be necessary and pertinent to the investigation in order to obtain
information or assistance relating to an audit, trial, hearing, or any other authorized
activity of the OIG;

(8) To a congressional office in response to a written inquiry made by the congressional
office at the request of the individual to Whom the records pertain;

(9) To a Federal, State, ox Ioca1 agency maintaining civil, criminal, or other relevatlt
enforcement information ~or o-ther pertinent ixifoxmation, such as current licenses, if
necessary for the FDIC to obtain information concerning the hiring or retention of an
employee, the issuance of a security clearance, the letting of a contract, or the issuance of
a license, grant, or other benefit;

(10) To a k'ederal agency responsible for considering suspension or debarment action where
such record is determined -to be necessary and relevant to that agency's consideration of
such action;

(11) To a consultant, person or entity tivho contracts or subcontracts with the FDIC or OIG, to
the extent necessary for the performance of the .contract ox subcontract. The recipient of
the recoxds shall be required to comply with the requirements of the Privacy Act of 1974,
as amended (5 U.S.C. 552a);.

(12) To contractors, grantees, volunteers, and others performing or working on a contract,
service, grant, cooperative agreement, ox project for OIG, FDIC ox the Federal
Government in order to assist those entities oz inclividual~ in carrying out their obligation
under the related contract, grant, agreement or project;

(13) To the U.S. Office of Personnel Management, Government Accountability Office, Office

of Government Ethics, Merit Systems Protection Board, Office of Special Counsel, Equal
Employment Opportunity Com~t~ission, Department of Justice, Office of Management
and Budget or the Federal Labox Relations Authority of records ox portions t1~.ereof
determined to be relevant and necessary to carrying out their authorized functions,
including but not limited to a request made in connection with hiring or retaining an
employee, rendering advice requested by OIG, issuing a security clearance, reporting an
investigation of an employee, reporting an investigation of prohibited personnel practices,
letting a contract or issuing a grant, license, or other benefit by the requesting agency, but
only to the extent that the information disclosed is necessary and relevant to the
requesting agency's decision on the matter;

(14) To appropriate Federal, State, and local authorities in connection tivith hiring or retaining
an. individual, conducting a background security or suitability investigation, adjudication
of liability, or eligibility for a license, con-ttact, grant, oz other benefit;
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(15) To appropriate Federal, State, and local authorit7.es, agencies, ~bitrators, and other paz-~ies
responsible fox processing any personnel actions or conducting administrative hearings or
corrective actions or grievances or appeals, ox if needed in the pexforrnance of other
authorized duties;

(16) To officials of a labor organization when relevant and necessary -to their duties of
exclusive representation concerning personnel policies, practices, and matters affecting
woxl~ing conditions;

(17) To a financial institution affected by enforcement activities or repoz-ted criminal activities
authorities to asce~.-tain the knowledge of or involvement in matters that have been
developed during tha course of the investigation;

(18) To the Internal Revenue Service and appropriate State and local taxing authorities for
their use in enforcing the relevant xevenue and taxation law and related official dudes;

(19) To other Federal, State oz foreign financial institutions supervisory or regialatoxy
authorities fox them use in administering their official functions, to include examination,
supervision, litigation, and resolution authorities with iespect to #financial institutions,
receiverships, liquidations, conservatorships, and similar functions;

(20) To appropriate Federal agencies and other public authorities for use in. records
management inspections;

(21) To a governmental, public or professional or self-regulatory licensing organization for
use in licensing or related deterinii~ations when such record indicates, ezther by itself or in
combination with other information, a violation or potential violation of professional
standards, or reflects on the moral, educational, or professional qualifications of an.
individual who is licensed or tivho is seeking to become licensed;

(22) To the Department of the Treaslary, Federal debt collection centers, other appropriate
federal agencies, and private collection contractors or other third parties authorized by
law, for the purpose of collecting or assisting in the collection of delinquent debts owed
to the FDIC or to obtain information in the course of an investigation (to the extent
permitted by la-w). Disclosure of information contained in these records will be limited to
the individual's name, Social Security nurx~.ber, and other information necessary to
establish the identity of the inclividual, and the existence, validity, amount, status and
history of the debt; and

(23) To other Federal Of~tces of Inspector General or other' entities for the purpose of
conducting quality assessments ox peer reviews of the OIG, or its investigative
components, ox for statistical purposes.
Note: In addition to the foregoing, a record which is contained in this system and derived
from another FDIC system of records maybe disclosed as a routine use as specified in
the published notice of the system of records~from which the record is derived.

DISCLOSURE TO CONSTJMER REPORTING AGEI~tCIES: Pursuant to 5 U.S.C.
552a(b)(12), disclosures may be made from this system to consumer reporting agencies as
defined in the Fair Credit Reporting Act (15 U.S.C. J.681a(fl) or the Federal Claims Collection
Act of 1966 (31 U.S.C. 3701(a)(3)).

POLICIES AND PRACTICES FOR ~TORIl~TG, RETRIEVIletG, ACCESSING,
RET.AINIl~G AIeID DI~PO~ING OF RECORDS II~T THE SYSTEM:
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storage: Records are stored in electronic media and in paper format within individual
file foldexs.
l~etxievability: Records are indexed and re~tz~ieved by name of individual, unique
investigation number assigned, referral number, social security number, or investigative
subj ect matter.
Safeguard: The electronic system files are accessible onty by authorized personnel and
are safeguarded wzth user passwords and authentication, networl~/database permission,
and so£t~are controls. File folders axe maintained in lockable metal file cabinets and
lockable offices accessible only by authorized personnel.
Retention and Disposal: These records wi11 be maintained until they become inactitve, at
which time they will be retired or destroyed in accordance with FDIC Recozds Retention
Schedules and the National Archives and Records Adi~nilai.stration. Disposal is by
shredding or other appropriate disposal methods.

SYS7CEM MANAGER() AND ADDRESS: Assistant Inspector Genexal for Investigations,
FDIC Office of Inspector General, 3501 Fairfax Drive, Arlington, VA 22226.

I°IOTIFICATXON PROCEDURE: Individuals wishing to determine if they are named in this
system of records ox who are seeking access or amendment to records maintained in this system
of records must submit their request in ~wxiting to the Legal Division, FOIA &Privacy Act
Group, FDIC, 550 J.'7th Street, NW, Washington, DC 20429, in accordance with FDIC
regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,
address and a notarized statement attesting to their identity. Note: This system contains records
that acre exempt under 5 U.S.C. 552a(~)(2), (k)(2) and (k)(5). See "Exemptions Claimed for the
System" below.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Individuals
wishing to contest or amend information maintained in this system should specify the
information being contested, the xeasons for contesting it, and the proposed amendment to.such
inforno.ation in accordance with FDIC regulations at 12 CFR Part 3 X 0. Note: This system
contains records that are exempt under 5 U.S.C. 552a(j)(2), (k)(2) and (lc)(5). See "Exemptions
Claimed fox the System" below.

RECORD SOURCE CATEGORIES: Official xecords of the FDIC; current and former
employees of the FDIC, other government employees, private individuals, vendors, contractors,
subcontractors, witnesses and informants. Records in this system may have originated ui other
FDIC systems of records and subsequently transferred to this sgstem.

EXEMPTIOI~~ CLAIMED FOR THE SYSTEM: T1ais system of records, to the extent that it

conszsts of information compiled for the purpose of criminal investigations, has been exempted

from the requirements of subsections (c)(3) and (4); (d); (e)(1), (2) and (3); (e)(4)(G) and (H);
(e)(5); (e)(8); (e)(12); (~; (g); and (h) of the Privacy Act pursuant to 5 U.S.C. 552a(j)(2). In

~'~ addition, this system of records, to the extent that it consists of investigatory material compiled:
(A) for other law enforcement purposes (except tivhere an individual has been denied any right,
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privilege, or benefit for which he or she would otherwise be entitled to or eligible fox under
Fedexal law, so long as the disclosure o:f such information would not reveal the identity of a
souxce who furnished information to the FDIC under an express pxomise that leis or hex zdentity
would be kept confidential); ox (B) solely for purposes of determining suitability, eligibility, or
qualifications for Fedexal civilian employment ox Federal contracts, the release of whzch ~ou1d
reveal the identity of a source who fiu~ished information to the FDIC on a confidential basis, has
been exempted from the requirements of subsections (c)(3); (d); (e)(1); (e)(4)(G) and (H}; and (~
of the Pxivacy Act pursuant to S U.S.C. 552a(k)(2) and (k)(5), respectively. Note, xecoxds in this
system that originated in another system of recoxds shall be govei~ed by the exemptions claimed
for this system as well as any additional exemptions claimed for the other system.

FDIC-30-64-0011
SYSTEM NAME: Coz~oxate A~~licant Recruitzn~, Evaluating and Electronic Refexxal

Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Human Resources Branch, Division of Administration, FDIC, 3501
Fairfax Drave, Arlington, VA 22226, and FDIC Office of Inspector General (OIG), 3501 Fairfax
Drive, Arlington, VA 22226.

CATEGORIES OF II~TDIVIDUAL~ COVERED~BY THE SYSTEM: Individuals filing
applications for employmentwith the FDIC ox OIG in response to advertised position vacancy
announcements.

CATEGORIES OF RECORDS IN THE SYSTEM: Position vacancy announcement
information such as position title, series and grade leve~(s), office and duty Location, opening and
closing date of the announcement, and dates of referral and retuz~ of lists off' qualified candidates;
applicant personal data such as name, address, other contact information, social seciuity number,
sex, veterans' preference and federal competitive status; and applicant qualification and
processing information such as qualifications, grade level eligibility, reason for ineligibility,
referral status, and dates of not cation.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit
Insurance Act (12 U.S.C. 1819); 5 U.S.C. 1104; and Section 8C(b) of the Inspector General Act,
as amended (5 U.S.C. app.).

PURPOSE: The records aye collected and maintained to monitox and track individuals filing
emplogment applications with the FDIC ox OIG and to assess recruiting goals and objectives.

ROUTINE USES OF RECORDS MATNTr~.INEI) IIOT 7CHE SYSTEM, IIitCLUDING
CATEGORIES OF USERS AND PURPOSES OF SUCI3 USES: Tn addition to those
disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the
records or information contained in this system maybe disclosed outside the FDIC as a routine
use as follows:
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(1) To appropriate Federal, State, and Local authorities responsible for investigating or
prosecuting a violation of, or fox enforcing or implementing a statute, rule, regulation, or

order issued, when the information indicates a violation ox potential violation of law,
whether civil, criminal; ox regulatory in nature, andwhether ax-zsing by general statute or
pai~icular program statute, or by reguXation, rule, or order issued pursuant thereto;

(2) To a court, magistrate, or other administrative body in the course of presenting evidence,

including disclosures to counsel ox witnesses in. the course of civil discovery, litigation,

or settlement negotiations or in connection vvzth criminal proceedings, when.the FDIC is
a party to the proceeding or has a significant interest in the proceeding, to the extent that
the ilaforxnation is deteranii~.ed to be relevant and necessary;

(3) To a congressional of~xce in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;
(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

or confirmed that the security or confidentiality of information in the system has been
compromised; (b) there is a risl~ of harm to economic or property interests, zdentity theft

ox fraud, ox halm to the security or integrity of this system ox other systems or programs
that xe~y upon the compromised infoz~aation; and (c) the disclosure is made to such
agencies, entities, and persons who are reasonably necessary to assist in efforts to
respond to the suspected or confirir~.ed compromise and prevent, minimize, ox remedy
such harm;

(5) To appropriate Federal, State, and local authorities in connection with hiring or~retaining
an individual, conducting a background security or suitability investigation, adjudication

of liability, ox eligibility for a license, contract, grant, or other benefit;
(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

. responsible for processing any personnel actions or conducting aclx~inistrative hearings or
corrective actions or grievances or appeals, or if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies and other public authorities for use in records
management inspections;

(8) To contractors, grantees, volunteers, and others performing or working on a contact,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector
General, or the Federal Government for use in carzying out their obligations under such

contract, grant, agreement or project; and
(9) To officials of a labor organization when relevant and necessary to their duties of

exclusive representation concerning personnel policies, practices, and matters affecting

worl~ing conditions.

POLXCIES AN:D PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING, AI~TD DISPO~TNG OF RECORDS Il~t THE SYSTEM:

Storage: Records are stored in electronic meclia and in paper format.
Retrievability: Indexed and xefirieved by name and truncated social security number of

individual applicant.
SafEguards: Electronic files are password protected and accessible only by authorized

personnel. Network servers axe Located in a locked room with physical access limited to
authorized personnel. Paper files are stored in lockable offices.
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'~ l~etentxon and I)i~posal: These records will be maintained until they become inactive, at

~ whzch time they will be retired or destroyed in accordance with FDIC Records Retention

Schedules and the National Archives and Records Administration. Disposal is by

shredding or other appropriate disposal methods.

SYSTEM MANAGER() A1~D A.DDRE~S: Assistant Director, Information Systems and

Services Section, Human Resources Branch, Division of Administration, FDIC, 3501 Fairfax

Drive, Arlington, VA 22226; Deputy Assistant Inspector General fox Management, Office of

Inspector Genexal, FDIC, 3501 Fairfax Drive, Arlington, VA 22226.

I~OTII'ICATIOI~T PROCEDURE: Individuals wishing to detez~~itle if they are named in -this

system of records or ~vho are seeking access or amendment to records maintained ~ this system

of records must submit their request in writing to the Legal Division, FOIA &Privacy Act

Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDTJRE~: See "Noti~"ication Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in dais system should specify the

information being contested, the reasons for contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOTTRCE CATEGORIES: Information originates from position vacancy

announcements, applications fox employment submitted by individuals, and the applicant

qualification and processing system.

EXEMPTIONS CLAIIVLED FOR THE SYSTEM: None.

k+DIC-30-64-0012
SYSTENT NAN.~: Financial Information Management Recoxds.

SECURITY CLA~~IFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Finance, FDIC, 3501 Fairfax Drive, Arlington, VA

22226. Records concerning garnishments, attachments, wage assignments and related records

concerning FDIC employees are Iocated tivith the Legal Divzsion, FDIC, 3 501 Fairfax Drive,

Arlington, VA 22226. Some information, including travel and lodging reservations i.s collected

and maintained, on behalf of the FDIC by SatoTravel Services at 4601 N. Fairfax Dxive, Suite

170, Arlington, VA 22203.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Current and former

employees; current and foz~er vendors and contractors providing goods and/or services to the

FDIC; current and forinex employees, advisory committee members and others who travel for the
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FDIC; current and former FDIC customers; and individuals tivho we~a depositors ox claimants of

failed financial institutions for which the FDIC ryas appoi~rzted xecei~ver. Note: Only records

xeflecting personal information are subject to the Privacy Act. This systeno. also contains xecoxds

concerning failed financial institution receiverships, corporations, othex business entities, and

oxganizations whose records axe not subject to the Privacy Act.

CATEGORIES OF IaECORDS I10T THE'SYSTEM:

This system contains (1) eanployee payroll, benefit, and disbitxsement-related records; (2)

contractor and vendor invoices and other accounts payable records; (3) customer records related

to accounts receivables; (4) payment records for individuals who were depositors ox claimants of

failed ~inanczal institutions for which the FDIC vvas appointed receiver; and (5) accounting and

financial management records. The payroll andlox disbursement records include, without

limitation, employees' mailing addresses and home addresses; dependents' names and dates of

birth; ftnanciaX institution account information; social security number and unique employee

identification number; rate and amount of pay; tax exemptions; tax deductions fox empXoyee

payments; and corporate payments information fox tax xepoi-ting. Records relating to employee,

advisory committee and other claims for reimblarsement of official travel expenses include,

without lilnita~ion, travel authorizations, vouchers showing amounts claimed, medical

cex~ti~cation and narrativeswith information about the traveler's medical or physical conditions,

exceptions taken as a result of audit, and amounts paid. Other records maintained on employees.

include reimbursement claims for relocation expenses consisting of authorizations, advances,

vouchers of amounts claimed and amounts paid; reimbursement fax educational expenses or

professional membership dues and licensing fees and si_milax reimbursements; awards, bonuses,

and buyout payments; advances ox other funds owed to the FDIC; and garnishments,

attachments, wage assigz~~.ents or related records. Copies, of receipts/invoices provided to the

FDIC for reimbuxsen~ent may contain credit card or other identifying account information.

Contractor, vendor, and other accounts payable records consist of all documents relating to the

purchase of goods andlor services from those individuals including contractual documents,

vendor addresses and financial institution account information, vendor invoice statements;

amounts paid, and vendor tax identification number. Copies of documentation supporting

vendor invoice statements may contai.~. i.dentifyin.g data, such as account number. Customer

information is also captured as necessary fox the collection of accounts receivable. Payanent

records fox individuals who were depositors or claimants of failed financial institutions for which

the FDIC was appointed receiver include name, address, and payment amount; tax id numbers ox

social security numbers axe also included fox depositors or claimants when an informational tax

return must be ~xled.. The records also include general ledgex and detailed trial balances and

supporting data. Note: This system includes only records maintained by the FDIC. Associated

records maintained by the government travel card issuer~are described and covered by the

government-wide system of records GSAIGOVT-3 (Travel Charge Card Program).

AUTHORITY FOR MAII~ITEI~A[~tCE OF THE SYSTEM: Sections 9 and 10(a) of the

Federal Deposit Insuxarzce Act (12 U.S.C. 1819 and 1820(a)).

PURPOSE: The records are maintained for the FDIC and the failed financial institution

receiverships managed by the FDIC. The records are used to manage and account for financial
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transactions and financial activities of the FDIC. The recoxds and associated databases and
subsystems provide a data source for the production of reports and documentation for internal
and external management reporting associated with the financial operations of the FDIC.

ROUTINE USES OF RECORDS M~ZNTAINED 1N T~3E SYSTEM, II~TCLUDING
CATEGORIES OF USEIaS ~I~D THE PURPOSES OF ~UC]FI USES: In addition to those

disclosures generally permitted undex 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the

records or info~.mation contained in this system maybe disclosed outside the FDIC as a xoutine
use as follows:
(1) To appropriate Federal, State, and Ioca1 authorities responsible for investigating ox

prosecuting a violation of, ox for enforcing or implementing a statute, rule, regulation, or
order issued, when the information indicates a violation or potential violation of law,
whether civil, criminal, or regulatory in nature, and whether arising by genexal statute or
particular pxogram statute, or by regulation, rule, ox ordex issued pursuant thereto;

(2) To a court, magistrate, or other admrnist~ative body in the course of pxesenting evidence,
including disclosures to counsel or witnesses in the couxse of civil discovery, litigation,
or settlement negotiations ox in connection with criminal pxoceedings, when the FDIC is
a party to the proceeding or has a significant interest in the proceeding, to the extent that
the information is determined to be relevant and necessazy;

(3) To a congressional office in response to an inquiry made by the congressional offf ce at
the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected
or couf rmed that the security or confidentiality of info~m.ation in the system has been
compromised; (b) there is a xisk of harm to economic or property interests, identity theft
or fraud, or harm to the security ox integrity of this system or other systems or programs
that rely upon the compromised information; and (c) the disclosure is made to such
agencies, entities, and pexsons who are reasonably necessary to assist in efforts to
respond to the suspected or confirmed compromise and prevent, minimize, or remedy
such harm;

(5) To appropriate Federal, State, and local authorities in connection with hiring ox retaining

an individua,~, conducting a bacl~ground security ox suitability investigation, adjudication
of liability, or eligibility fox a license, contract, grant, or othex benefit;

(6) To appropxiate Federal, State, and local authorities, agencies, arbitrators, and other parties
responsible for processing any personnel actions or co~.clucting administrative hearings or
corrective actions ox grievances or appeals, or if needed in the performance of other
authorized duties;

(7) To appropxiate Fedexal agencies and other public authorities for use in records
management inspections;

(8) To contractors, grantees, volunteers, and others perfor~ni~g ox working on a contract,
sexvice, grant, cooperative agreement, or project fox the FDIC, the Office of Inspector
General, or -the Fedexal Government for use in carxying out their obligations under such

contract, grant, agreement or pxoj ect;
(9) To officials of a labox organization when xelevant and necessary to their duties of

exclusive representation concezning personnel policies, practices, and matters affecting
worl~ing conditions;

(10) To auditors employed by the U.S. Government Accountability Office;
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(11) To the Internal Revenue Sexvice and appxopxiate State and local taxing authoxities;

(12) To vendors, carriers, or other appropriate third parties by the FDIC Office of Inspector

General fox the purpose of verifica~zon, confirmation, ox substantiation during the

perfozmance of audits or investigations; anal
(13) To the Department of the Treasury, federal debt collection centers, other appropriate

federal agencies, and private collection con-~ractors ox other third parties authorized by

Iaw, for the purpose of collecting or assisting in the collection of delinquent debts otived

to the FDIC. Disclosure of infoxxnation contained in these records wi11 be limited to the

individual's name, Social Security number, and other information necessary to establish

the identity of the individual, and the existence, validity, aa~aount, status and history of the

debt.

DISCLO~ITRE TO COIeT~UMER REPORTIl~G AGEIOtCIES: Pursuant to 5 U.S.C.

552a(b)(12), discJ.osures may be made from this system to consumer reporting agencies as

defined in the Fair Credit Reporting Act (15 U.S.C. 1681a(~) or fine Federal Claims Collection

Act of 1966 (31 U.S.C. 3701(a)(3)).

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING, AND DISPOSING OF RECORDS 1N THE SYSTEM:

Storage: Records axe stored in electt'onic media and paper format in file folders.
Retrievability: Electronic media are indexed and retrievable by social security number

or specialized identifying number; paper format records are generally indexed and
retrieved by name.
Safeguards: Electronic files are password protected and accessible only by authorized

personnel. Papex format records are maintained in secure areas.
Retention and Disposal: Financial records are retained by the FDIC for ten years in

electronic format andthen transferred to the Federal Records Centex ox destroyed. The

retention period fox records relating to garnishments, attachments and wage assignments

is three years after termination.. Disposal is by shredding or other appropriate disposal

systems.

SYSTEM IVIAIVAGER(~) AND ADDRESS: Director, Division of Finance, FDIC, 3501

Fairfax Drive, Arlington, VA 22226. For records about FDIC eynployees concerning

garnishments, attachments, tivage assignments and related records, the system manager is the

Legal Division, FDIC, 3501 Fairfax Drive, Arlington, VA 22226.

I~TOTIFICATION PROCEDURE: Individuals wishing to determine if they are named in t1~is

system of records or who are seeking access or amendment to records maintained in this system

of records must submit their request in writing to the Legal Division, FOIA &Privacy Act

Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 3 7 0. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCE~~ PROCEDT)R_CS: See "Notification Procedlare" above.
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~OI`TTESTII~TG R.ECORI) PROCEI)URE~: See "Notification Procedure" above. Individuals
wishing to contest ox amend infox~rnation maintained in this system should specify the
infozmati.on being contested, the xeasons fox contesting it, and filie ~xoposed amendment to such
information in accordance with FDIC regulations at 12 CFR Part 310.

12ECORD SOURCE CATEGORIES: The information is obtained from the individual upon
whom the recozd is maintained; ofilier govex~unent agencies; contractors; or fiom another FDIC
office maintaining the zecords in the performance of their duties. Where an employee is subject
to a tax lien, a bankruptcy, an attachment, or a wage garxaishment, infox~ation also is obtained
fiom the appropriate taxing or judicial authority.

EXEIViPTIOIV~ CLAIlVLCID FOI2 THE SYSTEM: None.

FDIC-30-64-0013
SXSTEM I~AIVIE: Insured Financial Institution Liquidation Records.

SECURIT~I CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Resolutions and Receiverships, FDIC, 550 17th Sheet,

NW, Washington, DC 20429; Field Operations Branch, Division of Resolutions and
Receiverships, FDIC, 1601 Bryan Street, Dallas, Texas 75201; and at secure sites and on secure

se~rvexs maintained bythird-party servzce providers for the FDIC.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals who were

obligors, obligees, or subject to claims ofFDIC-insured financial institutions for which the FDIC

was appointed receiver or conservator of FDIC-insured financial institutions that were provided
assistance by the FDIC and the FDIC is acting as receiver or conservator of certain of the
financial institution's assets. Note: Only records reflecting pexson.al information are subject to
the Privacy Act. This system also contains records concerning failed financial institution
receiverships, corporations, other business entities, and organizations whose records are not
subject to the Privacy Act.

CATEGORI~~ OF RECORDS IN THE SYSTEIYI: This system contains the indivzdual's

files held by the closed or assisted financial institution, including Loan or contractual agreements,

related documents, and correspondence. The system also contains FDIC asset files, including
judgments obtained, restitution orders, and loan deficiencies arising from the liquidation of the

obligor's loan assets) and associated collateral, if any; information relating to the obligor's
financial condition such as financial statements and income tax returns; asset or collateral
verifications or searches; appraisals; and potential sources of repayment. FDIC asset files also
include infra- or inter-agency memoranda, as we11 as notes, correspondence, and other
documents relating to the liglaidation of the loan obligation ox asset. FDIC's receivership claims

files may include all infot~nation related to claims filed with the receivership estate by a failed

financial institution's landlords, creditors, service providers or other obligees or claimants. Note:

Records held by the FDIC as receiver are a paz t of this system only to the extent that the state



law govexning the receivership is not inconsistent or does no-t ofllerwise establish specific
requirements.

AUTHORITY FOR MAIIVTENAI~CE OF TAE ,SYSTEM: Sections 9, 11, and X3 of the
Federal Deposit Insurance Act (12 U.S.C. 1819, 1821, and 1823} and applicable State laws
governing the liquidation of assets and wind-up of the affairs of failed financial instztutzons.

PURPOSE: The recoxds are maintained to: (a) identify and manage loan obligations and assets
acquired from failed FDIC-insured financial institutions for which the FDIC was appointed
receiver ox conservator, or from FDIC-insured financial institutions that were pxovided assistance

by the FDIC; (b) identify, manage and discharge the obligations to creditors, obligees and other
claimants ofFDIC-insured financial institutions for which the FDIC was appointed receiver ox
conservator, or of FDIC-inslued financial institutions that were provided assistance by the FDIC;
and (c) asszst with financial and management xeporting. The records support the receivership
and conservatorship functions of the FDIC xequi~ed b~ applicable Federal and State statutes.

ROUTINE USES OF RECORDS MAIl~TTAINED III~TT THE SYSTEM, INCLUDING
CATEGORIES OF USERS Al~]D THE PURPOSES OF SUCH USE: In addition to those

disclosures generally permitted under 5 U.S.C, 552a(b) of the Pxivacy Act, all or a portion of the

recoxds or information contained in this system may be disclosed outside the FDIC as a routine
use as fo110-ws:
(1) To appropriate Fe~exal, State, and local authorities responsible for investigating or

''~ prosecuting a violation of, or for enforcing or implementing a statute, rule, regulation, or
order issued, when the information indicates a violation or potential violation of lam,
whethex civil, criminal, ox regulatory in nature, and whether arising by general statute or
particular program statute, or by regulation, rule, or oxdex issued pursuant thereto;

(2) To a court, magistrate, ox other adlninist~ative body in the course of presenting evidence,
including disclosures to counsel or witnesses in the course of civil discovery, litigation,
ox settlement negotiations ox in connection tivith criminal proceedings, when the FDIC is
a party to the proceeding or has a significant interest in the proceeding, to the event that
the information is determined to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at
the request of the individual tivho is the subject of the record;

(4) To appropriate Fedezal, State, local authorities, and other e~.tities when (a) it is suspected
or con~irxned that the security or confidentiality of information. in the system has been
compromised; (b) there, is a risk of harm to economic or property interests, identity theft
or fiaud, or harm to the security o~ integrity of this system ox other systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such
agencies, entities, and persons Who are reasonably necessary to assist ire efforts to
respond to the suspected or confirmed compromise anc~ prevent, minimize, or remedy
such haz~n;

(5) To appropriate Federal, State, and local authorities in connection with hiring or retaining

an individual, conducting a background security ox suitability investigation; adjudication
of liability, or eligibility for a license, contract, grant, or other benefit;

~~ (6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and ofiher parties
responsible for pxocessi~g any personnel actions or conducting administrative hearings ox
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co~ective actions or grievances or appeals, or if needed in the performance of other
authorized duties;

('7) To appropriate Federal agencies and other public authorities for use in records
management inspections;

(8) To contxactoxs or entities perfoznaing services fox the FDIC in connection with -the

liquidation of an inclividual's obligation(s), including judgments and loan deficiencies or

in co~anection with the fulfillment of a claim filed v~ith the FDIC as receiver ox liquidator.

Third party contractors include, but are not limited to, asset marketing cox~~ractors; Ioan

servicers; appraisers; environmental conixactors; attorneys retained by the FDIC;

collection agencies; auditing ox accounting firms z~etained to assist in an audit or
investigation of FDIC's liquidation activities; grantees, volunteers, and others pexfox~ming

or wbrkin.g on a contract, service, grant, cooperative agreement, or project for the FDIC;

(9) To officials of a labor organization when relevant and necessary to their duties of
exclusive representation concerning perso~el policies, practices, and matters affecting

worl~ing conditions;
(10) To prospective purchasers) of the indivi.dual's obliga~ion(s), including judgments and

loan deficiencies, fox the purpose of infor~~iug the prospective purchasers) about the
nature and quality of the loan obligations) to be purchased;

(11) To Federal o~ State agencies, such as the Internal Revenue Service or State taxation
authorities, in the performance of their governmental duties, such as obtaining
information regarding income, including the reporting of income resulting from a
compromise or write-off of a loan obligation;

(12) To participants in the loan obligation in order to fu1fi11 any contractual. or incidental
responsibilities in connection with the loan participation agreement;

(13) To the Depariznent of the Txeastuy, federal debt collection centers, other appropriate

federal agencies, and private collection contractors 'or other this'd parties authorized by

law, for the puYpose of collecting or assisting in the collection of delinquent debts otived

to the FDIC. Disclosure of information contained in these records will be limited to the

individual's name, Social Security number, and other information necessary to esfiablish

the identity of the individual, and the existence, validity, amount, status and history of the

debt.
(14) To Federal or Stata agencies or to financial institutions where information is relevant to

an application or request by the individual for a loan, grant, financial benefit, or other.
entitlement;

(J.5) To Federal ox State ex~~irt~ers for the puaposes of examining borrotiving relationships in

operating financial institutions fiat may be related to an obligation of an individual.
covered by this system; and

(16) To the individual, the individual's counsel or other representatives, insurance carriers) or

underwriters of bankers' blanket bonds or other financial institution bonds for failed ox

assisted FDIGinsured financial instztut~ons in conjunction with claims made by the FDIC

or litigation instituted by the FDIC or others on behalf of the FDIC against formez
officers, directors, accountants, lawyers, consultants, appraisers, or undarvvriters of

bankers' blanked bonds or other financial institution bonds of a failed ox assisted FDIC-

insured financial institution.



DI~CLO~UI2E TO COl~T~UM~R I~PORTII~TG AGEI~TCIE~: Pursuant to 5 U.S.C.
552a(b)(12), disclosures znay be made fiom this system to consumer reporting agencies as
defined in the Fair Cxedit Reporting Act (15 U.S.C. 1681a(fl) ox the Federal Claims Collection
Act of 1966 (31 U.S.C. 3701(a)(3)).

POLICIES AND PRACTICES FOR ~TORI~TG, RET1aIEVII~TG, ACCESSIloTG,
RETAII~G, .AI D I)I~PO~Il~IG OF laECORDS Il\T TJEIE SYSTEM:

storage: Records are stored in electronic media and in paper fox~nat within individual file
folders.
Retrievability: Recoxds are indexed bq financial institution number, name of failed or
assisted insured institution, Warne of individual, social security number, and loan numbex.
safeguards: Electronic fries are ~aassword protected and accessible only by authorized
personnel. Paper format recoxds maintained in individual file folders are stored in
J.ockable file cabinets and/or in secured vaults or warehouses and are accessible only by
authorized personnel. .
Retention and Disposal: Credit/loan files or files concerning the obligoxs, obligees, or
individuals subj ect to claims of the failed or assisted financial institution axe maintained
until. the receivership claim, loan obligation, judgment, loan deficiency or other asset or
liability is sold or otherwise disposed of, ox for the period of time pxovided under
applicable Federal or State laws pursuant to which the FDIC liquidates the assets,
discharges the liabilities ox processes the claims. FDIC asset files will be maintained
until they become inactive, at which time they will be retired or destroyed in accordance
with FDIC Records Retention Schedules and the National Archives and Records
Administration. Disposal is by shredcling or ofiher appropriate disposal methods.

SYSTEM M~NAGER(S) AND ADDRESS: Division of Resolutions and Receiverships,
FDIC, 550 17th Street, NW, Washington, DC 20429; and Deputy Director, Field Operations

Branch, FDIC, 1601 Bxyan Street, Da11as, Texas 75201.

NOTIFICATION PROCEDURE: Individuals wishing to determine if they are named in this

system of recoxds or who are seeking access ox amendment to recoxds maintained in this system

of records must submit their request in waiting to the Legal Division, FOTA &Privacy Act
Gxoup, FDIC, 550.17th Sheet, NW, Washington, DC 20429, in accordance tivith FDIC
regulations at 12 CFR Part 310. Individuals requesting their retards must pxovide their name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification Procedw:e" above.

COI~ITESTING RECORD PROCEDiTlaES: See "Notification Pxooeduxe" above. Individuals

wishing to contest or amend information maintained in this system should specify the
information being contested, the reasons fox contesting it, and the proposed amendment to such

infoz7mation in accordance tivith FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CA'I'EGORIE~: Information is obtained from the individual on whom
the record is maintained; appraisers retained by the originating financial institution or the FDIC;
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investigative andlor reseaxch companies; credit buxeaus andJox services; loan servicers; court

records; references named by the individual; attorneys or accountants retained by the originating

financial institution or the FDIC; participants in the obligations) of the individual; offzcexs and

employees of the failed or assisted financial institutions congressional offices that may initiate an

inquiry; and other pal-ties providing services to the FDIC in its capacity as Iiquidatox or xeceiver.

EXEIVIPTIOIitS CLAIMED FOR THE ~Y~TEM: None.

FDIC-30-64-0014
SYSTEM NA.M~: Pexsonnel Benefits and Enrollment Records.

SECURITY CLASSII'ICATION: Unclassified bnt sensitive.

SYSTEM LOCATION: Division of Ac]ministration, FDIC, 550 17th S-~eet, NW, Washington,

DC 20429. For administrative puxposes, duplicate systems may exist witLvn the FDIC at the

duty station of each employee. (See Appendix A for a list of the FDIC regional offices.) The

FDIC also has an interagency agreement with the U.S. Department of Agriculture, National

Finance Center in New Orleans, Louisiana, to provide and maintain payroll, pexsonnel, and

related services and systems involving FDIC employees. The FDIC also has agreeanenfis with T.

Rowe Przce, Benefit Allocation Systems, and other benefit plan confiractors to provide employee

benefits and related administrative services.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: To the extent not

covered by any other system, this system covers current anal dormer FDIC employees and their

dependents who are enrolled in the FDIC-sponsored Savings Plan, health, life, and other

insurance or benefit programs.

CATEGORIES OF RECORDS IN THE SYSTEM: This system contains general personnel

and enrollment information for the FDIC-sponsored Savings Plan, flexible spending account

(FSA} plans and insurance plans (life, dental, vision, or Long-term disability). This may include

infoY~nation such as an individual's name, ean~7~gs, number and Warne of dependents, gender,

date of birth, home address, social security nws~.bex, employee locator information (including e-

mail and office addresses), claims for FSA. reimbursements, and related correspondence.

AUTHORITY FOR MAIlVTENA.NCE OF THE SYSTEM: Section 9 of the Federal Deposit

Insivance Act (12 U.S.C. §1819) and Executive Order 9397.

P~URPO~E(S): The records are collected, maintained and used to support the aclm_i_nistration and

management of the FDIC personnel benefits programs.

ROUTINE USES OF RECORDS Mt1INTAINED IN TI3E SYSTEM, Il~CLUDII~TG

CATEGORIES OF USERS AND THE PURPOSES OF SUCFI USES: In addition to -those

disclosures generally penni~ted under 5 U.S.C. 552a(b) of the Privacy Act, all ox a portion of the

records ox information contained in this system maybe disclosed outside the FDIC as a routine

usa as follotivs:
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(1) To appropriate Federal, State, and local authorities responsible for investigating ox

prosecuting a violation of, ox fox enforcing or implementing a statute, ru1o, regulation, ox

order issued, when the information. indicates a violation ox potential violation of Iaw,

whether civil, crimir~.al, or regulatory in nature, and tivhether wising by general statute or

particular pxogram statute, ox by regulation, rule, or order issued pursuant thereto;

(2) To a court, magistrate, or other administrative holly in the couxse of presenting evidence,

including disclosures to counsel or witnesses in the course of civil discovery, litigation,

or settlerrzent negotiations or in connection with criminal proceedings, when the FDIC is

a patty to the proceeding or has a significant interest in the proceeding, to the extent that

the infox7nation is detez~rnined to be xelevant and necessary;
(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;
(4) To appxopriate Federal, .State, local authorities, and other entities when (a) it is suspected

or conf~xmed that the security or confidentiality of anforma~ion in the system has been

compromised; (b) fihere is a risk of harm to economic or property interests, identity -theft

or fraud, or harm to the security or integrity of this system or othex systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such

agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected or confirmed compromise and prevent, miniliiize, or remedy

such harm;
{5) To appropriate Federal, State, and local authoxzties in connection with hiring or retainTtig

an individual, conducting a background security or suitability investigation, adjudication

of liability, or eligibility fog a license, contract, grant, or other benefit;

(6) To appropriate Federal, State, anal local authorities, agencies, arbitrators, and other peat-ties

responsible for processing any personnel actions or conducting adm~llistrative hearings or
corrective actions or grievances or appeals, ox if needed in the pe~foYmance of other

authorized dutzes; ~
(7) To appropriate Federal agencies and other public authorities fox use in xecoxds

management inspections;
(8) To officials of a labor organization when zeJevant and necessary to their duties of

exclusive representation concerning personnel policies, practices, and matters affecting

working conditions;
(9) To contractors, grantees, volunteers, and others pexfoi~17i1~.g or worl~ing on a contzact,

service, giant, cooperative agreement, ox project for the FDIC, the O~tce of Inspector

General, or the Federal Government for use in carzying out their o~blzgatzons under such

contract, grant, agreement or project;
(10) To the Depar6ment of Agriculture, National Finance Center to provide personnel, payroll,

and related services and systems involving FDIC personnel;

(11) To the Internal Revenue Service and appropriate State and local taming authorities;

(12) To appropriate Federal. agencies to effect salary ox adl~nini.strative offsets, or for other

purposes connected with the collection of debts owed to the United States;

(13) To the Office of Child Support Enforcement, Administration for Children and Families,

Department of Health and Human Services for the purpose of locating individuals to

establish pateimity, establish and modify orders of child support enforcement actions as

required by the Personal Responsibility and Woxk Opportunity Reconciliation Act, the

Federal Parent Locator Syster~a and the Federal Tax Offset System;
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(14) To the Office of Child Suppox-~ Enforcement for release to the Social Security
Adminisiaration for verifying soczal security numbers in connection. with the operation o£
the Federal Parent Locator System by the Office o~ Child Support Enforcement;

(15) To the Office of Child Support Enfoxcement for release to the Depaz-tment of Txeasury fox
purposes of administering the Earned Income Tax Credzt Pxogram and verifying a claim
with zespect to employment in a tax xeturn;

(I6) To Benefit Allocation Systems, T. Rowe Price, and ofher benefit providers, carxiers,
vendors, contractors, and agents to process claims and provzde related aduli.ni.strative
services involving FDIC personnel.

DISCLOSURE TO COI~S~UIV~R IZEPORTII~tG AGENCIES: PLusuaa~t to 5 U.S.C.
552a(b)(12), disclosures may be made ~ro~n this system to consumer reporting agencies as
defined in the Fau Credit Reporting Act (15 U.S.C. 1681a(~) or the Federal Claims Collection
Act of 1966 (31 U.S.C. 3701(a)(3)).

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING, Al~TD DISPOSING ~F RECORDS IN THE SYSTEM:

Storage: Records are stored in electronic media ox in paper format within individual file
folders.
Retrievability: Recoxds are indexed and retrieved by the name, social security number,

or system-specific assigned number of the ezxiployee:
Safegutards: Electronic records ate password-protected and accessible only by
authorized personnel. Paper records axe maintained in lockable metal file cabinets in a
locked room accessible only to authoxized personnel.
Retention and Disposal: These records will be maintained until they become inactive,

at which time they will be retired or destroyed in. accordance with FDIC Records
Retention Schedules and the NationaJ..Axchives anc~ Recoxds Admi~rusha~ion. Disposal is
by shredding ox other appropriate disposal methods.

SYSTEM MAN~AGER(S) AND ADDR.ES~: Deputy Di~ectox, Human Resources Branch,
FDIC Division of Administration, 550 17th Street, NW, Washington, DC 20429.

l~OTIFICA.TION PROCEDURE: I~ndaviduals seeping to determine whether this system of

recoxds contains information pertaining to themselves or who aye seeking access to records
maintained in tiv s system of xecords must submit their request in writing to the Legal Division,

FOIA &Privacy Act Group, FDIC, 550 17th Street, NW, Washington, DC 20429, and comply

with the procedures contained in FDIC's Privacy Act regulations, 12 CFR Part 310.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

COIo1TESTIlVG RECORD PROCEDURES: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system of records should specify the

information being contested, their reasons fox contesting it, and the proposed amendment to such

'information in accordance with FDIC regulations at 12 CFR Part 310.
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RECORD SOURCE ~A7['EGORTES: The souxces of records its. -this categoxy include the
individuals to whom the records pertain and information ret~7eved from official FDIC records.

EXEMPTIONS CLAIMED F()12 THE ~Y~TEM: None.

FDIC-3064-001
SYSTEM 1VANT~: personnel Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

~Y~TEM LOCATION: Division of Administration, FDIC, 550 17th Street, NW, Washington,
DC 20429, and FDIC Office of Inspector General, 3501 Fairfax Drive, Arlington, VA 22226.
For aclnlinist~ative purposes, duplicate systems may exist within the FDIC at the duty station of
each employee. (See Appendix A for a list of the FDIC regional offices.) The FDIC also has
an interagency agreement with the U.S. Department of Agriculture, National Finance Centex in
New Orleans, Louisiana, to provide and maintain pa~oll, personnel, and related services and
systems involving FDIC employees.

CATEGORIES OF INDNIDUALS COVERED BY THE SYSTEM: To the extent not
covered by anp other system, this system covers current and former FDIC ox OIG employees,
contractors, and applicants for employment.

CATEGORIES OF RECORDS IN THE SYSTEM: This system contains a variety of records
relating to personnel actions and determinations made about individuals while employed or
seeking employment. These records may contain information about an individual relating to
name, birth date, Social Security Number (SSN), personal telephone numbers and addresses,
employment applications, background, identity veri~icat~on and credentials, duty station
telephone numbers and addresses, compensation, perfoz~rnance, separation, Internal Revenue
Service (IRS) ox court-ordered levies, emergency contacts, and related records and
co~xespondence. These xecoxds may also contain Equal Employment Opportunity (EEO) group
infozm.ation about FDIC employees, such as race, national origin, sex and disability information.
NOTE: Records maintained by the FDIC in the o~czal personnel file are described in the
government-wide Privacy Act System Notice known. as OPMIGOVT-1 and other govei~nment-
wide system notices published by the Office of Personnel Management, and are not included
within finis system.

AUTHORITY FOIa NlAiI~1TENANCE OF THE ,~Y~TEM: Section 9 of the Federal Deposit
Insurance Act (12 U.S.C. §1819), Executive Order 9397; and Section 8C(b) of the Inspector
General Act, as amended (5 U.S.C. app.).

PT)RPOSE(~): The records are collected, maintained and used to support the admiriistrati.on
and management of the FDIC personnel arzd benefits programs.

ROUTINE USES OF 12ECORI)~ 1VI~I.INTAlNED IN THE ~YSTEIlZ, II\TCLUDII~G
CATEGORIES OF U~ElaS ~D THJC PURPO~E~ OF SUCH USES: Tn addition to those
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disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the

xecords or information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigaCirig or

prosecuting a violation of, or for enfoxcing ox implementing a sfatute, rule, xegulatron, or

ordex issued, when the information indicates a violation o~ potential vi.olat~on of lativ,
whethex civzl, criminal, or regulatory in nature, and vahether arising by general statute or
particular program statute, or by regulation, rule, or oxder issued pursuant thereto;

(2) To a cout-t, magist7rate, or other administrative body in the course of presenting evidence,

including disclosures to counsel or -witnesses in the course of civil discovery, litigation,

ox settlement negotiations or iri connection with cximinal proceedings, when the FDIC is

a party to the proceeding or has a significant interest in the proceetling, to the extent that

the information is determined to be relevant and necessary;
(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;
(4) To appxopxzate Federal, State, local authorities, and other entities when (a) it is suspected

or confirmed that the security or cozlfiden~iality of znfo~7nation in the system has been
compromised; (b) there is a risk of harm to economic or property interests, identity theft

or fraud, or harm to the security or integrity of this system or other systems or programs
that rely upon the compromised information; and (e) the disclosure is made to such
agencies, entitzes, and persons who are reasonably necessary to assist in efforts to
respond to the suspected ox confiln~ed compromise and prevent, mi„imize, or remedy
such ha~n;

(5) To appropriate Federal, State, and local authorities in connection with hiring ox retaining

an individual, conducting a bacl~ground seclaxity or suitability investigation, adjudication

of liability, or eligibility for a license, con~aract, grant, or other benefit;
(6) To appropriate Federal, State, and local authorities, agencies, a~tbitrators, and other parties

responsible for processing any personnel actzons ox conducting administrative hearings ox
corrective actions or grievances or appeals, or if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies and o thex public authorities for use in records
management inspections;

(8) To officials of a labor organization when relevant ar~d necessary to their dudes of
exclusive representation concerning personnel policies, practices, and matters affecting

worl~ing conditions;
(9) To cont7ractors, grantees, volunteers, and others pe~rfonning or worl~ing on a contract,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector
General, ox the Federal Government fox use in carrying out their obligations under such
contract, grant, agreement or project;

(10) To the Department of Agriculture, National Finance Center to provide personnel, payroll,

and related services and systems involving FDIC personnel;
(11) To the Internal Revenue Service and appropriate State and local faxing authorities;

(12) To appropriate Federal agencies to effect salary ox aclrninistrative offsets, or fox other

purposes connected with the collection of debts otived to the United States;
(13) To the Office of Child Suppox-t Enforcement, Acliniuistration fur Childzen and Families,

Depax-tment of Health and Human Services far the purpose of locating individuals to



establish patez~ity, establish and modify oxdexs of child suppox-t enforcement actions as
required by the Pexsonal Responsibility and Work Opportunity Reconcilza-tionAct, the
Federal Parent Locatox System and the Federal Tax Offset System;

(14) To the Office of Child Support Enforcement for release to the Social. Security
Aclmminist~ation. for verifying socia]. security numbers in connection with the operation of
the Federal Patent Locator System by the Office of Child Support Enforcement;

(l S) To the Office of Child Support Enforceme~.t £or release to the Deparime~t of Treasury for
purposes of administering the Earned Income Tax Credit Program and verifying a claim
with respect to employment in a tax xetuzn.

DI~CLO~~URE TO COI~T~UMER REPORTING AGENCIES: Pursuant to 5 U.S.C.
552a(b)(12), disclosures may be made from this system to consumer reporting agencies as
defined in the Fair Credit Reporting Act (15 U.S.C. Z681a(~) or the Federal Claims Collection
Act of 1966 (3 J. U.S.C. 3701(a)(3)).

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINIl\1G, AND DISPOSING OF RECORDS IN THE SYSTEM:

Storage: Records are stored in electronic media or in paper format within individual file
folders.
Retrievability: Records are indeed and retrieved by the name or social seciuity
number of the individual..
Safeguards: Electronic recoxds are password-protected and accessible only by
authorized personnel. Paper records are maintained in lockable metal file cabinets in a
locked room accessible only to authorized personnel.
Retentiion and Disposal.: These records will be maintained until they become inactive,
at which time they mill be retired or destroyed in accordance with FDIC Records
Retention Schedules and the National Archives and Records Administration. Disposal is
by shredcling or other appropriate disposal methods.

SYSTEM Mt~NAGER(S) AND ADDRESS: Deputy Director, Human Resources Branch,
FDIC Division of Adn~inis~tation, 550 17th S1:reet, NW, Washington, DC 20429; Depu-ry
Assistant Inspector General for Management, Office of Inspector General, FDIC, 3501 Fairfax
Drive, Arlington, VA 22226.

NOTIFICATION PROCEDURE: Individuals seeking to determine whether this system of
records contains information pertaining to themselves ox who are seeking access to records
maintained in this system of records must submit their request in ~wrating to the Legal Division,
FOIA & Pxivacy Act Group, FDIC, 550 J.7th Street, NW, Washington, DC 20429, and comply
with the procedures contained in FDIC's Privacy Act regulations, I2 CFR Part 310.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDUI2E~: See "Notification Procedure" above.
Individuals wishing to contest oz amend information maintained in this system of records should
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specify the information being contested, their xeasons fox contesting it, and the proposed
amendment -to such information in accordance with FDIC xegulations at 12 CFR Pax-t 310.

RECORD ~OUR.CE CATEGORTE~: The sotuces o£records in this category include the
individuals to whom the xecords pertain and infoxmation retrieved fiom official FDIC xecoxds.

]EXEMPTIONS C7LAINIED ~+'OR THE SYSTEM: None.

FDIC-30-64-0016
SY~TEIVI 1\tAME:

Brokexs/Dealers.

SECURITY CLASSIFICATION: Unclassified but sensitive.

a1 Securities

SYSTEM LOCATION: Division of Risk Management Supervision, Risk Management Policy
and Exam Oversight Bunch, FDIC, 550 17th Street, NW, Washington, DC 20429.

CATEGORIES OF INDIVIDUALS COVERED BY THE ~Y~TEM:

(1) Persons who are or seek to be associated with municipal securities brokers ox miu7icipal
securities dealers tivhich are FDIC-insured, state-chartered financial institutions (including

~' insured state-licensed bxanches of foreign financial institutions), not members of the Federal
Reserve System, or are subsidiaries, departments, or divisions of such financial institutions;

(2) Persons who are or seek to be persons associated with U.S. Government securities dealers or
brokers Which are FDIC-insured state-chartexed financial institutions, other than membexs of the
Federal Reserve System.

CATEGORIES OF RECORDS IN THE SYSTEM: The records contain identifying
information, detailed educational and employment histories, examination information,
disciplinary information, if any, and information concerning the term_i_nation of employment of
individuals covered by the system. Identifying information includes name, address, date and
place of birth, and may include social security numbex.

AZ7THORITY FOR MAINTENANCE OF THE ~YSTEIVI: Sections 15B(c), 15C, and 23 of
the Securities Exchange Act of 1934 (15 U.S.C. 780-4, 780-5, axid 78q and 78w); and Section 9
of the Federal Deposit Insurance Act (12 U.S.C. 1819).

PUR.PO~E: The records are maintained to comply ~vvith the registration requirements of
municipal securities dealers, municipal securities representatives, and U.S. Government
securities brol~exs or dealers and associated persons contained in the Securities Exchange Act of
1934 and to support the FDIC's regulatory and supervisory functions.
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ROUTII~TE USES OF I~ECORD~ M[AII~ITAIl~EI) Il~ 7CHE ~Y~T~M, IliTCLZTDII~G
CATEGOl~2TES OF USERS AND PURPOSES OF ~UCI3 USE: In addition to those
clisclosuxes generally permitted under S U.S.C. 552a(b) of the Pxivacy Act, all or a portion of the
records or information contained in this system maybe disclosed outside the FDIC as a routine
use as follows:
(1) To appropriate Federal, State, and local authorities xesponsible for investigating ox

prosecuting a violation of, or for enforcing or implementing a statute, Wile, regulation, or
oxdex issued, when the information indicates a violation or potential violation of law,
whethex civil, criminal, or regulatory in nature, and whether arising by general statute or
particular program statute, ox by regulation, i~l.e, ox order issued pursuant thereto;

(2) To a coiu~, magistrate, or other administrative body in the course of presenting evidence,

including disclosures to counsel ox witnesses in the course of civil discovery, litigation,
or settlement negotiations or in connection with crzminal proceedings, when the FDIC is
a party to the proceeding or has a significant interest in the proceeding, to tha extent that
the infox~natzon is determined to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at
the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected
or confirmed that the security or confidentiality of info nation in the system has been
compromised; (b) there is a risk of ha~t7n to economic ox property interests, identity theft
or fraud, or ha-rxn. to the secuxzty or integrity of this system or other systems or programs
that rely upon the compron~v.sed information; and (c) the disclosure is made to such
agencies, entities, and persons ,c~vho are reasonably necessary to assist in efforts to
respond to the suspected or corsfiinZed compromise and prevent, ntiinimize, or remedy
such harm;

(5~ To appropriate Federal, State, and local authorities in connection with hitiug ox retaining
an individual, conducting a background security or suitability investigation, adjudication
of Liability, or eligibility for a lzcense, contract, grant, ox other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties
responsible fox processing any personnel actions or conducting ac~lninist~ative hearings or
coz~xective actions or grievances ox appeals, or if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies and other public authorities for use in records
management iti.spections;

(8) To contactors, grantees, volunteers, arzd others performing or working on a contract,
servzce, grant, cooperative agreement, or project for the FDIC, the Office of Inspector
General, or the Federal Government for use in. carrying out their obligations under such
contract, grant, agreement ox proj ect;

(9) To officials of a labor organization when relevant and necessary to their duties of
exclusive representation concerning personnel policies, practices, anal matters affecting
working conditions;

(10) To the appropriate Federal, State, local, or foreign agency or authority or to the
appropriate self-xegulatary organization, as defined in section 3(a)(26) of the Securities
Exchange Act of 1934 (15 U.S.C. 78c (a)(26)), to the extent disclosure is deter~li~ed to
be necessary and pertinent for investigating or prosecuting a violation of or fox enforcing
or implementing a statute, rule, xegulat~on, ox order, when -the info~~rnation by itself or



together with additional information indicates a violation or potential violation of lave,
whether civil, c~invnal, or reg~ulatoxy iza. nature, and whether wising by general statute ox
particular program statute, or xegulation, rule ox order issued pursuant thereto;

(11) To assist in any proceeding in which the Federal.secuxzties ox banl~ing Javas are in issue or
a proceeding involving the propriety of a disclosure of information contained in this
system, in which the FDIC or one of its past or present employees is a party, to the event
that the information is relevant to the proceeding;

(12) To a Federal, State, local, or foreign governmental authority or aself-regulatory
organization if necessary in order to obtain information relevant to an FDIC inquiry
concerning a person who is or seeks to be associated with a municipal sectuxfies deaJ.er as
a municipal sec~.rities principal or representative or a U.S. Goveznrnent securities broker
or a U.S. Government securities dealer;

(13) To a Federal, State, local, or foreign governmental authority or a self-regulatory
organization in connection with the issuance of a license or other benefit to the extent that
the information is relevant and necessazy; and

(14) To a registered dealer, registered brol~er, registered municipal securities dealer, U.S.
Government securities dealer, U.S. Government securities brol~er, ox an insured financial
institution that is a past or present employer of an individual that is the subject of a
record, or to which such individual has applied for employment, for purposes of identity
verification or for purposes of investigating the qualifications of the subject individual..

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

Storage: Records are stored in electronic media and in paper format within inclividual
file folders.
Retrievability: ~Indaxed by name aid dealer registration number ox FDIC financial
institution certificate number.
Safeguards: Electronic files are password protected and accessible only by authorized
personnel. Paper format records axe stored in file foJ.dexs Vin. lockable metal file cabinets
accessible only by authorized pexso~el.
Retention and Disposal: These records will be maintained until they become inactive, at

which time they will be retired or destroyed in accordance with FDIC Records Retention
Schedules and the National Archives and Records Adminis~tation. Disposal is by
shredding or other appropriate disposal methods.

SYSTEM MANAGERS) AND .A.DDRES~: Examination Specialist, Risk Management Policy

and Exam Oversight Branch, Division of Risk Management Supervision, FDIC, 550 17th Street,

NW, Washington, DC 20429.

l~tOTIFICATION PROCEDTTRE: Inclividuals wishing to determine if they are named in this

system of records ox who are seeking access or amendment to records maintained in this system

of records must submit their request in writing to the Legal Division, FOIA &.Privacy Act
Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in. accordance with FDIC
regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attest7ng to their identity.
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RECORD ACCESS I'ROCEDURE~: See "Notifzcatian Procedure" above.

CONTE~'I'ING RECORD PROCEDURES: See "Notification Procedure" above. Inclividuals
wishing to contest or amend information maintained in this system should specify the
information being contested, the xeasons for contesting it, and the proposed amendment to such
information iz~ accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE C.A.TEGORTE~: Individuals on whom tha records ara maintained,
municipal securities dealers and U.S. Government securities dealers and brokers (as such dealers
are described in "Categories of Individuals Cowered by the System" above), and Federal, State,
local, and fozeign governmental authorities and self-regulatory oYgaxuzations or agencies which
xegulate the securities industry.

EXEMPTIONS CL~INI~D FOR THE SYSTEM: Nona.

FDIG30-64-0017
SYSTEM NAME: Employee Medical and Health Assessment Recoxds.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Health Unit, Corporate Services Branch, Division of Administration,
FDIC, located at the following addresses: 550 17th Street, NW, Washington, DC 20429; 3501
Fairfax Drive, Arlington, VA 22226; 1310 Courthouse Road, Arlington VA 22226; aa~d Health
Units located in FDIC xegional offices; and FDIC Office of Inspector General, 3501 Fairfax
Dxive, Arlington, VA 22226. (See Appendix A for a list of the FDIC regional offices and their
addresses.)

CATEGORIES OF INDIVIDUALS COVERED SY THE SYSTEM: All current and former
FDTC and OIG employees and other individuals who seek information, treatment, medical
accommodations, participate in health scxeening programs admtlistered by the FDIC, or file
claims seeking benefits under the Federal Employees' Compensation Act.

CATEGORIES OF RECORDS IN THE SYSTEM: Medical records of the employee,
including name, age, height, weight, history of certain medical conditions, health screening
records; dates of visits to the FDIC Health Unit, diagnoses, and treatments ad~i7inistexed;
ergonomic reviews and assessments; the name and telephone number of the person to contact in
the event of a medical emergencq involving the employee; and reports of injury or illnesswhile

in the performance of duty. The system used by the Office of Inspector General contains the
results of physical and other medical examinations of OIG employees. Note: This system
includes only records maintained by the FDIC. Associated records, if any, are described and
covered by the Office of Personnel Management government-wide system of records
OPMIGOVT-10 (Employee Medical File System Records) ox the Department of Labor
government-wide system of records DOL/GOVT-1 (Office of Workers' Compensation
Programs, Federal Employees' Compensation Act File).
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AUTHORITX FOR MA~I~T]ENAl\TCE O]E+' THE SX~'~'EM: Section 9 of the Federal Deposit
Insurance Act (12 U.S.C. 1819); aa~d Sections 4(b), 6(e), and 8C(b) of the Inspector Genexal Act,
as amended (5 U.S.C. app.).

PU12PO~E: The records are collected and maintained to identify potential health issues and
concerns of an individual, to identify and collect infol~nation with xespect to claims fox injury or
illness w1~i1e in the perfoxmance of duty, medical conditions xeported by an. individual to the
FDIC Health Unit, and to identify necessary contacts in the event of a medical emergency
involving the covexed inclividual. The records collected and rrzaintained by the Offzce of
Inspector General are used to detex7~n tle compliance -with Of~fzce of Inspector General policies.

ROUTIliTE USES OF RECORDS MAINTAINED Il~ THE SYSTEM, INCLUJDIIrTG
CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES: In addition to those
disclosures generally pezmitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the
records or information contained rn. this system maybe disclosed outside the FDIC as a routine
use as follows:
(1) To appropriate Federal, State, and local authoxities responsible for investigating or

prosecuting a violation of, or for enforcing ox implementing a statute, n~1e, regulation, or
order issued, when the information indicates a violation or potential violation of lativ,
whether civil, cxinunal, ox regulatory in nature, and whether arising by general statute or
particular program statute, ox by regulation, rule, or order issued pursuant thereto;

(2)~ To a court, magistrate, or other adxniuistra~ive body in the course of presenting evidence,
including disclosures to counsel or witnesses in the course of czvil discovery, litigation,
ox settlement negotiations ox in connection with criminal proceedings, when the FDIC is
a party to the proceeding or has a significant interest in the proceeding, to the extent that
the information is determined to be relevant and necessary;

(3) To a con~'essional office in response to an inquiry made by the congressional office at
the reque~~of the individual who is the subject of the recoxc~;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected
or co~firnzed that the security or confidentiality of information in the system has been
compromised; (b) there is a risk of harm to economic or property interests, identity theft
or fraud, or harm to the security or integrity of this system ox othex systems ox programs
that xely upon the compromised infozma~ion; and (c) the disclosure is made to such
agencies, entities, and persons vaho are reasonably necessary to assist in efforts to
respond to the suspected or confirmed compromise and prevent; minimize, or remedy
such harm;

(5) To appropriate Federal, State, and local authorities in connection with hiring or retaining
an individual, conducting a bacicgxound security ox suitability investigation, adjudication
of liability, ox eligibility for a license, contract, grant, or other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties
responsible fox processing any personnel actions or conducting acii~lii~istrative hearings or
corrective actions or grievances ox appeals, or if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies and other public authorities fox use in records
management inspections;
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(8) To contractors, grantees, volunteers, and others perforanixlg or woxking on a contract,
sexvice, grant, cooperative agreement, or pxoject for the FDIC, the Office of Inspector
General, or the Federal Government fox use in carrying out their obligations under such
contract, grant, agreement or project;

(9) To officia.Is of a Iabox organization when xelevant and necessary to their duties of
exclusive representation concerning personnel policies, practices, and matters affecting
working conditions;

(10) To the appropriate Federal, State ox local agency when necessa.~ty to adjudicate a claim
(filed by ox on behalf of the individual) under the Federal Employees Compensation Act,
5 U.S.C. 8101 et seq., or a retirement, inslaxance or health benefit program;

(11) To a Federal, State, ox 1oca1 agency to the extent necessary to comply with laws
governing reporting of communicable disease;

(~.2) To health or life insurance carriers contracting with the FDIC to provide Life insurance ox
to provzde health benefits plan, such infoi7nation necessary to verify eligibility for
payment of a claim fox life or heal~tLh. benefits;

(13) To a Health Unit or occupational safety and health contractors, including contract nurses,
industrial hygienists, and others retained for the propose of performing any function
associated with the operation of the Health Unit; and

(14) To the person designated on the appropriate form as the individual to contact in the event
of a medical emergency of the employee.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING, .AND DISPOSING OF RECORDS IN THE SYSTEM:

Storage: The records acre stored in electronic media anal in paper format within
individual file folders.
Retrievability: Records are indexed and retrieved by name.
Safeguards: Electronic files axe passtivord protected and accessible only by authorized
personnel. Paper format records are stored in Iocl~able metal file cabinets. Access is
limited to authorized employees and contractors responsible for servicing the records in
the performance of their duties.
Retent~ou and Disposal: These records wi11 be ~.aintained until they become inactive, at
tivhich time they will be retired ox destroyed in accordance with FDIC Records Retention
Schedules and the National Archives and Records Administration. Disposal is by
shredding ox other appropriate disposal methods.

SYSTEM MANAGERS) AND A.DDR.ESS: Health, Safety and Environmental Program
Manager, Corporate Services Branch, Di.~vision of Aci~ni.n~.stratzon, FDIC, 3501 Fairfax Drive,
Arlington, VA 22226; Deputy Assistant Inspector General for Management, Office of Inspector
General, FDIC, 3501 Fairfax Drive, Arlington, VA 22226.

NOTIFICATION PROCEI)iTRE: Individuals wishing to deter~ra ne if they are named in this
system of records or who are seeking access or amendment to records maintained in this system

of records must submit rhea request zn writing to the Legal Division, FOIA &Privacy Act
Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC
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regulations at J.2 CFR Part 310. Individuals requesting their xecoxds must provide theix name,
addxess and a notarized statement attesting to their ide~~ity.

RECORD ACCESS PROCEDURES: See "Notificatzon Procedure" above.

COIm1TE~TING RECORD PROCEDI)RE~: See "Notification Procedure" above. Individuals
wishing to contest or amend information maintained in this system should specify the
information being contested, the reasons fox contesting it, and the proposed amendment to such
information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: The records are compiled during the course of a visit to
the Health Unit fox treatment, pat-ticipation in a health screening program, in the performance of
accident/incident investigations, or if tha individual requests an ergonomic assessment ox health
or z~edical accommodation. OIG employees also provide the results of physical and other
medical examinations required for compliance with Office o~Inspector General policies.

EXEMPTIONS CL~.TMED FOR THE SYSTEM: None.

FDIC-30-64-0018
SYSTEIYI I~tAlVI~: Grievance Records

SECURITY CLA~SIFICATTON: Unclassified but sensitive.

SYSTEM LOCATION: Human Resources Branch, Division of Administration, FDIC, 3501
Fairfax Drive, Arlington, VA 22226; and FDIC Office of Inspector General, 3501 Fairfax Drive,
Arlington, VA 22226. Records at the regional level generated through grievance procedures
negotiated with recognized labor organizations are located an the FDIC regional office where
originated (See Appendix A for a list of fine FDIC regional offices and their addresses). For non-
headquartexs employees, duplicate copies may be maintained by the Hwnan. Resources Branch,
Division of Adani~i.stration, .Arlington, VA for the purpose of coordinating grievance and
axbi~ration proceedings.

CATEGORIES OF INDIVIDU.A.L~ COVERED B'Y THE SYSTEM: Current or former
FDIC or OIG employees who have submitted grievances in accordance with part 771 of the
United States Office of Personnel Management's regulations (5 CFR Part 771) or a negotiated
grievance procedure.

CATEGORIES OF RECORDS II~T THE SYSTEM: The system contains records relating to
grievaa~ces filed by FDIC employees under Part 771 of the United States Office of Personnel
Management's regulations, or under 5 U.S.C.~'11.21. Case fides contain documents related to the
grievance including statements of witnesses, reports of interviews and hearings, examiner's
findings and recommendations, acopy of the final decision, anal related correspondence and

r~` e~ibits. This system includes files and records o~internal grievance procedures that FDIC may
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establish through negotiations with recognized Labor organizations. The system used by the

Office of Inspector General contains records related to grievances filed by OIG employees.

,A.UTHORITY FOR MAINTEl~tAl~TCE OF THE ~Y~T~+ M[: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819); the Inspector General Act, as amended (5 U,S.C. app.); 5 U.S.C.

7121; 5 CFR Part 771.

PITRPOSE: The information contained in this system is used to make detei~vna~ions and

document decisions made on fled grievances and settle matters of dissatisfaction or concern of

covered individuals. Information from this system may be used for preparing statistical

summary or management reports.

ROUTINE USES OF RECORDS MAIl~TTAINED 1N THE SYSTEM, INCLUDING

CATEGORIES OF USERS .AND THE PURPOSES OF SUCH USES: In adclition to those

disclosures generally permitted under 5 U.S.C. 552a(b) of the Pxivacy Act, all or a portion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating or

prosecuting a violation of, or for enforcing ox implementing a statute, rule, z~egulation, or

order issued, when the information indicates a violation or potential violation of law,

whether civil, criminal, or regulatory in nature, and tivhetller arising by general statute or

particular program statute, ox by regulation, rule, or order issued pursuant thereto.;

(2) To a court, magistrate, or other administrative body in the course of presenting evidence,

including disclosures to counsel ox witnesses in -the course of civil discovery, litigation,

ox settlement negotiations or in connection with criminal proceedings, when the FDIC is

a party to the proceeding or has a significant interest in the proceeding, to the extent that

the information is determined to be relevant and necessary; .

(3) To a congressional office in response to an inqui~'y made by the congressionaX office at

the request of the individual who zs the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a)•it is suspected

or confirmed that the security or confidentiality of information irz the system has been

compromised; (b) there is a risk of harm to economic or property interests, identity theft

or fraud, or harm. to the security or integrity of this system ox other systems ox programs

that rely upon the compromised i_nfoxmation; and (c) the disclosure i.s made to such

agencies, entities, and persons who era reasonably necessarq to assist in effoz-ts to

respond to the suspected or confirmed compromise and prevent, minimize, ox remedy

such harm;
(S) To appropriate Federal, State, and local authorities in connection with hiring ox retai~it~g

an individual, conducting a background security ox suitability investigation, adjudication

of liability, or eligibility for a license, contract, grant, or other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions ox conducting administrative hearings or

corrective actions or grievances or appeals, or if needed in ~1ie pexforma~ca of other

auEhorized duties;
~~ (7) To appropriate Federal agencies and other public authorities for use in records

management inspections;
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(8) To contractors, grantees, volunteers, and othexs performing ox working on a contract,
service, grant, cooperative agreement, ox project fox the FDIC, the O£fice of Inspector
Genexal, ox the Federal Government for use in carrying out their obligations under such
cont7act, grant, agreement or pzoject;

(9) To officials of a labor organization when relevant and necessary to their duties of
exclusive representation concerning personnel policies, practices, and matters affecting
worl~ing conditions; and

(10) To any solarce during the course of an investigation only such information as deteri~~ined
to be necessary and perCinent to pxocess a grievance, to the extent necessary to identify
the individual, inform the source of the purposes) of the request and identify the type of
information requested.

]POLICIES AND PRACTICES Y+'OR STORING, RETRIEVING, ACCESSING,
RETATNIl~G, .A.A1D DISPOSING OF RECORDS IN THE SYSTEM:

Storage: The records axe stored in electronic media and in paper format within
individual file folders.
Retrievability: Records are indexed and retrieved by name.
Safeguards: Electronic files are password protected and accessible only by authorized
personnel. Papex format records are stored in locl~able metal file cabinets an a locked
room accessible only to authorized personnel.
Retention and Disposal: These records will be maintained until -they become inactive, at
which time they will be retired ox destroyed in accordance with FDIC Records Retention
Schedules and the National Archives and Records Administration. Disposal is by
shredding or other appropriate disposal methods.

SYSTEM MANAGERS) AND ADDRESS: Deputy Director of Personnel, Human Resources
Branch, Division of Administration, FDIC, 3501 Fairfax Drive, Arlington, VA 22226; Deputy
Assistant Inspector General for Managernex~t, Office of Inspector General, FDIC, 3541 Fairfax
Drive, Arlington, VA 22226. The appropriate FDIC Regional Director for records maintained

in FDIC regional offices (see Appendix A for a Iist of the FDIC regional offices and their
addresses).

1vTOTII'ICATION PROCED~[J:R~: Individuals wishing to determine if they are named in this

system of records or who are seeping access or amendment to records maintained in this system

of records zx~.ust submit their request in writing to the Legal Division, FOIA &Privacy Act
Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance wit~~. FDIC
regulations at 12 CFR Part 310. Inclividuals requesting their records must provide their name,

address and a notarized statement. attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification. Procedure" above.

CONTESTIIi~G RECORD PROCEDURES: See "Notiftcation Procedure" above. Individuals

wishing to contest ox amend infox~ation maintained in this system. should specify the
r' information being contested, the reasons for contesting it, and the proposed amendment to such
` information in accordance with.FDIC regulations at 12 CFR Part 310.
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RECORD SOURCE CATEGORIES: Infozrnation itz this system is provided: (1) By the
individual on tivhom the recoxd is maintained; (2) by testimony of witnesses; (3) by agency
officials; and (4) fiom related correspondence from oxgaraizations ox persons.

EXEMPTI~N~ CLAI11'~+ D FOR THE ~YSTEl19[: None.

FDIC-30-64-0019
SYSTEM IoII~M~: Potential Bzdders List.

SECURITY CLASSIFICATION: Unclassified but sensitive.

~Y~TEIVI LOCATION: Division of Resolutions and Receiverships, FDIC, 550 17th Street,
NW, Vdashington, DC 20429; and Field Operations Branch, Di~sion of Resolutions and
Receivexships, FDIC, 1601. Bryan Street, Dallas, Texas 75201.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals who have
purchased or submitted written notice of an interest in plarchasing loans, owned reaX estate,
securities, or other assets from the FDIC.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains the individual's name, address,
telephone number and electronic maal adc~ess, if available; information as to the kind or category

~`~ and general geographic location of loans or owned real estate that Ilse inclividual maybe
interested in purchasing; and information relating to whether any bids have been submitted on
priox sales.

AUTHORITY FOR MAIlINTENANCE OF THE SYSTEM: Sections 9, 11 and 13 of the
Federal Deposit Insurance Act (12 U.S.C. 1819, 1821 and 1823).

PURPOSE: The system collects, identifies and maintains information about potential
pluchasexs of assets (primarily loans and owned zeal estate) from the FDIC. The information is
utilized by the FDIC in the marketing of assets, to identify qualified potential purchasers and to
solzcit bzds fox assets. The information ire this system is used to suppoxt the FDIC's
Iiquidationlreceivership functions.

ROUTINE USES OF RECORDS MAINTAINED 1N THE SYSTEM, INCLUDING
CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES: In adclition to those
disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all ox a portion of the
records or information contained in this system maybe disclosed outside the FDIC as a xoutine
use as follows:
(I) To appropriate Federal, State, and local authorities responsible for investigating or

prosecuting a violation of, or for enforcing or implementing a statute, rule, regulation, or
oxder issued, when the infoz~nation indicates a vioJ.ation or potential violation of lav~v,
whether civil, criminal, or regulatory in nature, and whether axising by general statute or
particular program statute, or by regulation, rule, ox oxder issued pursuant -thereto;
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(2) To a court, magistrate, or other administrative bndy in the course of pxesenting evidence,
including disclosures to counsel or witnesses in the couxse of civil discovery, litigation,
or settlement negotiations or in coxirzection with criminal proceeclirzgs, when the FDIC is
a party to the proceeding or has a significant interest in the proceeding, to the extent that
the infoxrnation is deteranined to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congeessional office at
the request of the individual vvho is the subject of the xecord;

(4) To appropriate Federal, State, Xoca1 authorities, and other entities when (a) it is suspected
or coi~~Crn~ed that the security .or confidentiality of information in the system has been
compromised; (b) there is a risk of haz~n. to economic or property interests, identity theft
or fraud, or harm to the security ox integrity of this system or other systems or programs
that rely upon the compxomised information; and (c) the disclosure is made to such
agencies, entities, anal persons who axe reasonably necessary to assist in efforts to
respond to the suspected or confirmed compromise aa~.d prevent, minimise, or remedy
s~.ch ha7~n;

(5) To appropriate Federal, State, and local authorities in connection with hiring ox retaining
an. individual, conducting a background security or suitability investigation, adjudication
of liability, or eligibility for a Zicense, contract, grant, or other benefit;

(6) To appropriate Fedexal, State, and local authorities, agencies, arbitrators, and other parties
responsible for processing atzy personnel actions or conducting acl~ninistrative hearings or
co~ective actions or grievances ox appeals, or if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies anc~ other public authorities fox use in records
management inspections;

(8) To contractors, grantees, volunteers, and ofihers performing or working on a con~xact,
service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector
General, ox the Federal Government for use in carxyang out their obligations under such
contract, grant, agreement or project;

(9) To officials of a Tabor organization when relevant and necessary to -their duties of
exclusive representation concerning personnel policies, practices, and matters affecting
worl~ing conditions; and

(10) To other Federal or State agencies and to contractors to assist in the marketing and sale of
loans, real estate, ox other assets held by the FDIC.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETr1INIl~TG AND DISPOSING OF RECORDS IN THE SYSTEM:

Storage: Records are stored in electronic media and paper format in file folders.
Retrievability: Electronic media and paper format are indexed and retrieved by name of
pxospectzve purchaser or unique identification number assigned to the prospective
purchaser.
Safeguards: Electronic files are password protected and accessible only by authorized
personnel. Hard copy printouts are maintained in lockable metal file cabinets or offices.
Retention and Disposal: These records will be maintained until they become inactive, at
which time they will be retired or destroyed in accordance with FDIC Records Retention
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Schedules and the National Archives and Records Adillinistxation. Disposal zs by
shredding or other appropriate disposal methods.

~Y~TEM MAN-AGER(S) AND ADDRESS: Director, Dzvision of Resolutions and
Receiverships, FDIC, 550 17fih Stzeet, NW, Washington DC 20429.

I~TOTIFICATION PROCEDURE: Individuals wishing to determine if they are named in this
system of records ox who are seeping access ox amendment to records maintained in. this system
of records must submit their request zn writing to the Legal Division, FOIA &Privacy Act

Gxoup, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC
regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,
address and a notarized statement attesting to their identity.

RECORD ACCESS PROCED~URE~: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "I~totif cation Procedure" above. Individuals
wishing to contest or amend infoxxnation maintained in this system should specify the
information being contested, the reasons for contesting it, and the proposed amendment to such
information in accordance wifih FDIC regulations at 12 CFR Pax-t 310.

RECORD SOURCE CATEGORIES: Information zs obtained frxom the individual about
whom the record is maintained.

EXEMPTIONS CLAIMED FOR TFIE SYSTEM: None.

FDIC-30-64-0020
SYSTEM NAME: Telephone Ca11 Detail Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Information Technology, FDIC, 3501 Fairfax Drive,
Arlington, VA 22226.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals assigned
telephone numbers by the FDIC, including current and former FDIC employees and contractor
personnel, who make Local and long clistance telephone ca11s and individuals Vvho receive
telephone calls placed from or charged to FDIC telephones.

CATEGORIES OF RECORDS IN THE SYSTEM: Records, including telephone number,
Location, dates and duration of telephone ca11s relating to use of FDIC telephones to place ox
receive long distance and local calls, and records indicating assignment of telephone numbers to
individuals covered by the system.

~` AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit
Insurance Act (12 U.S.C, 1819).
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PYJRPOSES: The records in this system are maintained to identify and make a record of a1J.
telephone ca11s placed tb or from FDIC telephones and enable the FDIC to analyze call detail

infoz~znation fox verifying ca11 usage; to determine responsibility for placement of specific long
distance ca11s; and for detecting possible abuse of the FDIC-provided long distance telephone

network.

ROUTINE USES OF RECORDS I~IAINTATNED Ili THE SYSTEM, Il~CLUDING
CATEGORIES OF USERS AND THE PiJ12POSE~ OF SUCH USES: In addition to those

disclosiues generally permitted under 5 U.S.C. 552a(b) of the Ptivacy Act, all or a portzon of the

records or information contained in this system maybe c~~isclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and~local authorities responsible fox investigating or

prosecuting a violation of, or for enforcing or implementing a statute, rule, regulation, ox

order issued, when the information indicates a violation or potential violation of law,
whether civil, cru~nal, or xeg~alatory in nature, and whether arising by general statute or
particular program statute, or by regulation, rule, or order issued pursuant thereto;

(2) To a court, magistrate, ox other aclmi~aistcative body zn the course of presenting evidence,

including disclosures to counsel ox witnesses in the course of civil discovery, litigation,

or settlement negotiations or in connection with criminal proceedings, when the FDIC is

a party to the proceeding or has a significant interest in the proceeding, to the extent That

the information is determined to be relevant and necessary;
(3) To a congressional office iri response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;
.(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

or con-Crmed that the sectaxity or confidentiality ofinformation in the system has been
compromised; (b) there is a risk of harm to economic or property interests, identity theft

or fraud, ox harm to the security ox integrity of tl~is system or other systems ox programs

that rely upon the compromised information; anal (c) the disclosure is made to such
agencies, entities, and persons who are reasonably necessary to assist in effox is to
respond to the suspected ox coll:firined compromise and prevent, minimize, or remedy

such hann;
(5) To appropriate Federal, State, and local authorities in connection with hiring or retaining

an indavidnal, conducting a background security or suitability investigation, adjudication

of liability, or eligibility for a license, contract, grant, ox other, benefit;

(6) To appropriate Federal, State, and local. authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions or conducting acln~i~istrative hearings or

corrective actions or grievances or appeals, or if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies and ofhex public authorities for use in records
management inspections;

(8) To contractors, grantees, volunteers, and others perfornvng or v~orking on a contract,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector

General, or the Federal Government for use in carrying out their obligations under such

contract, grant, agreement or project;



(9) To officials of a labor organization tivhen ~eleva~t axid necessary to their duties of
exclusive representation concezning personnel policies, practices, and matters affecting
worl~ing conditions;

(10) To current and formax FDIC employees and other individuals currently or formerly
provided telephone ser-vices by the FDIC to determine their individual responsibility for
telephone calls;

(11) To a telecommunications company pro~v3ding telecommunications suppox~ to pern2it
servicing the account; and

(12) To the Department of the Treasury, federal debt collection centers, othez appropriate
federal agencies, and private collection contractors ox other third parties authorized by
law, for the purpose of collecting or assisting in the collection of delinquent debts owed
to the FDIC. Disclosure of i~fozmation contained in these records will be limited to the
individual's name and other information necessary to establish the identity of the
individual, and the. existence, validity, amount, status and history of the debt.

DISCLOSURE TO COIetS~(JN~R REPORTING .A.GENCIES: Pursuant to 5 U.S.C.
552a(b)(12), disclosures may be xn.ade from this system to consumer reporting agencies as
defined in die Fair Credif Reporting Act (15 U.S.C. 1681a(~) or the Federal Claims Collection
Act of 1966 (31 U.S.C. 3701(a)(3)).

POLICIES AlND PRACTICES FOR ~T012ING, RETRIEVING, ACCESSING,
RETAINING, AND DISPOSING OF RECOIaDS IN THE SYSTEM:

Storage: Recoxds are stored in electronic media.
Retrievability: Records are indexed and retrieved by telephone niunber and office
location.
Safeguards: Electronic files are password protected and accessible only by authorized
persontaeJ..
Retention and Disposal: Records are destroyed a$er the close of the fiscal year in
which they are audited or after three years fxom the date the record was created,
whichever occius first.

SYSTEM MANAGER r1ND ADDRESS: Assistant Director, Infrastructure Services Branch,
Division of Information Technology, FDIC, 3501 Fairfax Drive, Arlington, VA 22226.

NOTIFICATION PROCEDURE: Individuals wishing to determine if they are named in this
system of records ox who are seeking access or amendment to records maintained in this system
of records must submit their request in writing to the Legal Division, FOIA &Privacy Act
Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC
regulations at 12 CFR Part 310. Individuals requesting them records must provide their name,
address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDURCS: See "Notification Procedure" above.

COI~TTESTyNG RECORD PROCEDTTRE~: See "Notification Procedure" above. Tx~dividuals
vc~ishing to contest or amend information maintained in this system should specify the
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information being contested, the reasons fox contesting it, and the proposed amendment to such
information in accordaxzce with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: Telephone assignment xecords and call detail listings.

EXEMPTTOI~TS CLAIMED FOR. THE SYSTEM: None.

FDIC-30-64-0021
SYSTEM NAME: Fitness Center Recoxds.

SECITRITY CLASSIF'TCATION: Unclassified but sensitive.

SYSTEM LOCATION: Fitness Centers, Corporate Sexvices Branch, Division of
Admirust~'atiori, FDIC, 3501 Faairfa~ Drive, Arlington, VA, 22226, and 550 17th Stxeet, NW,
Washington, DC 20429.

CATEGORIES OF INDIVIDU.A_LS COVERED BY THE SYSTEM: ,FDIC employees who
apply fox membership and participate in the Fit~.ess Centers.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains the indi~vldual's name, gendex,
age; fitness assessment xesults; identification of certain medical conditions; and the name and
phone number of the individual's personal physician and emergency contact.

AUTHORITY FOR MAINTENANCE OF TFIE SYSTEM: Section 9 of the Federal Deposit
Insurance Act (12 U.S.C. 1819).

PTJRPOSE: The recoxds are collected and maintained to control access to the fitness center; to
enable the Fitness Centers' contractox to identify any potential health issues or concerns and t11e

fitness level of an individual; and to identify necessary contacts in the event of a medical
emexgency while the individual is participating in a fitness activity.

ROUTINE USES OF RECORDS M~1INTATNED 1N THE SYSTEM, INCLUDING
CATEGORTE~ OF USERS AND PURPOSES OF SUCH USES: In addition to those
disclosures generally permitted under 5 U.S.C. 552a(b) of fihe Privacy Act, all ox a portion of the

recoxds or information contained in this system may be disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating ox

prosecuting a violation of, or for enforcing or implementing a statute, rule, regulation, or

oxdex zssued, when the information indicates a violation or potential violation o~ lavv,
whether civil, criminal, or regulatory in natuxe, and v~rhether arising by general statute or
particular program statute, or by regulation, rule, or order issued pursuant thereto;

(2) To a court, magistrate, ox other acill~inistrative body in the course of presenting evidence,
including disclosures to counsel or witnesses in the course of civil discovery, litigation,

f~`,
or settlement negotiations ox in connection with criminal proceedings, when the FDIC is
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a party to the proceeding or has a significant interest in the pxoceeding, to the extent that
the infox~rnation is determined to be xelevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at
the request of the individual who is the subject of the xecord;

(4) To appropxiate Federal, State, loca]. authorities, and othex entities when (a) it is suspected

or confizmed that the security ox cox~fidenti.ality of information in the system has been
compromised; (b) thexe is a risk of hat~m to economic or property interests, identity theft

or fraud, or harm to the security oar integrity of fihis'systezn ox other systems ox programs

that xely upon the compromised information; and (c) the disclosure is made to such
agencies, entities, and persons who are reasonably necessary to assist in efforts to
xespond to the suspected or confr_rmed compromise and prevent, minimize, or remedy

such harm;
(5) To appropriate Federal, State, and local authorities in connection with hiring ox retaining

an individual, conducting a background security or suitability investigation, adjudication
of liability, or eligibility fox a Iicense, contract, grant, oar other benefit;

(6) To appropriate Federal,. State, and local authoxxties, agencies, arbitrators, and other parties
responsible for processing any personnel actions or conducting acln~inistrative hearings ox
coz~ective actions ox grievances or appeals, or if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies and other public authorities for use zn records
management inspections;

~8) To contractors, grantees, volunteers, and others performing or working on a contract,
service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector
General, or the Federal Government fox use in carrying out their obligations under such
contract, grant, agreeme~.t or proj ect;

(9) To ofFicials of a labor organization when relevant and necessary to their duties of
exclusive representation concerning personnel policies, practices, and matters affecting

working conditions;
(10) To the individuals listed as emergency contacts or the individual's personal physician, in

the event of a medical emergency; and
(11) To a Health Unit or occupational safety and health contractors, including contract nurses,

industrial hygienists, and others retained for the purpose of performing any function
associated with th.e operation of ~e Fitness Centers.

POLICIES ~,ND PRA.CTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING AND DISPOSING OF RECORDS:

Storage: Records are stored in paper format within individual file folders. Information.

recorded on index cards is stored in a card file box.
Retrievability: Individual file folders and cards are indexed and xe-~rieved by name.

Safeguards: Records axe maintained in lockable metal file cabinets. Access is limited to

authorized employees of the contractor responsible for servicing the records in the
performance of them duties. Note: In the fu~.ire, all or some portion of the records xnay

be stored in electronic rnec~ia. These records will be indexed and retrieved by name and

wi11 be password protected and accessible only by authorized pexsoru~el.
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12e~ention and Disposal: These records will be maintained until they become inactive, at

which time they will be retired ox destroyed in accordance with FDIC Records Retention

Schedules and the National .Archives and Records Adxnini.stration. Disposal is by

shredding ox other appropriate disposal methods.

SYSTEM MA.NAGER(~) .AND ADDRESS: Health, Safety and Envixonmental Program

Manager, Acquisition and Corporate Services Bxanch, Division of Ac1ministration, FDIC, 3501

Fairfax Drive, Arlington, VA 22226.

NOTIFIC~TIOIV PROCEDURE: Individuals wishing to determine if they are named in this

system of records or who are seeking access oz amendment to records maintained in this system

of records must submit their xequest in writing to the Legal Dzvzsion, FOIA. & Pxivacy Act

Group, FDIC, 550 17th Sheet, NW, Washington, DC 20429, in accordance with FDIC
regulations at 12 CFR Part 310. IndividuaXs requesting their xecords must provide theix name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See ̀notification Pxocedure" above. Individuals

wishing to contest or amend information maintained in this system should specify the
information. being contested, the xeasons for contesting it, and the proposed amendment to such

information in accordance wzth FDIC regulations at 12 CFR Part 3 7 0.

RECORD SOURCE CATEGORIES: Information is principally obtained from the individual

who has applied for membership and Fitness Center personnel. Some information maybe

provided by the individual's personal physician.

EXEMPTIONS CLA_T_1VL~D FOR THE SYSTEM: None.

FDIC-30-64-0022
SYSTEM NA.IY.~: Freedom of Information Act and Privacy Act Request Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATIONS: Legal Division, FOIA &Privacy Act Group, FDIC, 550 17th Street,

NW, Washir~.gton, DC 20429.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals who

submit requests and aclmi_uistrative appeals pursuant to the provisions of the Freedom of

Information Act (FOIA) or ~e Privacy Act; individuals -whose requests, appeals ox other records

have been referred to FDIC by other agencies; attorneys or other persons authorized to represent

individuals submitting requests and appeals; individuals who are the subjects of such requests;

anal FDIC personnel assigned to process such requests or appeals.
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CATEGORIES OF Id.EEC013I~~ III THE ~Y~TEM: Recoxds in the system may contain

requesters' and their attorneys' or representatives' names, addresses, e-mazl addresses, telephone

ntunbers; online identity verification information (username and password); and at~y other

information voluntarily submitted, such as an individual's social sectaxity nwnber; tracking

numbers; col7espondence with the requester ox others representing the requester; internal FDIC

correspondence and memozanda to or from other agencies having a substantial intezest in the

determination of the request; responses to the request and appeals; and copies of responsive

records. These records may contain personal information retrieved in response to a request.

Note — FOIA and Privacy Act case records may contain inquiries and requests regarding any of

the FDIC's other systems of records subject to the FOTA and Privacy Act, and infozmation about

individuals from any of these other systems may become part of this system o~ records.

AUTHORITY FOR MAINTENANCE OF TIDE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819); Freedom of 7nfoxmatron Act (S U.S.C. 552), the Privacy Act of

1974 (5 U.S.0 552a), 12 CFR Parts 309 and 310.

PURPOSES: The records are collected and maintained to process requests made under the

provisions of the FOIA and Privacy Act and to assist the FDIC in carrying out any other
responsibilities relat7ng to -the FOIA and Privacy Act.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING
CATEGORIES OF USERS AND THE PURPOSES OF ~UCI3 USES: In addition to those

disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all ox a portion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating or

pzosecuting a violation of, ox fox enforcing or implementing a statute, rule, regulation, or

order issued, when the information indicates a violation or potential violation of law,
whether civil, criminal, ox regulatory in nai~ra, and whether arising by general statute or

particular program statute, ox by regulation, rule, or order zssued pursuant thereto;

(2) To a court, magistrate, or other acl~r~~istrative body in the course of presenting evidence,

including disclosures to counsel ox witnesses in the course of civil discovery, litigation,

or settlement negotiations or in connection with criminal proceedings, when the FDIC is

a party to the proceeding or has a signi~i.cant interest in the proceeding, to the extent fhat

the information is determined to be relevant and necessary;
(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;
(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

or conf tined that fihe security or confidentiality of information in the system has been
compromised; (b) there is a risk of harm to economic or property interests, identity theft

or fraud, or harm to the security or integrity of this system ox other systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such
agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected ox confu7ned compromise and prevent, 1n7nim1Z8, ox remedy

SUC~1 IlaT111;
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(5) To appropriate Federal agencies and other public authoi7ties for use in records
management inspections;

(6) To contractors, grantees, volunteers, and others perfoY~rning or woxking on a contract,
service, grant, coopezative agreement, or project for the FDIC, the Office of Inspector
Genexal, or the Federal Government for use in caxrying out them obligations under such
contract, grant, agreement ox project;

(7) To another Federal government agency having a substantial interest in the determination
of the request or for the purpose of consulting with that agency as to the propriety of
access ox correction of the record zn order to complete the processing of requests; and

(8) To a third party authorized in writing to receive such information by the individual about
whom the information pertains.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAII~TING, AND DISPOSIl~G OF RECORDS IN THE SYSTEM:

Storage: Recoxds axe stored in electronic meclia and paper format within individual file
folders.
Retrievability: Electronic media and paper format records axe indexed and xai:rieved by
the requester's name or by unique number assigned to the request. Records sometimes are

retrieved by reference to the name of the requester's firm, if any, or the subs ect matter of
the request.
safeguards: Electronic files are password protected and accessible only by authorized
personnel. File folders are maintained in lockable metal file cabinets in a Iocked room
accessible only to authorized personnel.
Retention and Disposal: Records for Fxeedom of Information Act requests which are
granted, withdrawn or closed for non-compliance or similar reason, are destroyed ttivo
years after the date of the reply. Records for all other Freedom of Information Act
requests (e.g., requests denied in part, requests denied in full, and requests for which no
responsive information vas located) are destroyed six years aver the date of the reply,
unless the denial is appealed, in which case the request and reXated documentation are

destroyed six years after the final agency determination or three years after fanal
adjudication by the courts, tivhichevex is latex. Records maintained for control purposes
are destroyed six years after the last entry. Records maintained fox processing Privacy
Act requests are disposed of in. accordance with established disposition schedules for
individual records, ox five years after' the date of the disclostax~e was made, whichever is

latex. Disposal is by shiedding ox other appropriate disposal methods.

SYSTEM Mr1IYAGER AND .ADDRESS: Legal Division, FOIA &Privacy Act Group, FDIC,

550 17th Street, NW, Was~iugton, DC 20429.

I~TOTIFICATION PROCED CJRE: Individuals tivishing to determine if they are named in this

system of records or who are seeping access or amendment to records maintained in this system

of records must submit their request in writing to the Legal Division, FOIA &Privacy Act
Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC

~` regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.



RECORD ACC]E~S PROCEDUI2E~: See "Notification Pxocedure" above.

CONTESTING RECORD PIZOCEDURE~: See ̀notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system should specify the
information being contested, the reasons for contesting it, and the pxoposed amendment to such
information in. accordance with FDIC regulations at J.2 CFR Part 310.

RECORD SOURCE CATEGORIES: Requesters and'pexsons acting on behalf of requesters,
FDIC offices and divisions, other Federal agencies having a substantial interest in the
determination of the request, and erxzployees processing the requests.

EXEMPTIONS CLAIMED FOR THE SYSTEM: The FDIC has claimed exemptions for
several of its other systems of records under 5 U.S.C. 552a (j)(2), (1~)(1), (k)(2), and (k)(5) and
12 CFR Part 310.13. During the processing of a Freedom of Infox~nation Act or Privacy Act
request, exempt records from these other systems of records may become part of the case record
in this system of records. To the extent that exempt records from other FDIC systems of records
are entered ox become part of this system, the FDIC has claimed the same exemptions, and any
such records compiled in this system of records from any other system of records continues to be

subject to any exemptions) applicable for the records as they have in the primary systems o~E
records of which they axe a part.

FDIC-30-64-0023
SYSTEM NAME: Affordable Housing Program Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Resolutions and Receiverships, FDIC, 550 17~ Street NW,
Washington, DC 20429.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Purchasers and
prospective plarchasers of residential properties offered for sale through -the FDIC's Affordable

Housing Program. Note: To be considered a prospective purchaser fox purposes of triis record
system, the individual must have: (1) completed and signed an FDIC "Certification of Income
Eligibility;" and (2) delivered the form to an authorized representative of the FDIC's Affordable

Housing Program.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains the purchaser's or prospective

purchaser's income qualification form and substantiating documents (such as personal financial

sfatemerits, income tax retlu~s, asset or collateral verifications, appraisals, and sources of
income); copies of sales contracts, deeds, or other recorded instruments; infra-agency forms,
memoranda, or notes related to the property and purchaser's participation in tha FDIC's
Affordable Housing Program; correspondence; and other documents related to the FDIC's
Affordable Housing Program.
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AUTHORITY FCIl~. Mf_AII~TEI~AI~CE OF THE SYSTEM: Sections 9, 11, 13, and 40 of the

Federal Deposit Insurance Act (12 U.S.C. 1819, 1.821, 1823; 1831c~.

PiT12POSE: The records aye collected and maintained to detex~rnine and verify eligibility of
individuals' to participate in the FDIC Affordable Housing Program and to monitor coz~:ipliance
by individuals with purchaser income restrictions. The information in. the system suppoz-ts the
FDZC's liquidation of qualifying xesic~ential housing units and the FDIC's goal to provide home

ownership for low-income and ~odexate-income families.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, Ili~CLUDING
CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES: In addition to those
disclostaxes generally ~erxnit~ed under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine
use as follows:
(1) To appropriate Federal, State, and local authorities ~esponsibie fox investigating ox

prosecuting a violation of, or for enforcing or implementing a statute, xu1e, regulation, ox
order issued, when the information indicates a violation ox potential violation of law,
whether civil, cxixninal, or regulatory in nature, and whether arising by general statute or
particular program statute, or by regulation, rule, or order issued pursuant thereto;

(2) To a court, magistrate, or other administrative body in the course of presenting evidence,
i_n.cluding disclosures to counsel or witnesses in the course of civil discovery, litigation,
or settlement negotiations or i_n. connection with cxi_mnal proceedings, when the FDIC is
a party to the proceedi~ig or has a significant interest in the proceeding, to the extent that
the information is determined to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional. office at
the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected
or con-Ci7ned that the security or confidentiality of information in the system has been
compromised; (b) thexe is a risk of harm to economic or property interests, identity theft
ox fraud, or harm to the security oz integrity of this system ox other systems or programs
that rely upon the compromised information; and (c) the disclostue is made to such
agencies, entities, and persons who are reasonably necessary to assist in efforts to
respond to the suspected ox confirmed compromise and prevent, minimize, or remedy
such harm;

(5) To appropriate Federal, State, and local authorities in connection with hiring ox retaining
an individual, conducting a background security or suitability investigation, adjudication

of liability, or eligibility for a license, contact, grant, or other benefit;
(6) To appropriate Federal, Stata, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions or conducting administrative hearings ox
corrective actions ox grievances or appeals, ox if needed in the performance of other
authorized duties;

(7) To appropriate Federal agencies and other public authorities for use in records
management inspections;

(8) To contractors, grantees, voltar~feers, and others performing ox worl~ing on a contract,
service, grant, cooperative agreement, or project fox the FDIC, the Office of Inspector
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General, or the Federal Government for use in carrying out their obligations under such

contract, grant, agreement or project;
(9) To officials of a labor organization when relevant and necessary to their duties of

exclusive repxasentation conce~.ning persoxax~.el policies, practices, and matters affecting
working conditions; and

(10) To mortgage companies, financial institutions, federal agencies (such as the Fedexal
Housing Aclmixlis~ration, the Housing and Uxban Development Agency, the Farm Servzce

Agency, and the Veterans Administration), or state and local government housiYg
agencies tivhexe information is detel7nined to be relevant to an application or request for a

loan, grant, financial benefit, ox othex type of assistance or entitlement.

POLICIES AND PRACTICES FOR ~TORIIVG, RETRIEVING, ACCESSING,
RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

Stoxage: Records are stoxed in electronic media and in paper format vt~ithin individual

file folders.
Retrievability: Electronic meclia and paper fozrnat are accessible bq name of purchaser

ox prospective puzchaser and by address of the property purchased.
Safeguards: Electronic files are password protected and accessible only by authorized
personnel. File folders axe maintained in lockable metal file cabinets accessible only by

authorized personnel.
Retention and Disposal: These records will be maintained until they become inactive, at

which time they wi11 be retired or destroyed in accordance with FDIC Records Retention

Schedules and the National Archives and Records Administration. Disposal is by
shredding or other appropriate disposal methods.

SYSTEM IVIANAGER(S) AND ADDRESS: Supervisory Resolutions and Receiverships
Specialist, Operations Branch, Division of Resolutions and Receiverships, FDIC, 550 17th Street

NW, Washington, DC 20429.

NOTIFICATION PROCEDURE: Indavzduals wishing to determine i£they are named in this

system of records or tivho are seeking access ox amendment to records maintained in this system

of xecords must subxnzt their request in writing to the Legal Division, FOIA &Privacy Act

Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in. accordance with FDIC
regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCED-ORES: See "Notification Procedure" above. Individuals

wishing to contest or amend infozmation maintained in this system should specify the

information being contested, the reasons £or contesting it, and the proposed amendment to such

information in accordance with FDIC regulations ~at 12 CFR Pa7.~t 3I0.

RECORD SOURCE CATEGORIES: Information is obtained from the individual seel~in.g to

participate in the FDIC's Affordable Housing Pz~ogram. Information pertaining to an individual



may, in some cases, be supplemented with reports from credit buxeaus andJox similax credit
xeporting sexvzces.

EXEMPTIONS CLAIMED FOR THE SYSTEM: None.

FDIC-30-64-0024
SYSTEM N.AIYIE: Unclaimed Det~osit Account Records.

SECITRITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Resolutions and Receiverships, Fzeld Operations Bunch,
FDIC, 1601 Bxy~ Street, Dallas, Texts 75201.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals identifxec~
as deposit account owners of unclaimed insured deposits of a closed insuxed depository
institution for which the FDIC tivas appointed recezver aftez January 1, 1989.

CATEGORIES OF RECORDS IN THE SYSTEM: Deposit account xecords, including
signature cards, last kaown home address, social security number, name of insured depository
institution., xelating to unclaimed insured deposits or insured transferred deposits from closed
insured depository institutions for which fhe FDIC was appointed receivex after Januaxy 1, 1989.

AUTHORITY FOR Mt~.INTENANCE OF THE SYSTEM: Sections 9, 11, and 12 of the
Federal Deposit Insurance Act (12 U.S.C. 1819, 1821; and 1822).

PURPOSE: The.inforn~ation in this system is used to process inquiries and claims of
individuals with respect to unclaimed insured deposit accounts of closed insured depository
institutions for which the FDIC was appointed receiver after January 1, 1989, and to assist in
complying with the requirements of the Unclaimed Deposits Amendments Act.

ROUTINE USES OF RECORDS MAINTAINED IN T73E SYSTEM, INCLUDING
CATEGORIES OF U~ER,S AND P-C7RPOSES OF SUCH USES: In addition to those
disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the
records or information contained in this system maybe disclosed outside the FDIC as a routine
use as follows:
(1) To appropriate Fedexal, State, and local authorities responsible for investigating or

prosecuting a violation of, or for enforcing or implementing a statute, rule, regulation, or
order issued, when the information inclicates a violation or potential violation of law,
whether civil, criminal, ox regulatory in nature, anal whether arising by general statute or
particular program statute, or by regulation, rule, or oxder issued pursuant thereto;

(2) To a court, magistrate, or other administrative body in the course of presenting evidence,
including disclosures to counsel or witnesses in the course of civil discovery, litigation,
or settlement negotiations or in connection with criminal proceedings, when the FDIC is
a party to the proceeding or has a significant interest in the proceeding, to the extent that
the information is determined to be relevant and necessary;
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(3) To a congressional office in response to an inquiry mace by the congressional. office at

the request of the inclividual who is the subject of the record;
(4) To appropriate Federal, State, local authoxities, and other entities when (a) it is suspected

or confirmed that the security ox conf"xdentiality of information in the system has been
compromised; (b) there is a ris1~ of harm to economic or property interests, identity theft
or fraud, or harm to the security ox integrity of this system ox other systems or pxograms
that rely upon the compromised anfo~.~nation; and (c) the disclosure is made to such
agencies, entities, and pexsons who are reasonably necessary to assist in efforts to
respond to the suspected or confirmed compromise and prevent, minimize, or remedy
such harm;

(5) To appropriate Fedexal, State, and local authorities in connection with hiring or retaining

an individual, conducting a background security or suitability investigation, adjudication
of Liability, or eligibility for a license, contract, grant, or other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitratoxs, and other parties
responsible fox processing any personnel actions or conducting administrative hearings or
coxxective actions ox grievances or appeals, or if needed in the perfoxmance of other
authorized duties;

(7) To appropriate Federal agencies and othex public authorities for use in records
managezn.ent inspections;

(8) To officials of a labor organization when xelevant and necessary to them duties df
exclusive representation concerning pexsonnel policies, ~zactices, and matters affecting
working conditions;

(9) To contractors, grantees, volunteers, and others pexforming or working on a contract,
sexvice, grant, cooperative agreement, or project fox the FDIC, the Office of Inspectox
General, or the Federal Government fox use in carrying out their obligations under such
contract, grant, agreement or prof ect; and

(10) To the appropriate State agency accepting custody of unclaimed insured deposits.

POLICIES 11ND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING, AND DISPOSING OF RECORDS TN THE SYSTEM:

storage: Recoxds axe stored in electronic media and zn paper format.
Retrievability: Electronic media and papex format are indexed ar~d retrieved by
depository institution name, depositor Warne, depositor social security numbex, or deposit
account numbex.
Safeguards: Electxonic files are password protected and accessible only by authorized
personnel. Hard copy printouts are maintained in lockable metal file cabinets accessible

only to authorized personnel.
Retention and Disposal: If the appropriate State has accepted custody of unclaimed

deposits, a record of the unclaimed deposits will be retained by the FDIC d~uxing the
custody period often years. Such records will subsequently be destroyed in accordance

with the FDIC's records retention policy in effect at the time of return of any deposits to

the FDIC from tha State. 7f the appropriate State has declined to accept custody of the

unclaimed deposits of the closed insuxed depository institution, the FDIC will retain the

unclaimed deposit recoxds and upon termination of the receivership of the closed insured
depository insti-~,ition, the xecoxds will be retired or destroyed in. accordance with FDIC
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Records Retention Schedules and the Natzonal Archives and Recoxds Adxnir~istration.
Disposal is by shredding ox other appxopriate disposal methods.

SYSTEM IVIt~.NAGER(~) AND ADDRESS: Assistant Director, Field Operations Branch,
Division of Resolutions and Receiverships, FDIC, 550 17th Street, NW, Washington, DC 20429.

NOTIFICATIOIOT PROCEDURE: Individuals wishing to determine i~thay are named in this
system of recoxds or who are seel~i~.g access ox amendment to xecoxds maintained in this system
of records must submit their request in writing to the Legal Division, FOIA &Privacy Act
Gxoup, FDIC, 550 17th Street, NW, Washington, DC 20 29, in accordance tivith FDIC
regulations at 12 CFR Part 310. Individuals xequestirig their xecords must provzde their Warne,
address and a notarized statement attesting to them identity.

RECORD ACCESS PROCED-ORES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Individuals
wishing to contest or amend information maintained in this system should specify the
information being contested, the reasons for contesting it, and the proposed amendment to such
information in accordance with FDIC regulations a-~ 12 CFR Part 310.

RECORD SOURCE CATEGORIES: Information originates from deposit records of closed
insured depository institutions and claimants. Records of tiu~claimed transferred deposits axe
provided to the FDIC from assuming depository institutions to which the FDIC transferred
deposits upon closing of the depository institution.

EXEMPTIONS CLAIlVIED FOR THE SYSTElVi: None.

FDIC-30-64-0025
SYSTEM Nom: Beneficial Ownership Filings (Secu~raties Exchan eg Act)•

SECURITY CLA~~IFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Risk Management Supervision, FDIC, 550 17th Street
NW, Washington, DC 20429.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: (1) Any director ox
officer of an FDIC-insured cleposztoxy institution with a class of equity securities registered
pursuant to section 12 of the Securities Exchange Act of 1934, and (2) Any person who is
directly or indirectly the beneficial owner of greater than 10% of a class of equity securities
issued by an FDIC-insured depository instigation that are registered under section 12 of tha
Sectarities Exchange Act of 1934; including any trust, trustee, beneficiary or settlor required to
report pursuant to Securities and Exchange Commission Rule 16a-8.

1 CATEGORIES OF RECORDS IN TIDE SYSTEM. Reporting persons subanit electronically
4~ or on paper reports on any of the following three forms: "Initial Statement of Beneficial
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Ownership of Securities," "Statement of Changes in Beneficial Ownership of Secuxities" and

"Annual Statement of Beneficial Ownership of Securities." Reporting persons acre requixec7 to
use these forms to disclose ownership anal transactional information relative to they bex~e~cial

ownership of securities ofFDIC-insured depository institutions with securities registered ~atlder

the Securities Exchange Act of 1934. Under section 403 of the Sarbanes-Oxley Act of 2002,
these forms must be submitted in electronic form anc~. must be made available to the public on a

Federal agency's external inteznet websita. The forms require disclosure of the name of the

financial institution, relationship o~reporting person to the financial institution, reporting

person's name and street address, date of form or amendment, and filer's signature and date. A

description of the securities' terms and transactional information including transaction date, type

of transaction, amount of securities acquired or disposed, pxice, aggregate amount of securities

beneficially owned, and form and nature of beneficial ownership must also be disclosed on the

forms.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Sections 12(i) and 16(a) of the

Securities Exchange Act of 1934 (respectively, 15 U.S.C. 781(1) and 78p(a)).

PURPOSE: In accordance with Section 16(a) of the Securities Exchange Act of 1934, as

amended ~by section 403 of the Sarbanes-O~ey Act of 2002, this information is being made

available to .the public on the FDIC's external Internet ,vvebsite in order to facilitate the more
efficient transmission, dissemination, analysis, storage and retrieval of insider ownership and

transaction information in a manner that will benefit investors, filers and financial institution

regulatory agencies. .

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING
CATEGORIES OF USERS .AND THE PURPOSES OF SUCH USES: In addition to those

disclosures generally perinit~ed under 5 U.S.C. 552a(b) of t11e Privacy Act, all or a portion of the

recoxds ox information contained in this system maybe disclosed outside the FDIC as a xoutine

use as follows:
(1) To appropriate Federal, State, and local authorities xesponsxble for investigating ox

prosecuting a violation of, ox for enforcing or implementing a statute, rule, regulation, ox

order issued, when the information indicates a viola~on or potenfiial violation of law,
vvhethex civil, criminal, or regulatory inn nature, and whether arising by general statute ox

particular program statute, or by regulation, rule, ox oxde~ issued pursuant thereto;

(2) To a court, magisi~ate, or other admil~istrative body in t11e course of presenting evidence,

including disclosures to counsel or witx~.esses in the course of civil discovery, litigation,

or settlement negotiations ox in connection with crirriinal proceedings, when the FDIC is

a party to the proceeding or has a significant interest i~. the proceeding, to the extent that

the znformati.on is detelnlined to be relevant and necessary;
(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is f1~e subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

ox confirmed -that the security ox confidentiality of information in the system has been

compromised; (b) there is a risk of harm to economic or property interests, identity theft

oz fraud, or harm to the security ox integrity of this system or other systems or programs

that rely upon the compromised information; anal (c) the disclosure i.s made to such
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agencies, entities, and persons who are reasonably necessary to assist zn~ efforts to

respond to the suspected or confirmed compromise and prevent,l~zirLmize, or remedy

such harm;
(5) To appropx7ate Fedaxal, State, and Local authorities in connection with hiring or retaining

an individual, conducting a bacl~ground security ox suitability investigation, adjudication

of Liability, or eligibility for a license, contract, graa~.t, or otl~ex benefit;

(6) To appxopriate Fedexal, State, and local authoz7ties, agencies, arbitrators, and othex parties

responsible for processing any personnel actions ox conducting administrative hearings ox

corrective actions or grievances ox appeals, ox if needed in the performance of other

authorized duties;
(7) To officials of a labor organization when relevant and necessary to their duties of

exclusive represen-tatio~ concerning personnel policies, practices, ar~.d matters affecting

working conditions;
(8) To appropriate. Federal agencies and other public authorities for use in records

management inspections;

(9) To contractors, grantees, volunteers, and others perfonl~il~g ox working on a contract,

service, grant, cooperative agreement, or project fox the FDIC, the Office of Inspector

General, or the Federal Government for use in carz-ying out their obligations under such

contract, grant, agreement or project; and

(10) To the appropriate governmental or self-regulatory organizations when relevant to the

organization's regulatory ox supervisory responsibilities ox if the information is relevant

to a known ox suspected violation of a law or licensing standard within that organization's

jixrisdiction.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,

RETAINING .~1ND DISPOSING OF RECORDS IN THE SYSTEM:

Storage: Records are stored in electronic media or ox~ paper format in fife folders.

Retrievability: Electronically filed reports are indexed and retrieved by the na~.e of the

reporting party. Paper-filed reports are indeed by the name of the depository institution

issuing the securities being reported, -with sub-indexing by the filer's name.

Safeguards: Access to the infoxma~ion in this electronic system of records is

unrestricted. The filing and amendment of electronic records is restricted to authorized

users who have been issued non-transferable user ID's and passwords.

Retention and Disposal: These records will be maintained for fifteen years from the

date of filing, at which time they will be refixed or destroyed zn accordance with National

Archives and Records Administration and FDIC Records Retention and Disposition

Schedules. Disposal is by shredding or other appropriate disposal methods.

SYSTEM MA.NAGER(S) .AI D ADDRESS: Chief, Accounting &Securities Disclosure

Section, Division of Risk Management Supervision, FDIC, 550 17fih. S~teet, NW, Washington,

DC 20429.

NOTIFICATION PROCEDURE: Individuals wishing to dete~~nine if they are named in this

~' system of records or who ale seeking access ox amendment to records maintained in this system

of records must submit their request iri writing to the Legal Division, FOIA, &Privacy Act
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Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance wzth FDIC

~egu~ations at 12 CFR Part 310. Individuals zequesting their xeco~rds must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCE~~ PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Individuals

wishing to contest ox amend information maintained in this system should specify the

information being contested, the reasons for contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at ].2 CFR Part 310.

RECORD SOURCE CATEGORIES: Information originates from (1) az~y director or officer

of an FDIC-insured depository institution with a class of equity securities registered pursuant to

section 12 of the Securities Exchange Act of 1934; and (2) any beneficial owner of greater than

10% of an FDIC- insured depository institution with a class of equity securities registered under

the Securities Exchange Act of 1934, including any trust, trustee, beneficiary or settlor required

to report pursuant to SEC Rule 16a-8.

EXEMPTIONS CLAIMED FOR THE SYSTEM: None.

FDIC-30-64-0026
SYSTEM NAME: Transit Subsidy Pxo~ram Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Administration, FDIC, 550 17th Street, NW, Washington,

DC 20429 and the FDIC regional or area offices. (See Appendix A fox a list of the FDIC

regional offices.) Records fox FDIC Headquarters and all regional and aarea offices are also

housed electronically at the U.S. Department of Transportation, 1200 New Jersey Avenue, SE,

Washington, DC 20590.

CATEGORIES OF INDNIDUA.LS COVERED BY THE SYSTEM: To the extent not

covered by any other systezr~., this system covers employees who apply for and receive ixansit

subsidy progiam benefits.

CATEGORIES OF RECORDS IN THE SYSTEM: Tha system contains completed transit

subsidy application forms (FDIC Form 3440). The applications r.~clude, but are not Limited to,

the applicant's name, home address, title, grade, Division, Office, woxl~ hours, room and

telephone numbers, commuting schedule, and transit systems) used.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. §1819).

PURPOSE(S): The records are used to aclnzi~ii.ster the FDIC transit subsidy program.
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ROUTII~TE USES O~ RECORDS M~TI~IT~IINEI) ~At THE SYSTEM, INCLTTDING

CATEGORIES OF USERS AND THE P~UI2PO~ES OF SUCH USES: In addition to those

disclosures generally permitted undex 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the

recoxds or information contained in this systerxz may be disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating or

prosecuting a violation of, ox fox enforcing ox implementing a statute, rule, regulation, or

oxder issued, when the infolr~ation indicates a violation or potential violation o~ law,

whether civil, cximinal, or regulatory in nat-u~a, and Whether axising by genexal statute or

particular program statute, or by xegul.ation, rule, ox order issued ptaxsuant thereto;

(2) To a court, magistrate, or other adm_inisfrative body in the couxse of presenting evidence,

including disclosures to counsel or witnesses in the course of civil discovezy,litigation,

or settlement negotiations or in connection with criminal proceedings, when the FDIC is

a party to the proceeding ox has a significant interest in the proceecling, to the event that

the information is deterzxiined to be relevant and necessary;

(3) To a congressional office in response to an inglairy made by the congressional office at

the request of the individual who is the subject o~ F.he record;

(4) To appropriate Federal, State, local authorities, and other entitieswhen (a) it is suspected

ox con_Crm.ed that the security or confidentiality of information in the system has been

compromised; (b) there is a risk of harm to economic ox property interests, identity theft

or fraud, or J~arin to the security or integrity of this system ox other systems or programs

that rely upon the compromised information; and (c) the clisclosure is made to such

agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected or cowfinned compromise and prevent, minimize, or remedy

such Kann;
(5) To appropriate Federal, State, and local authorities in connection with hiring or retaining

axz individual, conducting a background security or suitability investigation, adjudication

of liability, or eligibility fox a license, contract, grant, ox other benefit;

(6) To appropriate Federal, State, and Local authorities, agencies, arbitrators, and other parties

responsible fox processing any personnel actions or conducting administrative hearings or

corrective actions ox grievances or appeals, or if needed in the performance of other

authorized duties;
(7) To appropriate Federal agencies and other public authorities for use in records

management inspections;

(8) To officials of a labor organization when relevant and necessary to their duties of

exclusive representation concerning personnel policies, practices, and matters affecting

worl~ing conditions;

(9) To con~6ractors, grantees, volunteers, and others performing ox working on a contract,

service, grant, cooperative agreement, or project for the FDIC, the Offi.ee of Inspector

General, or the Federal Government fox use in carrying out them obligations under such

contract, grant, agreement or project.

POLICIES AND PRACTICES FOR STORING, RETRIEVIlVG, ACCESSING,

RETAINING, AND DISPOSING OF RECORDS It~T THE SYSTEM:
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Storage: Records are stored in electronic media oz in paper foxmat within individual file
folders.
Retrievability: Records axe indexed and refirieved by the game of the tiansit subsidy
program participant.
Safeguards: Electronic xecords are passWoxd-protected and accessible only by
authorized personnel. Paper xecoxds are maintained in Iockable metal file cabinets
accessible only to authorized personnel.
Retention and Disposal: These records wi11 be maintained until they become inactive,
at which time they wall be retired or destroyed in accordance with FDIC Records
Retention Schedules axid the National Archives and Records Aci~inistration. Disposal is
by shredding or other appropriate disposal methods.

SYSTEM MANAGERS) A.ND ADDRESS: Chief, Transportation Unit, Seclari~ty and
Emergency Preparedness Section, Corporate Services Branch, Division of Administration, 3507.
FairFax Dr. Arlington, VA 22226.

NOTII'ZCATION PROCEDURE: Individuals seeping to determine whether this system of
records contains information pertaining to themselves or who are seeking access to records
maintained in this system of records must submit their request in writing to the Legal Division,
FOIA &Privacy Act Group, FDIC, 550 17th Street, NW, Washington, DC 20429, and comply
with the procedures contained in FDIC's Privacy Act regulations, 12 CFR § 3 J.O.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDUi2ES: See "Notification Procedure" above. ,Individuals
wishing to contest or amend information maintained in this system of records should specify Elie
information being contested, their reasons fox contesting it, and the proposed amendment to such
i~ormation in accordance with FDIC regulations at 12 CFR § 310.

RECORD SOURCE CATEGORIES: The sources of records in this category include the
individuals to whom the records pertain and information talcen from official FDIC records.

EXEMPTIONS CLAIMED FOR THE SYSTEM: None.

FDIC~30-64-0027
SYSTEM NAME: Parkin~Pxo~ram Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Aclrninistration, FDIC, 550 17th -Street, NW, Washington,
DC 20429 and regional of~tces with FDIC parking facilities. (See Appendix A fox a list of the
FDIC regional off ces.)

CATEGORIES OF INDTVIDUA.LS COVERED BY THE SYSTEM: To the extent no-t
covered by any other system, this system covers employees and others who have applied fox
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and/or been issued a parking pezmit for the use of F]~IC paxl~ix~g facilities; individuals who car-
pool tivifib. employees holding such permits; and employees interested in joining a car pool.

CATEGORIES OF RECORDS II~T THE SYSTEM: The system contains completed parking
application forms (FDIC Forms 3410), car pool infox~n.atzon, disability parl~izag applications,
special parking authorizations, and visitor parking requests. The information includes, but is not
Limited to, the applicant's name, home address, title, grade, make, year and license number of
vehicle, Diviszon, Office, woxk hours, room and telephone nwnbers, and arrivaUdeparture times.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit
Insurance Act (12 U.S.C. §1819).

PURPOSE(S): The records are used to administer the parking program, to allocate the limited
number of parking spaces in the FDIC parking facilities among employees and.visitors, to
facilitate the formation of car pools with employees who have been issued parking perrruts, ax~.d
to provide for the sa£e use of FDIC facilities.

ROUTINE USES OF RECORDS MAlNT~D TN THE SYSTEM, INCLUDING
CATEGORIES OF USERS A1~TD THE PURPOSES OF SUCH USES: In addition to those
disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy At, all or a portion of the
records or information contained in this system maybe disclosed outside the FDIC as a routine
use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating or

prosecuting a violation of, or for enforcing or implementing a statute, rule, regulation, or
order issued, when the information indicates a violation or potential violation of law,
tivhethex civil, criminal, or regulatorq in nature, and whether ariszng by general statute or
particular program statute, ox by regulation, rule, or order issued pursuant thereto;

(2) To a court, magistrate, or other administrative body in the course of presenting evidence,
including disclosures to counsel or witnesses in the course of civil discovery, litigation,
or settlement negotiations or in connection with criminal proceedings, when the FDIC is
a party to the proceeding or has a significant interest in the proceeding, to the extent that
the infoxxna~i.on is determined to be relevant and necessary;

(3) To a congressional office in response to an i~.quiry made by the congressional office at
the request of the individual tivho is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected
or co~:Crnzed that the security or confidentiality of information in the system has been
compromised; (b) there is a risl~ of harm to economic or property interests, identity theft
or fraud, or harm to the security or integrity of this system ox other systems or programs
that rely upon the compromised information; and (c) the disclosure is made to such
agencies, entities, and persons who are reasonably necessary to assist in efforts to
respond to the suspected or confirmed compromise and prevent, minimize, or remedy
such harm;

(5) To appropriate Federal, State, and local authorities in connection with hiring or retaining
an individual, conducting a background security or suitability investigation, adjudication
of liability, or eligibility for a license, contact, grant, or other benefit;



(6) To appropriate Federal, State, and local authoxxties, agencies, arbitrators, and othex parties
responsible for processing any pexsonnel actions ox conducting adnlitlistratave hearings or
corrective actions or grievances or appeals, or if needed in the performance of other
authorized duties;

(7) To appropxiate Fedexal agencies and other public authorities fog use in records
management inspections;

(8) To officials of a l~.bor oxganiza-t:~on when relevant and necessary to them duties of
exclusive representation concerning personnel poJ.icies, practices, and matters affecting
worl~ing conditions;

(9) To contractors, grantees, volunteers, and others performing ox woxking on a contact,
service, grant, cooperative agreement, or project for the FDIC, the Office o:f 7nspecto~
General, or the Federal Govexnrnent for use in carrying out their obligations under such

contract, grant, agreement ox project.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,
RETAINING, AND DISPOS]NG OF RECORDS 1N THE SYSTEM:

Storage: Records are stored in electronic media ox in paper forxnat within individual file

folders.
Retrievability: Records are indexed and xetrzeved by the name of the pexmit holder,
employee identification nwnber, or Iicense tag number.
Safeguards: Electronic records are password-protected and accessible only by
authorized pexsonnel. Papex records are maintained in locl~able metal file cabinets
accessible only to authorized personnel.
Retention and Disposal: These records will be maintained until they become inactive,

at which time they will be retired or destroyed in accordance with FDIC Records
Retention Schedules and the National Archives and Records Administration. Disposal is

by shredding or other appropriate disposal methods.

SYSTEM MANAGERS) AND .ADDRESS: Chief, Transportation Unit, Security and
Emergency Preparedness Section, Corporate Services Branch, Division of Administration, 3501

Fairfax Dr. Arlington, VA 22226.

1>tOTIFICATION PROCEDURE: Individuals seeking to detez~uie whether this system of

records contains information pertaining to themselves ox vvho axe seeking access to records
maintained in this system of records must submit their request in writing to the Legal Division,

FOIA. &Privacy A,ct Group, FDIC, 550 17th Street, NW, Washington, DC 20429, and comply

with the procedures contained in FDIC's Privacy Act regulations, 12 CFR Part 310.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system of records should specify the

info~rrnation being contested, their reasons fox contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.
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RECORD SOURCE CATEGOR.IE~: The sources of xecords in this categoxy include the

individuals to whom the records pertain, informanonre-i~eved from official FDIC recoxds, or
information from, other agency parking records.

EXEMPTIONS CLAXMED FOR THE SYSTEM: None.

FDIC-30-64-002
SYSTEM I~AME: Office of the Chairman Correspondence Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: FDIC, Office of Legislative Affairs, 550 17th Sheet, NW,
Washington, DC 20429.

CATEGOI2I~S OF Il~TDTVIDTJAL~ COVERED BY THE SYSTEM: Individuals Who
corxespond to, or receive correspondence from, the Office of the Chairman; anal individuals ~vho
are the subject of correspondence to or from the Office of the Chairman.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains correspondence, memoranda,
E-mail, and other communications with the Office of the Chairman that may include, without

limitation, name and contact information supplied by the individual as well as information
concerning subject matte, internal office assignments, processing, and final response o~ other
C~iSpOSIt10T1.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit
Insurance Act (12 U.S.C. 1819).

PURPOSE(S): This system of records is used to document and respond to correspondence
addressed to the FDIC, Office of the Chairman.

ROUTINE USES OF RECORDS MAINTAINED IPT THE SYSTEM, INCLUDING
CATEGORIES OF USERS A.ND THE PURPOSES OF SUCH USES: In adclition to those

disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the

records ox information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating or

prosecuting a violation of, ox for enforcing or inr~pJ.eanenting a statufe, rule, regulation, or

order issued, when the information indicates a violation ox potential violation of law,
whether civzl, criminal, or regulatory in nature, and v~hether arising by general statute or

particular program statute, or by regulation, rule, or order issued pursuant thereto;
(2) To a court, magistrate, or other administrative body in the course of presenting evidence,

including disclosures to counsel or witnesses in the course of civil d iscovery, litigation,

or settlement negotiations or in connection with criminal proceedings, tivhen the FDIC is

a party fo the proceeding or has a significant interest in the proceeding, to the extent that
the information is determined to be relevant and necessary;
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(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual tivho is the subject of the recoxd;

(4) To appropriate Federal, State, local authorities, and othex entities when (a) it is suspected

or confirmed that the seciui-ty or confidentiality of information in the system has been

compromised; (b) there is a risk of harm to economic or property interests, identity theft

or fraud, or harm to the security or integrity of this system or other systems oz programs

that rely upon the compromised information; and (c) the disclosure is made to such

agencies, entities, and persons vvho are reasonably necessary to assist in efforts to

respond to the suspected or con_Cirmed compromise and prevent, minimize, or remedy

such harm;
(5) To appropriate FederaX, State; and Local authorities in connection with hiring or retaining

ara individual, conducting a background security or suitability investigation, adjudication

of liability, or eligibility for a license, contract, grant, or othex benefit;

(6) To appropriate Federal, State, and local authoxities, age~.cies, arbi-t~rators, and other parties

responsible for processing any personnel actions or conducting adl~linzstrative heaxings or

corrective actions or grievances or appeals, or if needed in the performance of other

authorized duties;
(7) To appropriate Federal agencies and other public authorities fox use in records

management inspec~i.ons;
(8) To confiractoxs, grantees, volunteers, anal others perfornvng or working on a contract,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector

General, or the Federal Government for use in carrying out their obligations under such

conf~act, grant, agreement or project;

(9) To an insured depository institution which is'the subject of an inquiry or complaint when

necessary to investigate or resolve the inquiry or complaint; and

(10) To the primary Federal or State financial regulator of an insured depository institution

that is the subject of an inquiry ox complaint.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,

RETA_Il~I1NG, AND DISPOSING OF RECORDS IN THE SYSTEM:

Storage: Records axe stored in electronic media and paper format within inclivzdual file

folders.
Retrievability: Records are indexed and retrieved by name, date, and subject.

Safeguards: Electronic records are password-protected and accessible only by

authorized personnel. Paper records are maintained in locl~able metal file cabinets

accessible only to authorized personnel.
Retention and Disposal: These records will be maintained until they become inactive,

at which time they will be retired or destroyed in accordance with FDIC Records

Retention Schedules and the National Archives and Records Administration. Disposal is

by shredcliiig or other appropriate disposal methods.

SYSTEM MANAGERS) AND ADDRESS: Office of Legislative Affairs, FDIC, 550 17th

Street, NW, Washington, DC 20429.
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NOTIFICATION PROCEDCJRE: Individuals wishing to determine if they are named in this

system of records or who are seeking access or amendment -to xecords maintained in this system

of records must submit their request in writing to the Legal Division, FOIA & Pxivacy Act

Gxoup, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDUR~~: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system of records should specify the

information being contested, their reasons for contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 3 J. 0.

RECORD SOURCE CATEGORIES: Info~7nation maintained in this system is obtained fiom

individuaJ.s ~vho submit correspondence to the FDIC for response, and FDIC personnel.

EXEMPTIONS CLAl1V~D FOR TFIE SYSTEM: None.

FDIC-30-64-0029
SYSTEM NAlVI~: Congressional Coxres~ondence Records.

SECURITY CLASSIFICATION: Unclassified bnt sensitive.

SYSTEM LOCATXON: FDIC, Office of Legislative .Affairs, 550 17th Street, NW,

Washington, DC 20429.

CATEGORIES OF INDIVIDU.A.LS COVERED BY THE SYSTEM: Current and forn~.er

Members of the U.S. Congress and Congressional staff; and individuals whose inquiries relating

to FDIC activities are forwarded by~ Members of Congress ox Congressional staff to the FDIC for

response.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains correspondence from Members

of the U.S. Congress or Congressional staff making inquiries ox transmitting inquiries,

correspondence ox documents from constituents that may include, without limitation, name and

contact information as well as infozznation concerning subject matter, internal office

assignments, processing, and final response o~ other disposition.

AUTHORITY FOR MAiNTENAI~tCE OF ̀THE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819).

PUR.POSE(S): This system of records is used to document and respond to constituent and other

inquiries forwarded by Members of the U.S. Congress or Congressional staff.



ROUTINE USES OF RECORDS MAINTAIli~ED II~T THE SYSTEM, II~tCL~TDING

CATEGORIES OF U~ER.S AND 7CHE PITRPO~ES OF SUCH USES: In addition to those

disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a poz-tion of the

records or inforanation contained iri this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating or

prosecuting a violation off, or for enforcing ox implementing a statute, rule, regulation, or

order issued, when the information indicates a violation or potential violation of lativ,

whether civil, criminal, or regulatory in natlue, and whether arising by genexal statute or

particular pxogram statute, ox by regulation, rule, ox order issued pursuant thereto;

(2) To a court, magistrate, or other administrative body in the course of presenting evidence,

including disclosw-es to counsel or witnesses in the course of civil discovery, litigation,

or settlement negotiations ox in connection with criminal proceedings, when the FDIC is

a party to the proceeding ox has a significant interest in the proceeding, to the extent that

the infox-~nation zs determined to be relevant at~d necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the xecozd;

(4) To appropriate Federal, State, local authorities, and other entities when. (a) it is suspected

or confirmed that the security or confidentiality of information in the system has been

compromised; (b) there is a risl~ of harm to economic or property interests, identity theft

ox fraud, ox harm to the security or integrity of this system ox other systems or programs

that rely upon the compromised information; and (c) ~1ie disclosure is made to such

agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected or confirmed compromise and prevent, minimi?e, or remedy

such harm;
(5) To appropriate Federal, State, and local authorities in connection with hiring or retaining

an individual, conducting a backgrowid security or suitability investigation, adjudication

of liability, ox eligibility for a license, contract, grant, or other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions or conducting administrative hearings ox

corrective actions or grievances ox appeals, or if needed in the performance of other

authorized duties;
(7) To appropriate Federal agencies and other public authorities for use in records

management inspections;
(8) To contractors, grantees, volunteers, and others pexfol~rning or working on a contract,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector

General, or the Federal Government for use zn carrying out their obligata.ons under such

contract, grant, agreement ox project;
(9) To an insured depository institution which is the subject of an inquiry or complaint when

necessary to investigate ox resolve the inquiry or complaint;

(10) To the primary Federal or State ~rnancial regulator of an insured depository institution

that is the subject of an inquiry or complaint; and

(11) To authorizedthird-party sources during the course of the investigation in order to

resolve the inquiry or complaint. Information that maybe disclosed under this routine

use is limited to the name of the inquirer ox complainant and the nature of the inquiry or



complaint and such additional information necessary to investigate the inquiry or
complaint.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,

RETAINING, .AND DISPOSING OF RECORDS IlV '~'HE SYSTEM:

Storage: Recoxds ate stored in eJ.ectronic media and paper foxmat within individual file

folders.
Retrievability: Records are indexed and retrieved by name, date, and subject.
Safeguards: Electronic records ale password-protected and accessible only by
authorized personnel. Paper records are maintained in lockable metal file cabinets
accessible only to authorized personnel.
Retention and Disposal: These records will be maintained until they become inactive,

at which time they will ba xetired or destroyed in acco~tdance with FDIC Records
Retention Schedules and the National Archives and Records Adnlinistxation. Disposal is

by sledding or other appzopriate disposal methods.

SYSTEM MANAGERO t~ND ADDRESS: Of~iee of Legislative- Affairs, FDIC, 55017th

Street, NW, Washington, DC 20429.

NOTIFICATION PROCEDURE: Individuals wishing to detern~_i11e if they are named in this

system of recoxds or who are seeping access or amendment to records maintained in this system

of records must subanit their request in writing to the Legal Division, FOIA &Privacy Act

Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting fih.eir xecords must provide their name,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.

CONTESTING RECORD PROCEDT)RES: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system of records should specify the

information being contested, their reasons for contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: Information maintained in this system is obtained from

individuals who submit correspondence to the FDIC for response, and FDIC personnel.

EXEMPTIONS CLAIMED FOR THE SYSTEM: None.

FDIC-30-64-0030
SYSTEM Nom: Legislative Information Tracl~in~ystem Records.

SECURITY CLASSII'ICATIOle]~: Unclassified but sensitive.
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SY~TEIVI LOCATIOIeT: FDIC, Office of Legislative Affairs, 5S0 17th Street, NW,
Washington, DC 20429.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Current and formex

Members of the U.S. Congress and Congressional staff; and individuals who contact, or are

contacted by the FDIC Office of Legislative Affairs.

CATEGORIES OF RECORDS IN THE SYSTEl1~l: Contains memoranda, e-mail and other
communications tivith the Office of Legislative Affairs that may include without limitation, name

and contact information supplied by the individual as well as infoxmation related to the inquiry

that was developed by FDIC staff.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819).

P~ITRPOSE(S): This system of recoxds is used to document and respond to inquiries regarding

FDIC's views on proposed legislation, facilitate Congressional briefings, a~.d coordinate

preparation of FDIC responses to consti~i.~ent inquiries.

ROUTINE USES OF RECORDS MAI.NTAlNED IN THE SYSTEM, INCLUDING
CATEGORIES OF USERS 11ND THE PURPOSES OF SUCH USES: Tn addition to those

f disclosures generally permitted under 5 U.S. C. 552a(b) of the Privacy Act, all or a portion of the

recoxds or info nation contained in this system maybe disclosed outside the FDIC as a routine

use as follows:
(1) To appropriate Federal, State, and local authorities responsible for investigating or

prosecuting a violation of, ox for enforcing or implementing a statute, rule, regulation, or

order issued, when the information indicates a violation or potential violation of law,
v~hethex civil, criminal, or regulatory in nature, and whether arising by general statute ox
particular program statute, or by regulation, rule, or oxder issued pursuant thereto;

(2) To a court, magistrate, ox other administrative body in the course of presenting evidence,

including disclosures to counsel or -witnesses in the course of civil discovery, litigation,

or settlement negotiations or in coxulection with criminal proceedings, when the FDIC is

a party to the proceeding or has a significant interest in the proceeding, to the extent that

the information is determined to be relevant and necessary;
(3) To a congressional office in response to an inquiry made by the congressional ofCxce at

the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

ox confirmed that the security or confidentiality of information in the system has been

compromised; (b) there is a risk of harm to economic or property interests, identity theft

or fraud, or harm to the security ox integrity of this system or other systems ox programs

that rely upon the compromised information; and (c) the disclosure is made to such
agenczes, entities, and persons who are reasonably necessary to assist in efForts to
respond to tha suspected or con~raned compromise and prevent, mil~iix~ize, or remedy

such harm;



(5) To appro~xiate Federal, State, and local authorities in connection with hiring ox retaining

an inclividual, conducting a background security or suitability investigation, adjudication

of liability, or eligibility for a license, contract, grant, or other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actzons ox conducting adminisixative hearings ox

corrective actions or grievances ox appeals, or if needed in the performance of other

authoz7zed duties;
(7) To appropriate Federal agencies and other public authozities for use in records

management inspections; ,
(8) To contractors, grantees, volunteers, and others perfox~mning or working on a contract,

service, grant, cooperative agreement, ox project for the FDIC, the O£fice of Inspector

General, ox the Federal Government for use in carrying out their obligations under such

contract, grant, agreement or project;

(9) To an insured depository institution which is the subject of an inquiry or complaint when

necessary to investigate or resolve the inquiry oar complaint;

(10) To the primary Federal or State financial regulator of an insured depository institution

that is the subject of an inquiry or complaint; and

(11) To authorizedthird-party sources during the course of the investigation i-a order to

xesolve the inquiry or complaint. Information that maybe disclosed under this routine

use is limited to the name of the inquirer or complainant and the nature of the inquiry or

complaint and such additional information necessary to investigate the inquiry ox

complaint.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,

RETAI3~tING, AND DISPOSING OF RECORDS 7N THE SYSTEM:

Storage: Records are stored in electronic media.

Retrievability:.Records are indexed and retrieved byname, date, and subject.

Safeguards: Electronic records are password-protected and accessible only by

authorized personnel.
Retention and Disposal: These records will be maintained until they become inactive,

at which time they will be refired or destroyed in accordance with FDIC Records

Retention Schedules and the National Archives and Records Administration. Disposal is

by shredding o~ other appropriate disposal methods.

SYSTEM Mr~~TAGER(S) .~NI) ADDRESS: Director, Office of Legislative Affairs, FDIC,

550 17th Street, NON, Washington, DC 20429.

NOTIFICATION PROCEDUKE: Individuals wishing to deten~il~e if they are named in this

system of records or who axe seeking access or amendment to records maintained in this system

of records must submit their request in writing to the Legal Division, FOIA &Privacy Act

Group, FDIC, S50 17th Street, NW, Washington, DC 20429, in accordance tivith FDIC

regulations at 72 CFR Part 310. Individuals requesting their records must provide their name,

address and a notarized statement attesting to their identity.

IaECORD ACCESS PROCED~QRES: See "Notification Procedure" above.
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CONTESTING RECORD PROCEDURES: See "Notification Procedure" above. Inclividuals

wishing to contest or amend information maintained in this system of records should specify the

information being contested, their reasons for contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: Information maintained in this system is obtained from

individuals who contact the FDIC fox response, and FDIC personnel.

E~MPTION~ CLAT_MED FOR THE SYSTEM: None.

FDIC-30-64-0031
SYSTEM NAME: Online Ordering Request Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: These electronic records are collected in a web-based system Iocated

at a secure site and on secure servers maintained by a contractor for the FDIC, Division of

Administration, 550 17th Sheet, NW, Washington, DC 20429.

CATEGORIES OF 1NDIVIDUAi.~S COVERED BY THE SYSTEM: Inclividuals who make

an online order fox publications, products, or other materials from the FDIC.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains names, business or organization

affiliations, addresses, phone numbers, fax numbers, e-mail addresses, order history, login

infoi7nation (username, user ID, and password), fulfillment information (shipping and delivery

instructions), and other contact information provided by individuals covered by this system.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819).

PiJRPOSE(S): This system of records is used to organize and process orders for publications,

products, or ofiher materials offered ~by the FDIC.

ROUTINE USES OF RECORDS M~IINTAlNED Ilvt THE SYSTEM, INCLUDING

CATEGORIES OF USERS AND TFiE PT)RPOSES OF SUCH USES: In addition to those

disclosures generally permitted under 5 U.S. C. 552a(b) of the Privacy Act, all or a portion of the

records or information contained in this system maybe disclosed outside the FDIC as a routine

use as follows:

(1) To appropriate Federal, State, and local a~.thoriti.es responsible for investigating ox

prosecuting a violation of, or fox enforcing or implementing a statute, rule, regulation, or

order issued, when the information indicates a violation or potential violation of lavv,

whether civil, criminal, or regulatory in nature, and whether arising by general statute or

particular prograan statute, or by regulation, rule, ox order issued pursuant thereto;



(2) To a court, magistrate, or other ad.~irnistrative body in the course of presenting evidence,

including disclosures to counsel or witnesses in the course of civil discovery, litigation,

or settlement negotiations or in connection -with criminal proceedings, when the FDIC is

a party to the pxoceec~ing or has a significant interest in the proceeding, to the extent that

the information is determined to be relevant and necessary;

(3) To a congressional office in response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;

(4) To appxopriate Federal, State, local authorities, and other entities when (a) zt is suspected

or confit~ned that the security or confidentiality of information in the system has been

compromised; (b) thexe is a risk of harm to economic or pxopex-Ey interests, identity theft

or fraud, or harm to the security or integrity of this system or othex systems or programs

that rely upon the compromised information; and (c) the disclosuxe is made to such

agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected or confirmed compromise ar~d pxevent, nain~rnize, or remedy

such harm;
(5) To appxopxiate Federal agencies and other public aufihorines for use i~ xecords

management inspections;
(6) ~ To contractors, grantees, volunteers, and others performing or working on a co~t~act,

sexvice, grant, cooperative agreement, or project for the FDIC, the Office of Inspector

General, or the Federal Government for use in carrying out their obligations under such

contract, grant, agreement or project; ,

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,

RETt~INIl~tG, AND DISPOSING OF RECORDS ]N THE SYSTEM:

Storage: Records are stored in electronic media at a secure site and on secure servers

maintained by a contractox.
Retrievability: Records are indexed and retrieved byname, oxder niunbex, and date.

Safeguards: Electronic --transmission :records are passwoxd-protected and accessible only

by authorized pexsonnel.
Retention and Disposal: These records will be maantaixed until they become inactive,

at ~rhich time they will be retired or destroyed in accordance with FDIC Records

Retention Schedules and the National Archives and Recoxds Adtx~ nistration. Disposal is

by shredding or other appxopriate disposal methods.

SYSTEM M~NAGER(S) AND ADDRESS: Assistant Dixector, Libxary &Public Information

Center, Corporate Services Branch, Division of Ac~ninistration, FDIC, 550 17th Street, NW,

Washington, DC 20429.

1VOTIFICATIOI~I PROCEDURE: Individuals wishing to deterxnine if they axe named in this

system of xecoxds ox who are seeking access or amendment to records maintained in this system

of records must submit their request in writing to the Legal Division, FOIA & Pxivacy Act

Grroup, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting their recoxds must provide -their name,

address and a notarized statement attesting to their identity.
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RECORD ACCE~~ PROCEDURE: See "Notification Pxoceduxe" above.

CONTESTING RECORD PROCED~CJRES: See "Notification Procedure" above. Individuals

wishing to contest or amend infoi~n.ation maintained in this system of records should specify -the

inforrz~a-tion being contested, their xeasons for contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: Information maintained in this system is obtained from

individuals who contact the FDIC, FDIC personnel, and contractors.

EXEMPTIONS CLAIMED FOR THE SYSTEM: None.

FDIC-30-64-0033
SYSTEM NAME: Emer~encv Notification Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: Division of Adn~inistrafion, FDIC, 550 17th Street, NW., Washington,

DC 20429; FDIC regional ox area offices (See Appendix A for a list of the FDIC regional offices

and their addresses); and at a secure site and on secure web-based servers maintained by a

contractor for the -FDIC.

CATEGORIES OF IN7)IVIDUALS COVERED BY THE SYSTEM: Current FDIC

employees, contractors, and other registered users.,

CATEGORIES OF RECORDS IN THE SYSTEM: The system includes individual contact

information including name, personal telephone numbers, personal e-mail addresses, official

business phone number, and official business e-maid address.

AUTHOR[TY FOR MAINTENANCE OF THE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819).

PURPOSE(S): The system provides for multiple communication device notification to

registered FDIC personnel during and after local, regional or national emergency events and

security incidents, disseminates time sensitive information, provide personnel accountability and

status during emergency events, and conduct communication tests. The system also provides for

the receipt of real-time message acknowledgements anc~ related management reports.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM,INCLUDING

CATEGORIES OF USERS A.ND THE PTJRPO~ES OF SUCH USES: In addition to those

disclosures generally permuted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the

records or i-~fozmation contained in this system may be disclosed outside the FDIC as a routine

use as follows:
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(1) To appropriate Fedexal, State, and Iocal authorities responsibJ.e for investigating ox

prosecuting a violation of, ox for enforcing or implementing a statute, rule, regulation, or

order issued, when the information indicates a violation or potential violation of law,

whether civil., criminal, or regulatory in nature, and vvhetb.ex arising by general statute. or

particular program statute, ox by regulation, rule, or order issued pursuant thereto;

(2) To a court, magistrate, or other aclai~inistrative body in the co~~rse of presenting evidence,

including disclostues to counsel or witnesses in the course of civil dzscovexy, litigation,

or settlement negotiations or in connection wzth criminal proceedings, When the FDIC is

a party to the proceeding or has a significant interest in the proceeding, to -the extent that

the information is detezmined to be relevant and necessary;

(3) To a congressional office ire response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

ox confirmed that the security ox conftden~iality of information in the'system has been

compromised; (b) there is a risl~ of harm to economic or property interests, identity theft

or fraud, or harm to the security or integrity of this system or other systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such

agencies, entities, and persons who axe reasonably necessary to assist in efforts to

respond to the suspected or confirmed compromise and prevent, minimize, or remedy

such harm;
(5) ~ To appropriate Federal agencies and other public authorities fox use in records

management inspections; `

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions o~ conducting administrative hearings or

corrective actions ox grievances or appeals, or if needed in the p~rfornn.ance of other

authorized duties;
(7) To contractors, grantees, volunteers, and others performing or woxl~ing on a contract,

service, grant, cooperative agreement, or proj ect for the FDIC, the Office of Inspector

General, or the Federal Government for use in carrying out them o bligations under such

contract, grant, agreement or project; and

(8) To officials of a labor organization when relevant and necessary to their duties of

exclusive representation concerning personnel. policies, practices, and matters

affecting woxl~ing conditions.

POLICIES .E1ND PRACTICES FOR STORING, RETRIEVING, ACCESSING,

RETAINING, AND DISPOSING OF RECORDS 1N THE SYSTEM:

Storage: Records are stored in elec-t~ronic media at a secure site and on secure servers

maintained by a contractor.
Retrievability: Records are indexed and retrieved by groups and individual name.

Safeguards: EJ.ectronic records are password-protected and accessible only by authorized

personnel.
Retention and Disposal: These records will be maintained until they become inactive, at

which time they will be retired or destroyed in accordance vcTith FDIC Records Retention

Schedules and the National Archives and Records Administration. Disposal is by

shredding or other appropriate disposal methods.



SYSTEM Il9A,NAGER(~) AND ADDRESS: Associate Directox, FDXC Division of

Administration, Security and Emergency Pxepaxedness Section 550 17th Street, NW,

Washington, DC 20429.

NOTIFICATION PROCEDURE: Individuals seeking to detexxnit~e whether this system of

xecoxds contains information pertaining to themselves or who are seel~g access to records

maintained in this system. of records must submit theix request in writing to the Legal. Division,

FOIA & Pxivacy Act Group, FDIC, 550 17th Street, N~V., Washington, DC 20429, arzd comply

with the procedures contained in FDIC's Privacy Act regulations, 12 CFR 310.

RECORD ACCESS PROCEDTJR~S: See "Notification Procedure" above.

CONTESTING RECORD PROCEDURE: See "Notification Procedure" above. Individuals

wishing to contest or amend information maintained in this system of records should specify the

information being contested, their reasons fox contesting it, and t11e proposed amendment to such

information in accordance with FDIC regulations at 12 CFR 310.

RECORD SOURCE CATEGORIES: The sources of records in this category include the

individuals to whom the records pertain and information taken from official. FDIC records.

EXEMPTIONS CLAD FOR THE SYSTEM: None.

FDIC-30-64-0034
SYSTEIVI N.A.NIE: Office of Inspector General 7nquir~y Records.

SECURITY CLASSIFICATION: Unclassified but sensitive.

SYSTEM LOCATION: FDIC Office of Inspector General (OTG), 301 Fairfax Drive,

Arlington, VA 22226.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals—

including, but not limited to, members of the public, the media, contractors and subcontractors,

Congressional sources, and employees of the FDIC or of other governmental agencies—who

communicate with the Office of Inspector General (OIG) through written or electronic

correspondence or telephonically including the OTG Hotline. The system also includes

individuals who receive correspondence from OIG and those who are the subject of

correspondence to or from OIG.

CATEGORIES OF RECORDS IN THE SYSTEM: Contains communications such as

correspondence, memoranda, email records, call records, voicemail, faxes, other electronic or

digit~.l communications, and additional documentation supplied by the source of the records to

include other FDIC, congressional, and other executive branch so~uarces. Records provided by the

source may include personally identifiable information including name, addresses, e-mail

addresses, telephone niunbexs, and any other information voluntarily submitted such as Social

Security Number, as well as information developed by OIG, such as the date the matter was
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received by OIG, the date the matter was closed, and the ananner of disposition. Records that

involve lave enfoxcement mattexs are t~ansferxed to the OIG investigative function, whose

applicable system of xecords is covexed by FDIC-30-64-00].0, Investigative Files of the Office of

Inspectox GenexaL

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: Section. 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819); the Inspector General Act of 1978, as amended (5 U.S.C. app.).

PURPOSE: This system of records is used to document and respond to correspondence

addressed ox diu-ected to FDIC OIG; to track the receipt and disposition of co~espondence; and

to act as a means of referring allegations of illegality, fraud and abuse to the OIG investigative

function.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING

CATEGORIES OF USERS AND PITRPOSES OF SUCH USES: Tn addition to those

disclosures generally pez~zriitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the

records ox information contained in this system maybe disclosed outside the FDIC as a routin.a

use as folXows:
(1) To the appropriate Federal, State, local, foreign or international agency ox authority

which has responsibility for investigating or prosecuting a violation of or fox enforcing or

implementing a statute, rule, regulation, or order to assist such agency or authority in

fu1fi11ing these responsibilities when the record, either by itself or in combination with

other information, inclicates a violation or potential violation of law, or contract, vvhethex

C1V11, criu~i11a1, or regulatory in nature, and whether arising by general statute or particular

program statute, or by regulation, rule, or order issued pursuant thereto;

(2) To a coiu-~, magistrate, alternative dispute resolution mediator ox administrative tribunal

(collectively referred to as the adjudicative bodies) iii the course of presenting evidence,

including disclosures to counsel or witnesses in the course of civil discovery, litigation,

or settlement negotia~io~s or in connection t~th criminal proceedings (collectively, the

litigative pxoceedings)when the FDIC or OIG is a patty to the proceeding or has a

significant interest in the proceeding and the information is deteril~ ned to be relevant and

necessary in order for the adjudicatory bodies, ox any of them, to perform then official.

functions in connection with the presentation of evidence relative to the litigatzve

proceedings;
(3) To a congressional office in response to a written inquiry made by the congressional

office at the request of the individual to whom the records pertain;

(4) To appropriate Federal, State, local authorities, and other entities when (a) it is suspected

ox confirmed. that fhe security or confidentiality of information in. the system has been

compzoxnised; (b) thexe is a risk of harm to economic or property interests, identity theft

or fraud, or harm to the security ox integrity of this systexxz or other systems or programs

that rely upon the compromised information; and (c) the disclosure is made to such

agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected or confirmed compromise and prevent, minimize, or remedy

such harm;
(5) To the FDIC's or another Federal agency's legal representative, in.cJ.uding the U.S.

Deparkment of Justice ox other retained counsel, when the FDIC, OIG or any employee
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thereof is a party to litigation or administrative pzoceeding ox has a significant interest in

the litigation or proceeding to assist those xepresenta~ives by providing them with

information or evidence for use in connection with such litigation or proceedings;

(6) To appropriate Federal, State, and local authorities in connection with hiring or retaining

an individual, conducting a backgro~.u~.d security ox suitability investigation, adjudication

of liability, or eligibility for a license, contract, grant, or_ other benefit;

(7) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions or conducting admilustra~ive hearings or

corrective actions or grievances ox appeals if needed in the performance of -these or other

authorized duties;
(8) To appxopr7ate Federal agencies and other public authorities for use in records

management inspections;
(9) To contractors, grantees, volunteers, and others perfori~ug or working on a contract,

service, grant, cooperative agreement, or project for the OIG, FDIC or Federal

Government in order to assist those entities or individuals in carrying out their

obligations under the related contract, grant, agreement or project;

(10) To a financial institution (whether or not FDIC-insLued, but subject to the FDIC's

examination, supervision andlox~ resolution authox7ty) which is the subject of an inquiry or

complaint when necessary to investigate ox resolve the inquiry or complaint;

(11) To the pximar~ Federal or State financial regulator of a financial institution (whether or

not FDIC-ins~.ued, but subject to the FDIC's a~axninat~on, supervision andJox resolution

authority) that is the subject of an inquiry ox complaint in order to resolve the inquiry or

complaint;
(12) To third-party sources, as authorized by OIG or the FDIC, during the course of the

investigation in order to resolve the inquiry or complaint. Information that xnay be

disclosed under this routine usa is limited to the name of the inquirer or complainant and

the nature of the inquiry or complaint and such additional information necessary to

investigate the inquiry ox complaint;

(13) To the U.S. Office of Personnel Management, Government Accountability Office, Office

of Government~Et~zcs, Merit Systems Protection Board, Office of Special Counsel, Equal

Employment Opportunity Comxnission, Department of Justice, Office of Management

and Budget or the Federal Labor Relations Authority o~xecords or poa.-~ions thereof

dete~nli~~ed to be relevant and necessary to carrying out their authorized functions,

including but not limited to a request made ix~ connection with hiring or retaining an

empXoyee, rendering advice requested by OIG, issuing a security clearance, reporting an

investigation of an employee, reporting an investigation of prohibited personnel practices,

letting a contact or issuing a grant, license, or other benefit by the requesting agency, but

only to the extent that the ita_formation disclosed is necessary and relevant to the

requesting agency's decision on -the matter;

(14) To other Federal Officas of Inspector General or other entities fox ~Che p~.rpose of

conducting quality assessments or peer reviews of the OIG, or its investigative

components, or fox statistical purposes; and

(15) To a Federal agency responsible fox considering suspension or debarment action where

such a record is determined to be necessary and relevant.
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Note: In addition to ~1a.e foregoing: (1) a record which is contained an this system and dezived

from another FDIC system of records maybe disclosed as a routine use as specified in the

published notice of the system of records from which the record is derived; and (2) xecoxds

contained in this system that are subsequently transfer~'ed to OIG's investigative function maybe

disclosed as a xoutine use as specified in FDIC-30-64-0010, Investigative Files of the Office of

Inspector' General.

DISCLOSiIRE TO CONSUII~R REPORTING AGENCIES: Pursuant to 5 U.S.C.

5~2a(b)(12), disclosures may be made from this system to consumer reporting agencies as

defined in the Fair Credit Repoz-~ing Act (IS U.S.C. 1681a(~) or the Federal Claims Collection

Act of X 966 (31 U.S.C. 3701(a)(3)).

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING,

RETAINXNG AND DISPOSING OF RECORDS 1N THE SYSTEM:

Storage: Records are stored irz electz~onic media and in paper foxmat within individual

file folders.
Retrievability: Records are indeed and xetrieved by name, date xeceived or closed,

ancUor subject.
Safeguards: The electronic system files are accessible only by authorized personnel on a

need-to~know basis. File folders are ma7ntained in lockable metal file cabinets and

Lockable offices accessible only by authorized personxzel.

Retention and Disposal: These records will be maintained until they become inactive, at

which time they wi11 be retired or destroyed in accordance with FDIC Records Retention

Schedules and the NationaJ..Archives and Records'Administra~ion. Disposal is by

shredding or other appropriate disposal methods. Disposal is by shredcling or other

appropriate disposal methods. For recoxds transferred from this system to OIG

investigative function, the retention. period and manner of destruction will be governed by

the applicable investigative-xeco~ds retention schedule.

SYSTEM MANAGERS) .AND ADDRESS: FDIC Inspector General, 3501 Fairfax Dxzva,

Arlington, VA 22226.

NOTIFICATION PROCEDi1RE: Individuals wishing to determine if they axe named in this

system of records ox Who are seeking access or amendment to records maintained in f11is system

of records must submit their request in writing to the Legal Division, FOIA &Privacy Act

Gxoup, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Tnclividuals requesting their records must provide their name,

address and a notarized statement attesting to their identity. Note: Records transferred from. this

system to the OIG investigative function are subject to the exemptions claimed under FDIG30-

64-0010, Investigative Files of the Office of Inspector General. See "Exemptions Claimed fox the

System" below.

RECORD ACCESS PROCEDURES: See "Notification Procedure" above.



CONTESTIl~G RECORD P1~OCEDURES: See "Notification Procedure" above. Indavic7uals

wisJ~ing to contest or amend info~xnation maintained in this system should specify -the

information being contested, the reasons fox contesting it, and the proposed amendment fo such

information in accordance with FDIC regulations at 12 CFR Part 310. Note: Records

transferred from this system to the OIG investigative function are subject to the exemptions

claimed under FDIC-30-64-0010, Investigative Files of the Office of Inspector General. See

`Exemptions Claimed fox the System" below.

RECORD SOURCE CATEGORIES: Official xecords of the FDIC; cuxrent and former

employees of the FDIC, other govexnment employees, private individuals, vendors, con~iactors,

subcontractors, witnesses and informants.

EXEMPTIONS CLAIMED FOR THE SYSTEM: None. Records transferred fiom -this

system to the OIG investigative fianction are subject to the exemptions claimed under FDIC-30-

64-0.010, Investigative Files of the Office of Inspector General.

FDIC-30-64-OQ35
SYSTEM NAME: Tdentity, Credex~t~al and Access Management Records.

SECURITY CLASSIT+'ICATION: Unclassified but sensitive.

SYSTEM LOCATION: The Division of Ad~nilv.str~a~i.on, FDIC, 550 17th. Street, NW,

Washington, DC 20429, and the FDIC xegional or axea offices. (See Ab-pendix A for a list of the

FDIC regional offices and their addresses.) Duplicate systems may exist, in whole or in part, at

secure sites and on secure sexvers maintained bythird-party service providers for the FDIC.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: This system covers all

FDIC employees, con~ractoxs, and other individuals v~ho have applied fox, been issued, andlor

used a Personal Identity Verification (PIV~ card for access to FDIC or other federal facilities.

CATEGORIES 4F RECORDS IN THE SYSTEM: This system includes- all information

submitted during application fox the PIV card and any resulting investigative and adjudicative

documentation xequired to establish and verify the identity and background of each individual

issued a PN card. The system includes, but is not limited to, the applicant's name, social

sec-uxity number, date and place of birth, hair and eye color, height, Weight, ethnicity, status as

Federal ox contractor employee, employee ID number, email, biome~ric identifiers including

fingerprints, digital color photograph, user access rights, and data from souxce documents used

to positively identify the applicant, including passport ar~d Form I-9 documents. .

AITTFIORITY FOR MA.Il~TTEPtANCE OF THE SYSTEM: Section 9 of the Federal Deposit

Insurance Act (12 U.S.C. 1819); Executive Ordex 9397; and Homeland Security Presidential

Directive (HSPD) 12, Policy for a Common Identification Standard for Federal Employees and

~~ Contractors.

95



PURPOSE: The primary purpose of the system is to manage the safety and secuxity of FDIC

and othex federal facilities, aswell as the occupants of those facilities.

ROUTINE USES OF RECORDS MAIN~TATI~ED IN THE SYSTEM, INCLUDII~TG

CATEGORIES OF USERS A.ND TI-~ PURPOSES OF SUCH USES: Zn addition to those

disclosures generally permitted under the Privacy Act, S U.S. C. 552a(b), all or a portion of the

records or information contained in this system ~n:zay be clisclosed outside the FDIC as a routine

use as follows:
(1) To appxopriate Federal, State, and local authorities responsible fox investigating ox

prosecuting a violation of, or for en~Eorcing or implementing a statute, rule, regulation, or

order issued, when the information indicates a vioJ.ation ox potential vioXation of lave,

tivhe-flier civil, crrminal, or regulatory in nat~.ire, and whether arising by genexal statute or

particular program. statute, ox by regulation, rule, or order issued pursuant thereto;

(2) To a court, magistrate, ox other administrative body in the course ~of presenting evidence,

including disclosures to counsel ox witnesses in the course of civil discovery, litigation,

or settlement negotiations or in connection with criminal proceedings, when the FDIC is

a party to the proceeding or has a significant interest in the proceeding, to the extent that

the information is determined to be relevant and necessary;

(3) To a co~.gressional office i~ response to an inquiry made by the congressional office at

the request of the individual who is the subject of the record;

(4) To appropriate Federal, State, and local authorities, and other entities when (a) it is

suspected or coufitmed that the security ox confidentiality of information in the system

has been compromised; (b} there is a risl~ of harm to economic o:r pxoperEy interests,

identity theft or fraud, or harm to the security or integrity of this system ox other systems

or programs that rely upoai the compromised information; and (c) the disclosure is made

to such agencies, entities, and persons who are reasonably necessary to assist in efforts to

respond to the suspected or confirmed compromise and pzevent, minimize, ox remedy

such harm;
(5) To appropriate Federal, State, and Local authorities in connection vTith hiring or retainuig

an individual, conducting a background security ox suitability investigation, ad~udica~ion

of liability, ox eligibility for a license, contract, grant, ox other benefit;

(6) To appropriate Federal, State, and local authorities, agencies, arbitrators, and other parties

responsible for processing any personnel actions ox conducting administrative hearings or

corrective actions or grievances or appeals, ox if needed in the performance of other

authorized duties;
(7) To appropriate Federal agencies and other public authorities fox use in records

management inspections;
(8) To officials of a Labor organization when relevant and necessary to their duties of

exclusive representation concerning personnel policies, practices, and matters affecti~tg

working conditions;
(9) To contractors, grantees, volunteers, and others performing or working on a contract,

service, grant, cooperative agreement, or project for the FDIC, the Office of Inspector

General, or the Federal Government for use in carrying out their obligations under such

contract, grant, agreement orpxoject;

(10) To notify another Fedezal agency when, or verify tivhether, a PIV card is no longer valid.



POLICIES _AND PRACTICES FOR STORIl~G, RETRIE~G, ACCE~~II~TG,

RETATN]NG, AND DI~PO~ING OF RECORDS TL~I THE SYSTEM:

Storage: Records are stored in electronic rnedza or in papex format within individual fiJ.e

folders.
Retrievability: Records axe indexed and retrieved by Hama, social security number,

other ID nuanber, PN card serial number, andlor by any other unique individual

identifier.
Safeguards: Electronic records are password protected and accessible only by,

authorized personnel. Papex format records maintained in individual file foldexs are

stored in lockable file cabinets and/or in secured vaults or warehouses aid are accessible

only by authorized personnel.
Retention and Disposal: These xecords will be maintained unt71 they become inactive,

at which time they will be retired or destroyed in accordance with FDIC Records

Retention Schedules and the National Archives and Records Adz~sir~istration. Disposal is

by shredding or other appxopriate disposal methods. PN cards are deactivated within 18

hours of cardholder separation, loss of card, or expiration. PN cards are destroyed by

shredding no later than 90 days after deactivation.

SYSTEM MANAGERS) .AND ADDRESS: Chief, Security Operations, Security and

Emergency Preparedness Section, Corporate Services Branch, Division of Administration, 3501

~:
Farrfa~ Dr..Arlington, VA 22226.

NOTIFICATION PROCEDURE: Individuals wishing to determine if they are named in this

system of recoxds ox who are seeking access or amendment to records maintaizted in this system

of recoxds must submit their request in writing to the Legal Division, FOIA &Privacy Act

Group, FDIC, 550 17th Street, NW, Washington, DC 20429, in accordance with FDIC

regulations at 12 CFR Part 310. Individuals requesting their records must provide their Hama,

address and a notarized statement attesting to their identity.

RECORD ACCESS PROCEDT)RES: See "Notifi.cation Procedure" above.

CONTESTING RECORD PROCEDIJI2ES: See "Notification Procedure" above. Individuals

vvi.shing to contest or amend information maintained in this system of records should specify the

information being contested, their reasons for contesting it, and the proposed amendment to such

information in accordance with FDIC regulations at 12 CFR Part 310.

RECORD SOURCE CATEGORIES: Inforrrzation is provided by the individual to whom the

recoxd pertains, those authorized by the subj ect individuals to furnish information, and the

FDIC's personnel records. Information regarding entry and egress from FDIC facilities or access

to information technology systems is obtained from use of the PN card.

EXEMPTIONS CLAIMED FOR THE SYSTEM: None.

Appendix A
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FDIC Atlanta Regional Office
10 Tenth Street, NE, Suite 800
Atlanta, GA 30309-3906

FDIC Chicago Regional Office
300 South Riverside Plaza, Suite 1700

Chicago, IL 60606

FDIC I~an~as City Regional Office

1100 Walnut Street, Surte 2100
Kansas City, MO 64106

FDIC New York Regional Office

350 Fifth Avenue, Suite 1200

NeW York, NY 10118-0110

By order of the Board of Directory

Dated at Washington, DC, this _day of

Robert E. Feldman
Executive Secretaary

FDIC Boston Regional Office
IS Braintree Hill Offzce Park, Suite 200

Braintree, MA, 02184-8701

FDIC Dallas Regional Office
1601 Bzyan Street, Suite 1410
Dallas, TX 75201-3479

FDIC Memphis Area Office
6060 Primacy Parkway, Suite 300

Memphis, TN 3 8119-5770

FDIC fan Francisco Regional. Office
25 Jessie Street at Ecker Square, Suite 2300

San Francisco, CA 94105-2780

2015.
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